Harmonogram plnění

Uchazeč v této příloze navrhne harmonogram plnění rozepsaný po činnostech počínaje dnem podpisu poslední smluvní stranou D. Hodnoty X1, X2 a další je třeba uvádět ve dnech. Tabulku je možno libovolně rozšířit o další řádky podle počtu předpokládaných činností.

Zadavatel předpokládá plnění dle dále uvedeného harmonogramu:

|  |  |
| --- | --- |
| Popis činnosti | Koncový termín |
| Podpis smlouvy | D |
| **1. etapa „Posouzení bezpečnostní dokumentace“** | D+40 |
| Systémová bezpečnostní politika | činnosti budou prováděny po dodání patřičné dokumentace a dle dohovorů s odpovědnými pracovníky |
| Analýza rizik |  |
| Politika řízení dodavatelů |  |
| Rozsah a hranice SŘBD |  |
| Pravidla nakládání s informacemi |  |
| Metodika identifikace a vyhodnocení aktiv |  |
| Metodika identifikace a vyhodnocení rizik |  |
| Bezpečné chování uživatelů |  |
| Směrnice pro řízení kybernetických bezpečnostních incidentů |  |
| **2. etapa „Posouzení technických opatření v IS ČOI“**  | D+60 |
| Posouzení HW, SW architektury datového centra ČOI |  |
| Fyzická bezpečnost datového centra ČOI |  |
| Nástroj pro ochranu integrity komunikačních sítí |  |
| Nástroj pro ověřování identity uživatelů |  |
| Nástroj pro řízení přístupových oprávnění |  |
| Nástroj pro ochranu před škodlivým kódem |  |
| Nástroj pro zaznamenávání činností VIS, jejich uživatelů a administrátorů |  |
| Nástroj pro detekci kybernetických bezpečnostních událostí |  |
| Nástroj pro sběr a vyhodnocení kybernetických bezpečnostních událostí |  |
| Nástroj pro zajišťování úrovně dostupnosti aplikací |  |
| **3. etapa „Návrh nápravných opatření“** | D+70 |
| Návrh technických opatření |  |
| Návrh úpravy, doplnění bezpečnostní dokumentace |  |
| **GDPR (základní informace)** | D+85 |
| GDPR – určení předmětných oblastí (procesů) ČOI s dopadem na ochranu OÚ | nutná spolupráce s jednotlivými odbory – řízené rozhovory na mapování OÚ |
| GDPR – zmapování pohybu (dataflow) osobních dat v těchto oblastech |  |
| GDPR – kritická místa v těchto dataflow diagramech |  |
| GDPR – doporučení k zabezpečení (technická, organizační, jiná) těchto kritických míst |  |
| GDPR – návrh dalšího postupu |  |
| Akceptace kompletního předání díla  | do 90 dnů od podpisu smlouvy |
| Prezentace výsledků  | nejpozději do 10 pracovních dnů ode dne kompletního předání díla schváleného Objednatelem |