
Smlouva o poskytování služeb kybernetické bezpečnosti

1. SMLUVNÍ STRANY

Číslo smlouvy objednatele: 935/0IT/2O25

(smlouva schválena na jednání RM dne 10.11.2025 usn. č. 0945/2025)

Objednatel: město Příbram
se sídlem: Tyršova 108, 261 19 Příbram I
zastoupený: Mgr. Janem Konvalinkou, starostou
IČO: 00243132
DIČ: CZ00243132

(dále jen „Objednatel")

(dále jen „Poskytovatel" )

Poskytovatel 
se sídlem:

Next Generation Security Solutions s.r.o.
U Uránie 954/18, Holešovice, 170 00 Praha 7

zastoupený: Mgr. Ondřejem Dedkem, jednatelem
IČO: 062 91 031
DIČ: CZ06291031
zápis v OR: spisová značka: C 279627 vedená u Městského soudu v Praze

(Objednatel a Poskytovatel dále také dohromady jen jako „Smluvní strany")

uzavírají v souladu se zákonem č. 89/2012 Sb., občanský zákoník, v platném znění, tuto

Smlouvu o poskytování služeb kybernetické bezpečnosti

(dále jen „Smlouva")

2. ÚVODNÍ USTANOVENÍ

2.1. Tato Smlouva je vypracována jako smlouva na plnění veřejné zakázky malého rozsahu na služby 
s názvem „Zajištění kybernetické bezpečnosti Města Příbram", jejímž zadavatelem je Objednatel.

2.2. Účelem této Smlouvy je u Objednatele zavedení požadavků kybernetické bezpečnosti na 
poskytovatele regulované služby v režimu nižších povinností, které vycházejí z požadavků 
SMĚRNICE EVROPSKÉHO PARLAMENTU A RADY (EU) 2022/2555 ze dne 14. prosince 2022 o 
opatřeních k zajištění vysoké společné úrovně kybernetické bezpečnosti v Unii a o změně nařízení 
(EU) č. 910/2014 a směrnice (EU) 2018/1972 a o zrušení směrnice (EU) 2016/1148 (dále jen 
„směrnice NIS 2") a byly implementovány zákonem č. 264/2025, o kybernetické bezpečnosti, 
v platném znění (dále jen „ZKB") a na něj navazujících vyhlášek.

2.3. Cílem je zajistit zavedení požadavků kybernetické bezpečnosti do prostředí Objednatele dle ZKB a 
navazujících vyhlášek, zejména v souladu s požadavky vyhlášky č. 410/2025 Sb., o bezpečnostních 
opatřeních poskytovatele regulované služby v režimu nižších povinností (dále také „Vyhláška")

2.4. Poskytovatel potvrzuje, že disponuje odbornými znalostmi a zkušenostmi z oblasti kybernetické 
bezpečnosti, stejně jako dalšími odbornými znalostmi z oblasti IT a bezpečnosti tak, aby byl schopen 
podpořit Objednatele při zajištění plnění požadavků stanovených příslušnými obecně závaznými 
právními předpisy.



2.5. Kromě zavedení systému zajišťování minimální kybernetické bezpečnosti je cílem této Smlouvy také 
zajištění výkonu role manažera kybernetické bezpečnosti u Objednatele, který bude spravovat 
zavedený systém.

3. PŘEDMĚT SMLOUVY

3.1. Předmětem Smlouvy je závazek Poskytovatele poskytnout předem sjednané služby z oblasti 
kybernetické bezpečnosti (dále jen „Služby"). Jedná se přitom o tyto Služby:

A. Zavedení systému zajišťování minimální kybernetické bezpečnosti

3.1.1. Posouzení stavu bezpečnosti informací podle kritérií Vyhlášky.

3.1.2. Identifikaci a hodnocení aktiv a přijetí odpovídajících bezpečnostních opatření.

3.1.3. Návrh a implementaci bezpečnostních postupů do dokumentace s důrazem na kompletní 
bezpečnostní dokumentaci a zdokumentování dílčích postupů.

3.1.4. Vyhodnocení účinnosti zavedených opatření, včetně aktualizace přehledu bezpečnostních 
opatření.

3.1.5. Zajištění systému pro správu aktiv a řízení rizik, který musí umožňovat:

- napojení na MS Active Directory,

- zaznamenávání provedených změn a export všech záznamů,

- správu dodavatelů, katalogu hrozeb a zranitelností, opatření a lokalit,

- nasazení systému v prostředí zadavatele nebo poskytnutí jako služby,

- správu více organizací, pokud vznikne potřeba,

- soulad s NIS2 a dalšími relevantními normami (např. ISO 27001).

Specifikace SŘBI a báze znalostí:

- Zavedení Systému řízení bezpečnosti informací (SŘBI) a báze znalostí musí být 
provedeno v souladu se zákonem č. 264/2025 Sb. a směrnicí NIS2.

- Implementace katalogů bezpečnostních politik, pravidel, procesů a služeb 
integrovaných do procesů Objednatele.

- Podpora strategie směřování Objednatele, stanovení cílů SŘBI a popis potřeb pro řízení 
zdrojů.

- Mechanismy pro sledování, hodnocení a vyhodnocení účinnosti bezpečnostních 
opatření.

- SŘBI bude zaveden v souladu s právními a metodickými požadavky.

B. Zajištění výkonu role manažera kybernetické bezpečnosti

Služby a podmínky jejich poskytování jsou dále popsány v příloze této Smlouvy.

3.2. Součástí Služeb podle této Smlouvy není/nejsou:

3.2.1. migrace či instalace nových verzí systémů.

3.2.2. dodávka HW vybavení.

3.2.3. zajištění/získání jakékoliv certifikace.

3.3. Objednatel se zavazuje zaplatit Poskytovateli za řádně a včas poskytnuté Služby cenu dohodnutou 
v této Smlouvě, způsobem a ve lhůtě dle této Smlouvy.
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3.4. Služby dle písm. A odst. 3.1 budou poskytovány Objednateli postupně po jednotlivých etapách:

3.4.1. Etapa 1 - Posouzení stavu bezpečnosti informací

3.4.2. Etapa 2 - Určení aktiv a stanovení rozsahu systému

3.4.3. Etapa 3 - Implementace vybraných bezpečnostních opatření

3.4.4. Etapa 4 - Vyhodnocení účinnosti zavedených bezpečnostních opatření

Popis jednotlivých etap, jakož i požadované výstupy z jednotlivých etap jsou popsány v příloze 
Smlouvy.

3.5. Služby jsou Poskytovatelem poskytnuté řádně splněním činností v rámci dané etapy a předáním 
výstupu z dané etapy Objednateli, jak je tento výstup definovaný v příloze Smlouvy u dané etapy. 
V případě, že výstup daná etapa nevyžaduje, tj. není tento výstup popsán v příloze Smlouvy, platí, 
že Služba je v rámci dané etapy poskytnuta splněním poslední z uvedených činností nebo splněním 
účelu dané etapy. V případě, že má být v jedné etapě zpracováno a předáno více výstupů, je pro 
účely splnění Služby v dané etapě rozhodný okamžik předání posledního z nich.

3.6. Objednatel bere na vědomí, že Objednatel neodpovídá za nesprávnost nebo neaktuálnost Služby 
ani výstupu či údaj v něm obsažených, pokud dojde k jakékoliv změně Vyhlášky či souvisejících 
právních předpisů. Poskytovatel odpovídá výhradně za to, že výstup a Služby budou v souladu s 
právními předpisy ve znění a ve stavu ke dni poskytnutí Služeb.

4. CENA A PODMÍNKY POSKYTOVÁNÍ SLUŽEB

4.1. Objednatel se zavazuje uhradit Poskytovateli za provedené Služby odměnu celkem ve výši 
2.591.500 Kč bez DPH (dále jen „Cena"). Cena je dána součtem jednotlivých plnění:

4.1.1. Cena za Služby dle písm. A odst. 3.1 činí 323.500 Kč,

4.1.2. Cena za Služby dle písm. B odst. 3.1 činí 63.100 Kč měsíčně (po dobu 3 let ode dne 
účinnosti Smlouvy).

4.2. Cenu dle bodu 4.1.1 se Objednatel zavazuje hradit postupně, a to po jednotlivých etapách, tedy 
částka uvedená v bodě 4.1.1. bude rozdělena na 4 stejné dílčí částky. Nárok Poskytovatele na 
úhradu odměny za jednotlivou etapu vzniká okamžikem poskytnutí Služeb v rámci dané etapy ve 
smyslu odst. 3.5, a to na základě Poskytovatelem vystaveného daňového dokladu (faktura). Pro 
vyloučení pochybností Smluvní strany stanoví, že podepsaný akceptační protokol není podmínkou 
nároku Poskytovatele na odměnu za danou etapu.

4.3. Cenu dle bodu 4.1.2 se Objednatel zavazuje hradit měsíčně. Jednotková cena za měsíc zahrnuje 
maximálně 2 mandays („MD") (1 MD znamená 8 hodin). Nárok na úhradu měsíční odměny vzniká i 
při nevyužití kapacity 2 MD; nevyužitá kapacita se nepřevádí do dalších kalendářních měsíců. 
V případě požadavku na poskytnutí Služeb dle písm. B odst. 3.1 přesahujícího sjednaný limit MD dle 
tohoto odstavce, není Poskytovatel povinen tyto Služby plnit v daném kalendářním měsíci, tj. plnit 
Služby nad stanovený limit; v případě plnění Služeb nad limit 2 MD se Smluvní strany zavazují 
dohodnout na ceně za Služby nad uvedený limit. Součástí ceny dle bodu 4.1.2 jsou veškeré náklady 
související s poskytnutím Služeb dle písm. B odst. 3.1, včetně odměny za užívání aplikace OMIS po 
dobu poskytování Služeb dle této Smlouvy.

4.4. Poskytovatel se zavazuje kvystavení faktury sdatem uskutečnění zdanitelného plnění 
k poslednímu dni měsíce, ve kterém byly Služby poskytnuty, a to nejpozději do 15 kalendářních dnů 
od data uskutečnění zdanitelného plnění. Splatnost faktury činí 30 dnů. Objednatel se zavazuje 
uhradit fakturu, která bude zaslána na adresu e-podatelna@pribram.eu, ve lhůtě splatnosti.

4.5. Ke všem částkám uvedeným v této Smlouvě bude vždy připočtena DPH v zákonné výši.

4.6. Faktura musí splňovat všechny náležitosti daňového dokladu dle příslušných právních předpisů.
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4.7. V případě, že Objednatel neuhradí jakoukoliv fakturu dle této Smlouvy, je Objednatel povinen 
uhradit Poskytovateli nad rámec dlužné částky i smluvní pokutu ve výši 0,1 % z dlužné částky s DPH 
za každý den takového prodlení. Při opakovaném neuhrazení daňových dokladů (faktur) nebo 
v případě neuhrazení faktury o více než 14 dní je Poskytovatel oprávněn pozastavit plnění 
povinností vyplývajících z této Smlouvy, a to po dobu, než bude platba provedena; postup dle této 
věty nemá vliv na právo Poskytovatele požadovat úroky z prodlení z neuhrazené částky ani na právo 
odstoupit od Smlouvy.

4.8. Objednatel se zavazuje hradit veškeré platby ve prospěch účtu Poskytovatele uvedeného na 
faktuře.

5. TERMÍN A MÍSTO PLNĚNÍ

5.1. Poskytovatel se zavazuje zahájit plnění Služeb dle této Smlouvy do 10 dnů od účinnosti Smlouvy. 
Služby dle písm. A odst. 3.1 se Poskytovatel poskytnout v rámci jednotlivých etap následovně:

Etapa: Zahájení etapy: Ukončení etapy:

Etapa 1 Leden 2026 Únor 2026

Etapa 2 Únor 2026 Květen 2026

Etapa 3 Květen 2026 Červenec 2026

Etapa 4 Červenec 2026 Září 2026

Služby dle písm. A odst. 3.1 budou poskytnuty nejpozději do 30.9.2026.

Služby dle písm. B odst. 3.1 budou poskytovány po dobu 3 let ode dne účinnosti Smlouvy.

5.2. V případě, že bude Poskytovatel v prodlení s poskytnutím Služeb maximálně o 14 dní oproti 
termínu dle předchozího odstavce, informuje o tom Objednatele; takové prodlení není důvodem 
k odstoupení od Smlouvy ze strany Objednatele ani k uplatnění jiných nároků Objednatele. 
V případě, že by prodlení mělo trvat déle, uzavřou Smluvní strany dodatek k této Smlouvy, ve 
kterém upraví termíny poskytování Služeb.

5.3. Služby v rámci dané etapy jsou poskytnuty ve smyslu odstavce 3.5, pokud jsou všechny výstupy ze 
všech etap předány Objednateli. Po předání výstupu/výstupů z dané etapy Objednateli je 
Objednatel oprávněn vznést ke každému písemnému výstupu své připomínky, a to nejpozději do 5 
pracovních dnů od předání takového výstupu Objednateli (nebo odeslání e-mailu obsahujícího 
výstup Objednateli). Pokud v uvedené lhůtě Objednatel nesdělí své připomínky, považuje se výstup 
za bezvadný a Služby za řádně poskytnuté a Objednatel je povinen podepsat akceptační protokol 
bez výhrad. Jsou-li k výstupu vzneseny oprávněné připomínky, zapracuje je Poskytovatel do výstupu 
v přiměřené lhůtě. Předáním výstupu se zapracovanými připomínkami vzniká Objednateli 
povinnost k podpisu akceptačního protokolu. V případě, že není mezi Smluvními stranami 
dohodnut výstup z dané Služby, je Služba poskytnuta splněním poslední činnosti z dané Služby. O 
splnění Služby informuje Poskytovatel Objednatele. K poskytnuté Službě může Objednatel vznést 
připomínky nejpozději do 5 pracovních dnů od oznámení o poskytnutí Služby. Pokud v uvedené 
lhůtě Objednatel nesdělí své připomínky, považují se poskytnuté Služby za řádně poskytnuté a 
Objednatel je povinen podepsat akceptační protokol bez výhrad. Jsou-li k poskytnutým Službám 
vzneseny oprávněné připomínky, zapracuje je Poskytovatel v přiměřené lhůtě. Poskytnutím Služby 
zohledňující připomínky dle předchozí věty vzniká Objednateli povinnost k podpisu akceptačního 
protokolu.

5.4. Výstup ze Služby bude Objednateli předán na hmotném nosiči dat ve formátu .pdf nebo ve formátu 
.pdf nebo v tomto formátu zaslán Objednateli prostřednictvím emailu, není-li ve Smlouvě 
stanoveno jinak nebo nedohodnou-li se jinak Smluvní strany.
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5.5. Místem plnění je sídlo Objednatele.

6. PRÁVA A POVINNOSTI SMLUVNÍCH STRAN

6.1. Každá Smluvní strana se zavazuje informovat bez zbytečného odkladu druhou Smluvní stranu o 
veškerých skutečnostech, které jsou nebo mohou být významné pro plnění závazků Smluvních stran 
dle této Smlouvy.

6.2. Poskytovatel je povinen poskytovat Služby řádně, pečlivě a v souladu s obecně závaznými právními 
předpisy.

6.3. Poskytovatel je povinen poskytovat Služby v dohodnutých termínech.

6.4. Poskytovatel je povinen neprodleně oznámit Objednateli překážky, které mu brání v poskytování 
Služeb a výkonu dalších činností souvisejících s plněním předmětu Smlouvy.

6.5. Poskytovatel je povinen upozorňovat Objednatele na případnou nevhodnost pokynů Objednatele.

6.6. Poskytovatel neodpovídá za vady Služeb v případě, že byla Služba provedena na základě chybných 
nebo nedostatečných vstupů, dokumentů či informací Objednatele nebo v případě následné změny 
těchto informací, podkladů či právních předpisů.

6.7. Poskytovatel neposkytuje na Služby záruku. Objednatel se může domáhat svých nároků z titulu 
odpovědnosti za vady poskytnutých Služeb, přičemž mu v případě vady poskytnutých Služeb náleží 
výhradně nárok na opravu nebo doplnění Služeb, resp. písemných výstupů, a to ve smyslu odst. 
5.3. Jakékoliv další nároky Smluvní strany výslovně vylučují. Pro vyloučení pochybností Smluvní 
strany stanoví, že uplynutím lhůty dle odst. 5.3 zaniká právo Objednatele na úpravu, opravu či 
doplnění písemných výstupů/Služeb.

7. SOUČINNOST

7.1. Objednatel se touto Smlouvou zavazuje poskytnout Poskytovateli veškerou součinnost pro 
poskytování Služeb (dále jen „součinnost"), a to součinnost popsanou v této Smlouvě (vč. jejích 
příloh) nebo součinnost, ke které vyzve Objednatele Poskytovatel, a která je nutná nebo vhodná 
pro řádné poskytování Služeb.

7.2. Součinnost se Objednatel zavazuje poskytnout neprodleně, nejpozději však ve lhůtě 7 dní ode dne 
výzvy Poskytovatele, nebude-li dohodnuta jiná lhůta mezi Smluvními stranami. Výzva může být 
učiněna i prostřednictvím e-mailu.

7.3. V případě prodlení Objednatele s poskytnutím součinnosti nevzniká prodlení na straně 
Poskytovatele s poskytováním Služeb. O prodlení Objednatele s poskytnutím součinnosti se 
automaticky prodlužují termíny plnění Poskytovatele dle této Smlouvy.

7.4. V případě prodlení Objednatele s poskytnutím součinnosti poskytne Poskytovatel Objednateli 
náhradní lhůtu k poskytnutí součinnosti alespoň v délce 10 dní. V případě, že součinnost 
Objednatel neposkytne ani v této náhradní lhůtě, je Poskytovatel oprávněn požadovat a Objednatel 
je povinen uhradit smluvní pokutu ve výši 500,- Kč za každý den prodlení s poskytnutím součinnosti 
počínaje prvním dnem následujícím po konci náhradní lhůty. Současně je Poskytovatel oprávněn 
odstoupit od Smlouvy s účinkem k okamžiku doručení oznámení o odstoupení Objednateli.

7.5. Smluvní pokuta dle tohoto článku je splatná ve lhůtě 7 dní ode dne výzvy k její úhradě. Výzva může 
být učiněna i prostřednictvím e-mailu.
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8. ODPOVĚDNOST

8.1. Poskytovatel odpovídá výlučně za újmu (škodu) vzniklou v příčinné souvislosti s 
úmyslným porušením povinností Poskytovatele dle této Smlouvy či dle zákona.

8.2. Povinnosti k náhradě škody se Poskytovatel zprostí, prokáže-li, že mu ve splnění povinnosti ze 
Smlouvy dočasně nebo trvale zabránila mimořádná nepředvídatelná, neodvratitelná 
a/nebo nepřekonatelná překážka vzniklá nezávisle na jeho vůli (vyšší moc). Poskytovatel se však 
povinnosti nahradit škodu nezprostí, pokud šlo o překážku, která (i) vznikla z jeho osobních 
poměrů, (ii) vznikla až v době, kdy byl s plněním smluvené povinnosti v prodlení, nebo (iii) kterou 
byl podle Smlouvy povinen překonat. Smluvní strany výslovně stanoví, že důvodem ke zproštění 
odpovědnosti Poskytovatele dle tohoto odstavce je např. dopravní nehoda Poskytovatele nebo 
některé z osob poskytující služby za Poskytovatele, výpadek elektrické energie nebo internetové 
konektivity nezávislý na vůli Poskytovatele apod. Pokud vznikne Objednateli újma v důsledku těchto 
či obdobných situací, zprostí se Poskytovatel k náhradě takto vzniklé škody.

8.3. V každém případě je odpovědnost Poskytovatele omezena maximálně do výše 2.000.000,- Kč za 
dobu trvání Smlouvy, a to bez ohledu na to, jestli bude této částky dosaženo jedním nárokem nebo 
několika nároky v součtu. Pro odstranění pochybností se Objednatel veškerých nároků nad částku 
dle předchozí věty výslovně vzdává.

8.4. Smluvní strany si výslovně sjednávají, že se neaplikuje § 2952 občanského zákoníku. Strany se 
dohodly na tom, že se bude hradit pouze skutečná škoda, nikoliv ušlý zisk nebo jakékoli jiné nepřímé 
či nemajetkové újmy.

8.5. Poskytovatel neodpovídá za škodu, která vznikla v důsledku věcně nesprávného nebo jinak 
chybného nebo neúplného zadání, které obdržel od Objednatele.

8.6. Objednatel není oprávněn jednostranně započítat své pohledávky za Poskytovatelem vůči 
pohledávkám Poskytovatele za Objednatelem.

8.7. Případné obchodní zvyklosti, týkající se plnění této Smlouvy, nemají přednost před ujednáními v 
této Smlouvě, ani před ustanoveními zákona, byť by tato ustanovení neměla donucující účinky.

8.8. Smluvní strany se dohodly, že na vztah založený touto Smlouvou se nepoužijí §§ 1793 až 1795 
občanského zákoníku.

8.9. Pro případ, že by bylo a/nebo se ukázalo některé vzdání se výše uvedených nároků Objednatele 
související s odpovědností Poskytovatele jako zdánlivé, neplatné anebo jinak vadné, zavazuje se 
Objednatel vzdát se takových nároků způsobem, který bude bezvadný, a to ve lhůtě pěti (5) 
pracovních dnů ode dne doručení písemné výzvy Poskytovatele. Objednatel prohlašuje a zavazuje 
se Poskytovateli, že nároky, kterých se v této Smlouvy vzdala, nepostoupí na jiné osoby.

9. LICENČNÍ UJEDNÁNÍ

9.1. Bude-li součástí Služeb nebo výsledkem činnosti Poskytovatele prováděné dle této Smlouvy 
autorské dílo podle zákona č. 121/2001 Sb., o právu autorském, o právech souvisejících s právem 
autorským a o změně některých zákonů (autorský zákon), ve znění pozdějších předpisů (dále jen 
„autorské dílo"), nabývá Objednatel dnem poskytnutí autorského díla Objednateli k užívání 
nevýhradní právo užít takovéto autorské dílo, avšak jen za účelem naplnění účelu vyplývajícího z 
této Smlouvy, a to po celou dobu trvání autorského práva k autorskému dílu bez omezení rozsahu 
množstevního, technologického, teritoriálního.

9.2. V případě, že dojde k úpravám nebo zásahům do autorského díla, nenese Poskytovatel za 
provedené změny jakoukoliv odpovědnost.
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10. OCHRANA DŮVĚRNÝCH INFORMACÍ

10.1. Smluvní strany jsou si vědomy toho, že v rámci plnění Smlouvy:

• si mohou vzájemně úmyslně nebo i opominutím poskytnout informace, které budou 
považovány za důvěrné (dále jen „důvěrné informace"),

• mohou jejich zaměstnanci nebo třetí osoby získat vědomou činností druhé Smluvní strany 
nebo i jejím opominutím či jinak přístup k důvěrným informacím druhé Smluvní strany.

10.2. Předávající strana zůstává výlučným nositelem práv k veškerým důvěrným informacím a 
přijímající strana vyvine pro zachování jejich důvěrnosti a pro jejich ochranu stejné úsilí, jako by 
se jednalo o její vlastní důvěrné informace, zejména bude o nich zachovávat mlčenlivost a zajistí, 
aby je ve stejném rozsahu zachovávaly i jiné osoby, kterým je poskytne v souladu s touto 
Smlouvou. S výjimkou plnění této Smlouvy se obě strany zavazují neduplikovat žádným způsobem 
důvěrné informace druhé strany, nepředat je třetí straně ani svým vlastním zaměstnancům a 
zástupcům s výjimkou těch, kteří s nimi potřebují být seznámeni, aby mohla být tato Smlouva 
řádně plněna. V případě plnění této Smlouvy se smluvní strany zavazují činit tak vždy jen 
v nezbytně nutném rozsahu. Obě smluvní strany se zároveň zavazují nepoužít důvěrné informace 
druhé strany jinak než za účelem plnění Smlouvy.

10.3. Nedohodnou-li se smluvní strany výslovně jinak, považují se za důvěrné implicitně všechny 
informace, které jsou a nebo by mohly být součástí obchodního tajemství, tj. zejména, nikoliv však 
výlučně popisy nebo části popisů technologických procesů a vzorců, technických vzorců a 
technického know-how, informace o provozních metodách, procedurách a pracovních 
postupech, obchodní nebo marketingové plány, koncepce a strategie nebo jejich části, nabídky, 
kontrakty, smlouvy, dohody nebo jiná ujednání s třetími stranami, informace o výsledcích 
hospodaření, o vztazích s obchodními partnery, o pracovněprávních otázkách a všechny další 
informace, jejichž zveřejnění přijímající stranou by předávající straně mohlo způsobit škodu, nebo 
jejichž zveřejnění předávající strana výslovně zakázala. Tímto ustanovením nejsou dotčena práva 
a povinnosti smluvních stran dle čl. 9 této Smlouvy.

10.4. Poskytovatel se zavazuje dodržovat postupy zásad ochrany osobních údajů a listovních tajemství, 
ve smyslu zákona č. 110/2019 Sb., o ochraně osobních údajů a nařízení GDPR.

10.5. Bez ohledu na výše uvedená ustanovení se za důvěrné nepovažují informace, které:

• se staly veřejně známými, aniž by to zavinila záměrně či opominutím přijímající strana,

• měla přijímající strana legálně k dispozici před uzavřením Smlouvy, pokud takové 
informace nebyly předmětem jiné, dříve mezi smluvními stranami uzavřené smlouvy o 
ochraně informací, nebo pokud nejsou chráněny ze zákona,

• jsou výsledkem postupu, při kterém k nim přijímající strana dospěje nezávisle a je to 
schopna doložit svými záznamy nebo důvěrnými informacemi třetí strany,

10.6. Ustanovení tohoto článku není dotčeno ukončením této Smlouvy z jakéhokoliv důvodu.

11. KOMUNIKACE SMLUVNÍCH STRAN

11.1. Veškerá komunikace mezi Smluvními stranami bude probíhat prostřednictvím oprávněných osob, 
pověřených zaměstnanců nebo statutárních orgánů Smluvních stran.

11.2. Každá ze Smluvních stran jmenuje oprávněnou osobu. Oprávněné osoby budou zastupovat 
Smluvní stranu v záležitostech souvisejících s plněním této Smlouvy. Není-li však stanoveno jinak, 
nejsou oprávněné osoby oprávněny ke změnám Smlouvy ani jejímu ukončení, ledaže získají 
speciální plnou moc.

11.3. Každá Smluvní strana je oprávněna změnit jí jmenovanou oprávněnou osobu, resp. jejího 
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zástupce, je však povinna na takovou změnu druhou Smluvní stranu písemně upozornit (postačí 
forma e-mailové komunikace), nevyplývá-li tato změna z veřejné části obchodního rejstříku.

11.4. Kontaktní osoby:

Oprávněnou osobou na straně Objednatele je:

Ing. Jan Drozen, e-mail: jan.drozen@pribram.eu, tel: +420 605251783

Oprávněné osoby na straně Poskytovatele budou stanoveny a oznámeny Objednateli bez 
zbytečného odkladu po zahájení plnění Služeb.

11.5. Vymezení kontaktních osob dle předchozího odstavce nemá vliv na možnost statutárních 
zástupců zapsaných v obchodním rejstříku zastupovat Smluvní strany v neomezeném rozsahu.

11.6. Komunikace mezi Smluvními stranami může probíhat prostřednictvím e-mailu mezi oprávněnými 
osobami nebo jinak písemně, není-li ve Smlouvě stanoveno jinak. Komunikace týkající se 
uplatnění vad, odstoupení od Smlouvy nebo jiného ukončení Smlouvy, jakož i uplatnění nároku 
na smluvní pokutu nebo úroku z prodlení musí být provedena výlučně písemně v listinné podobě 
nebo prostřednictvím datové schránky.

12. ÚČINNOST A TRVÁNÍ SMLOUVY

12.1. Tato Smlouva se uzavírá na dobu určitou, a to do doby řádného poskytnutí Služeb. Ukončení 
Smlouvy nemá vliv na trvání ustanovení, která mají ze své podstaty trvat i po skončení Smlouvy 
(právo na náhradu škody, povinnost mlčenlivosti, práva na smluvní pokuty apod.).

12.2. Tuto Smlouvu lze ukončit:

• dohodou Smluvních stran, jejíž součástí je i vypořádání vzájemných závazků a pohledávek,

• odstoupením od Smlouvy v případech uvedených v této Smlouvě nebo ze zákonem 
uvedených důvodů.

12.3. Objednatel je oprávněn odstoupit od této Smlouvy s účinkem k okamžiku doručení oznámení o 
odstoupení Poskytovateli v těchto případech:

• vstoupí-li Poskytovatel do likvidace,

• na majetek Poskytovatele bude prohlášen úpadek, Poskytovatel sám podá návrh na zahájení 
insolvenčního řízení nebo insolvenční návrh bude zamítnut proto, že majetek nepostačuje k 
úhradě nákladů insolvenčního řízení,

• pozbude-li Poskytovatel jakékoliv oprávnění vyžadované právními předpisy pro poskytování 
Služeb.

12.4. Poskytovatel je oprávněn odstoupit od této Smlouvy s účinkem k okamžiku doručení oznámení o 
odstoupení Objednateli v těchto případech:

• je-li Objednatel v prodlení z kteroukoliv z plateb déle než 15 dní a toto nenapraví ani 
v náhradní přiměřené lhůtě od doručení písemné upomínky Poskytovatele;

• neposkytuje-li Objednatel potřebnou součinnost, a to ani poté, co byl Poskytovatelem 
k poskytnutí této součinnosti alespoň dvakrát písemně vyzván.

12.5. Odstoupením zanikají ke dni odstoupení práva a povinnosti stran z této Smlouvy ohledně části 
závazku nesplněné k tomuto dni. Odstoupení od Smlouvy se nedotýká práv a povinností pro 
splněnou část závazku a dále ustanovení, která by vzhledem ke své povaze trvala i po ukončení 
Smlouvy, zejména ustanovení o náhradě škody a ochraně důvěrných informací.
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13. ŘEŠENÍ SPORŮ

13.1. Veškerá vzájemná práva a povinnosti Poskytovatele a Objednatele vyplývající z této Smlouvy se 
budou řídit právem České republiky. Veškeré spory, které vzniknou z uzavřených smluv nebo 
v souvislosti s nimi a které se nepodaří vyřešit přednostně smírnou cestou, budou rozhodovány 
obecným soudem Objednatele v souladu se zákonem č. 99/1963 Sb., občanským soudním řádem, 
ve znění pozdějších předpisů.

14. ZÁVĚREČNÁ USTANOVENÍ

14.1. Tato Smlouva a právní vztahy vzniklé z této Smlouvy se řídí českým právním řádem, zejména 
občanským zákoníkem.

14.2. Tuto Smlouvu lze měnit, doplňovat nebo rušit pouze písemně, není-li v této Smlouvě uvedeno 
jinak nebo nedohodnou-li se jinak Smluvní strany.

14.3. Práva a povinnosti smluvních stran z této Smlouvy přecházejí na jejich právní nástupce.

14.4. v případě, že se některé ustanovení této Smlouvy stane neplatným či nevymahatelným, zůstávají 
ostatní ustanovení i nadále v platnosti, ledaže právní předpis stanoví jinak. Smluvní strany se 
zavazují takové neplatné či nevymahatelné ustanovení nahradit jiným, odpovídajícím účelu 
ustanovení neplatného či nevymahatelného.

14.5. Tato Smlouva je vyhotovena ve dvou (2) stejnopisech, z nichž Objednatel obdrží jeden (1) a 
Poskytovatel jeden (1) stejnopis, v případě písemného uzavření v listinné podobě. Pokud bude 
smlouva uzavřena elektronicky, bude vyhotovena ve formátu PDF/A a podepsána zaručeným 
elektronickým podpisem smluvních stran založeném na kvalifikovaném certifikátu pro 
elektronický podpis nebo kvalifikovaném elektronickém podpisu. Každá ze smluvních stran obdrží 
smlouvu v elektronické podobě s uvedenými uznávanými elektronickými podpisy.

14.6. Tato smlouva nabývá platnosti okamžikem jejího podpisu a účinnosti okamžikem zveřejnění v 
registru smluv. Zveřejnění v registru smluv je povinností Objednatele, který tak musí učinit bez 
zbytečného odkladu po podpisu poslední smluvní stranou.

14.7. V případě rozporu této Smlouvy a příloh má přednost znění Smlouvy.

14.8. Nedílnou součástí této Smlouvy jsou tyto přílohy:

Příloha 1 - Popis Služeb

Příloha 2 - Nabídka Poskytovatele

V Příbrami dne:........................ V Praze dne:........................

Mgr. Jan 
Konvalinka

Digitálně podepsal 
Mgr. Jan Konvalinka 
Datum: 2025.12.16 
10:14:46 +01'00'

Ondřej 
Dedek

Digitálně podepsal
Ondřej Dedek
Datum: 2025.12.09 
19:45:35 +01’00'

Město Příbram
Mgr. Jan Konvalinka, starosta

Next Generation Security Solutions s.r.o.
Mgr. Ondřej Dedek, jednatel
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Příloha č.1

Popis Služeb

A. Zavedení systému zajišťování minimální kybernetické bezpečnosti

Etapa 1 - Posouzení stavu bezpečnosti informací

Cíl etapy

• Provést posouzení stavu bezpečnosti informací u Objednatele.

• Vypracovat srovnávací analýzu a návrh opatření k odstranění nedostatků.

Rozsah provedení

• Posouzení stavu přímo v lokalitě Objednatele.

• Analýza předané dokumentace.

• Ověření stavu kybernetické bezpečnosti na místě.

• Zpracování závěrečné zprávy.

• Prověření minimálně v oblastech dle § 4-15 vyhlášky.

Požadované výstupy

• Zpráva o posouzení stavu bezpečnosti informací: kritéria srovnávací analýzy, shrnutí zjištění, 
vyhodnocení stavu, návrh opatření.

• Prezentace výsledků ve formátu PPT.

Etapa 2 - Určení aktiv a stanovení rozsahu systému

Cíl etapy

• Identifikovat aktiva regulované služby a vymezit rozsah systému.

Rozsah provedení

• Prvotní rozhovor k upřesnění primárních aktiv.

• Zpracování návrhu primárních aktiv a vazeb na regulovanou službu.

• Identifikace podpůrných aktiva jejich evidence.

• Stanovení rozsahu systému a bezpečnostních opatření.



Požadované výstupy

• Registr aktiv (evidence aktiv)

• Přehled bezpečnostních opatření - vybraná a nevybraná opatření s odůvodněním

Etapa 3 - Implementace vybraných bezpečnostních opatření

Cíl etapy

• Zavést navržená opatření a zajistit jejich účinnost.

Rozsah provedení

• Odstranění neshod ze srovnávací analýzy.

• Ochrana identifikovaných aktiv.

• Implementace dle oblastí vyhlášky: lidské zdroje, incidenty, kontinuita činností, síťová a aplikační 
bezpečnost, kryptografie.

• Zohlednění zákona č. 264/2025 Sb.

Požadované výstupy

• Řídicí dokumenty - bezpečnostní politika, dokumentace k opatřením

• Vzory podpůrné dokumentace - plány, metodiky, záznamy, přehledy školení, evidence 
technických aktiv

Etapa 4- Vyhodnocení účinnosti opatření

Cíl etapy

• Ověřit zavedení bezpečnostních procesů a opatření.

• Aktualizovat přehled bezpečnostních opatření.

Rozsah provedení

• Kontrolní den ověření implementace opatření.

• Hodnocení stavu minimální úrovně kybernetické bezpečnosti (příprava, provedení, zpracování 
zprávy).

• Dokumentované vyhodnocení účinnosti opatření.

Požadovaný výstup



• Zpráva o vyhodnocení účinnosti opatření - shrnutí výsledků, posouzení plánu implementace, 
identifikace změn, dopady incidentů, doporučení na další období

B. Výkon role manažera kybernetické bezpečnosti

Výkon této služby bude řešen kombinací vzdálené činnosti a fyzické účasti po předem 
domluvených cyklech

Období výkonu role:

Roli Manažera kybernetické bezpečnosti požadujeme garantovat po období minimálně 3 let od 
účinnosti Smlouvy a výkon této role bude v souběhu s implementací požadavků NIS2.

Cíl a rozsah

Manažer bude zodpovědný za:

• Správu systému zajišťování minimální kybernetické bezpečnosti

• Spolupráci při zajištění bezpečnosti lidských zdrojů

• Správu kybernetických bezpečnostních událostí a incidentů

• Řízení kontinuity činností

• Řízení přístupu, identit a oprávnění

• Zajištění bezpečnosti komunikačních sítí

• Řízení aplikační bezpečnosti a kryptografie

• Správu SŘBI a naplnění požadavků poskytovatele regulované služby.

Oblasti působnosti

1. Správa systému KB-údržba rozsahu systému, dokumentace, přehled opatření, reporting, 
kontrola a přezkum

2. Bezpečnost lidských zdrojů - politika chování uživatelů, školení, rozvoj povědomí, kontrola 
dodržování politiky

3. Správa kybernetických incidentů - detekce, vedení záznamů, vyhodnocení dopadů

4. Řízení kontinuity činností - prioritizace aktiv, zálohování, obnova služeb

5. Řízení přístupu a identit - pravidla přístupů, autentizace, politika hesel, mobilní zařízení

6. Bezpečnost komunikačních sítí - ochrana perimetru, segmentace, vzdálené připojení, kontrola 
dodržování pravidel



7. Řízení aplikační bezpečnosti a kryptografie - aktualizace softwaru, evidence aktiv, skenování 
zranitelností, bezpečné nakládání s kryptografií a komunikací

Popis role Manažera kybernetické bezpečnosti

Klíčové činnosti:

a) Odpovědnost za řízení systému řízení bezpečnosti informací.

b) Pravidelný reporting pro vrcholové vedení povinné osoby.

c) Pravidelná komunikace s vrcholovým vedením povinné osoby.

d) Koordinace a podílení se na procesu řízení aktiv a rizik.

e) Předkládání zpráv o hodnocení aktiv a rizik, plánu zvládání rizik

a prohlášení o aplikovatelnosti výboru pro řízení kybernetické bezpečnosti.

f) Poskytování pokynů pro zajištění bezpečnosti informací při vytváření,

hodnocení, výběru, řízení a ukončení dodavatelských vztahů.

g) Komunikace s Vládním nebo Národním CERT.

h) Koordinace řízení incidentů.

i) Vyhodnocování vhodnosti a účinnosti bezpečnostních opatření

Manažer kybernetické bezpečnosti je určená osoba odpovědná za plnění povinností vyplývajících ze 
zákona č. 264/2025 Sb. o kybernetické bezpečnosti a souvisejících vyhlášek.

Jeho úkolem je zajišťovat komunikaci s Národním úřadem pro kybernetickou a informační bezpečnost 
(NÚKIB) prostřednictvím Portálu NÚKIB, včetně registrace regulovaných služeb, hlášení kybernetických 
bezpečnostních incidentů ve stanovených lhůtách a předávání požadovaných informací či dokumentace.

Manažer koordinuje implementaci bezpečnostních opatření dle příslušného režimu povinností, provádí 
analýzu rizik, nastavuje procesy pro detekci a reakci na incidenty a zajišťuje soulad s legislativními 
požadavky.

Je rovněž kontaktní osobou pro NÚKIB a odpovídá za správnost a úplnost komunikace i za informování 
vedení organizace o stavu kybernetické bezpečnosti.

Znalosti:

a) Normy řady ISO/IEC 27000 a obdobné normy z oblasti bezpečnosti a ICT.

b) Přehled v oblasti ICT (operační systémy, databáze, aplikace, datové sítě)

s důrazem na bezpečnost

c) Řízení rizik.

d) Řízení kontinuity činností.



e) Relevantní právní a regulatorní požadavky, zejména zákon.

f) Kontext povinné osoby.

Zkušenosti:

a) Prosazování systému řízení bezpečnosti informací.

b) Porozumění definicím rizik a rizikovým scénářům.

c) Řízení rizik v rámci povinné osoby.

d) Schopnost interpretovat výsledky řízení rizik a koordinovat zvládání rizik.

Vzdělání a praxe:

a) Alespoň 3 roky praxe v oboru informační nebo kybernetické bezpečnosti, nebo
b) absolvování studia na vysoké škole a alespoň 1 rok praxe v oboru informační nebo kybernetické 

bezpečnosti.

Relevantní certifikace:

• Certified Information Security Manager (CISM) nebo
• Certified in Risk and Information Systems Control (CRISC) nebo
• Certified Information Systems Security Professional (CISSP) nebo
• Manažer Bl (akreditační schéma ČIA)

Aplikace OMIS - platforma pro správu aktiv, řízení rizik, tvorbu nezbytné dokumentace

Společně s rolí MKB bude Objednateli zpřístupněna aplikace OMIS, jejíž zpřístupnění Objednateli zajistí 
Poskytovatel. Poskytovatel zajistí zpřístupnění aplikace u autora aplikace tak, aby aplikace byla 
zpřístupněna Objednateli po dobu výkonu služeb MKB. Poskytovatel zajistí přístup osobám, o kterých tak 
stanoví Objednatel. V případě jakýchkoliv připomínek, vad nebo nefunkčnosti aplikace se Objednatel 
obrací výhradně na Poskytovatele. Ten zajistí u autora aplikace či u odpovědné osoby řešení nastalé situace 
a bude o tom informovat Objednatele. Objednatel bere na vědomí, že data vložená do aplikace jsou ve 
vlastnictví Objednatele a přístup k nim má kromě Objednatele pouze Poskytovatel v rozsahu nezbytném 
pro plnění této Smlouvy. Aplikace OMIS bude Objednateli zpřístupněna pouze po dobu, kdy budou 
poskytovány Služby dle písm. B odst. 3.1 Smlouvy. Po ukončení Služeb dle písm. B odst. 3.1 Smlouvy, resp. 
doby, po kterou mají být tyto Služby poskytované, budou data vložená do aplikace předána Objednateli 
formou exportu do formátu .xls, případně může aplikaci Objednavatel využívat dále, bude však nutné 
zajistit přechod licence na Objednavatele a ten s výrobcem aplikace uzavře obchodní vztah, tak aby bylo 
správně pokryto licenční ujednání této aplikace.
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1. IDENTIFIKAČNÍ ÚDAJE DODAVATELE

Next Generation Security Solutions s.r.o.

Sídlo společnosti: U Uránie 954/18, Holešovice, 
170 00 Praha 7

IČ: 06291031

DIČ: CZ06291031

Spisová značka C 279627 vedená u Městského soudu v Praze

Právní forma: Společnost s ručením omezeným

Statutární orgán: Mgr. Ondřej Dedek, jednatel

Webové stránky: www.ngss.cz

ID datové schránky: se7ns8g

Telefon: +420 237 836 950

Bankovní spojení:
ČSOB a.s.

Plátce DPH: ANO

Nespolehlivý plátce: NE

Malý či střední podnik: ANO

Kontaktní osoba:

Petr Danielovský

Business Development Managher

Telefon: +420 602 790 136

E-mail: pdanielovsky@.nqss.cz
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3. FORMULÁŘ NABÍDKY
IDENTIFIKACE VEŘEJNÉ ZAKÁZKY

Název Zajištění kybernetické bezpečnosti Města Příbram

Druh Veřejné zakázky

Druh Řízení

Veřejná zakázka na dodávky

Veřejná zakázka malého rozsahu

IDENTIFIKAČNÍ ÚDAJE ÚČASTNÍKA

Název/Obchodní 
firma/ Jméno

NEXT GENERATION SECURITY SOLUTIONS s.r.o.

Sídlo U Uránie 18, 170 00 Praha 7

IČO (je-li přiděleno) 06291031

Velkost podniku střední

Kontaktní osoba Mgr. Ondřej Dedek, jednatel společnosti

Telefon +420 774 416 033

E-mail odedek@ngss.cz

□ O Veřejnou zakázku 
se uchází více 
dodavatelů společně ve 
smyslu § 82 ZZVZ; 
identifikační údaje 
ostatních zúčastněných 
dodavatelů

NE
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4. ÚVODNÍ PROHLÁŠENÍ ÚČASTNÍKA
Účastník, který se uchází o Veřejnou zakázku, tímto předkládá formulář nabídky za účelem 
prokázání splnění jednotlivých požadavků Zadavatele, kterými je podmiňována účast dodavatelů 
v předmětné veřejné zakázce.

Účastník čestně prohlašuje, že

a) se pečlivě seznámil se zadávacími podmínkami, porozuměl jim a mj. tak používá veškeré 
pojmy a zkratky v souladu se zadávací dokumentací,

b) výše uvedená kontaktní osoba je oprávněna k jednání za účastníka v rámci veřejné 
zakázky,

c) splňuje veškeré požadavky zadavatele na předmět veřejné zakázky,

d) je pro případ zadání veřejné zakázky vázán smlouvou,

e) není vlastněn osobou na kterou se vztahují mezinárodní sankce v souladu se zákonem 
240/2022 Sb., o provádění mezinárodních sankcí, ve znění pozdějších předpisů, a dalšími 
souvisejícími zákony a ani taková osoba či subjekt nebude jeho poddodavatelem,

f) není ve střetu zájmu ve vztahu k zadavateli.
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5. INFORMACE ROZHODNÉ PRO HODNOCENÍ 
- NABÍDKOVÁ CENA

5.1. CELKOVÁ NABÍDKOVÁ CENA
Účastník čestně prohlašuje, že následující informace považuje za rozhodné pro hodnocení 
nabídky v kritériu Nabídková cena:

Nabídková cena účastníka je 2.595.100,- Kč bez DPH

Ve smlouvě bude cena rozdělena do následujících kategorií:

Nabídková cena účastníka za zavedení systému 
zajišťování minimální kybernetické bezpečnosti 

je 323.500,- Kč bez DPH

Nabídková cena účastníka za jednotková cena/měsíc j^ 
63.100,- Kč bez DPH

Next Generation Security Solutions s.r.o.
U Uranie 954/18, Praha 7, 170 00 | sales@ngss.cz | www.ngss.cz
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6. KVALIFIKACE
6.1. PROFESNÍ ZPŮSOBILOST
Účastník čestně prohlašuje, že splňuje požadavky vyplývající z výzvy k podání nabídek

a) výpis z obchodního rejstříku, pokud je v něm zapsán, či výpis z jiné obdobné evidence, 
pokud je v ní zapsán

Tento výpis z obchodního rejstfiku elektronicky označil "Mostský soud
v Praze" dne 20.10.2025 v 09:30:44. EPVid:SL/rLftloSgArb+JenD9Pg

Výpis

z obchodního rejstříku, vedeného 
Městským soudem v Praze

oddíl C. vložka 279627

Datum vzniku a zápisu: 31. července 2017
Spisová značka: C 279627 vedená u Mostského soudu v Praze
Obchodní firma: Next Generation Security Solutions s.r.o.
Sídlo: U Uranie 954/18, Holešovice, 170 00 Praha 7
Identifikační číslo: 062 91 031
Právní forma: Společnost s ručením omezeným
Předmět činnosti:

Pronájem nemovitosti, bytů a nebytových prostor
Předmět podnikání:

Výroba, obchod a služby neuvedené v přílohách 1 až 3 živnostenského zákona
Statutární orgán:

Jednatel:
My.ONDREJ DEDEK. dat. nar. 27. dubna 1980
Pod Bohdalcem I 1484/34. Michle, 101 00 Praha 10
Den vzniku funkce: 11. července 2023

Počet členů: 1
Způsob jednáni: Jednatel zastupuje Společnost samostatné.

Společníci:
Společník: NV HOLDING GROUP a.s., IČ: 074 58 118

Kurta Konráda 2517/1, Liber, 190 00 Praha 9

Podiíl: Vklad: 150 000,- Kč
Splaceno: 100%
Obchodní podíl: 100%

Základní kapitál: 150 000,- Kč

Údaje platné ke dni: 20. října 2025 04:25 1/1
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6.2. TECHNICKÁ KVALIFIKACE
Účastník musí doložit, že osoba, která má vykonávat roli manažera kybernetické bezpečnosti, 
který bude spravovat zavedený systém, má:

• alespoň 3 roky praxe v oboru informační nebo kybernetické bezpečnosti nebo 
dokončené vysokoškolské vzdělání v oboru informačních technologií a alespoň 1 rok 
praxe v oboru informační nebo kybernetické bezpečnosti.

• alespoň 1 z následujících certifikací: Certified Information Security Manager (CISM) 
nebo Certified in Risk and Information Systems Control (CRISC) nebo Certified 
Information Systems Security Professional (CISSP) nebo Manažer Bl (akreditační 
schéma ČIA)

Martin Juhás

Osoba manažera 
kybernetické 
bezpečnosti

Vzdělání: Vysokoškolské, dosažený titul Ing. (Univerzita Liberec)

Jméno a příjmení: Martin Juhás

Délka praxe 7 let

Certifikát: Certifikát Manažer bezpečnosti informací (M-BI) 2024 - ČSJ

Číslo certifikace, 
pokud jej certifikace 
má:

M-BI/00007/24

Vztah k účastníkovi: Zaměstnanec

Lead Consultant

Martin je absolventem Technické univerzity v Liberci. Již 5 let se zabývá systémy řízení 
bezpečnosti informací. V naší společnosti se podílí na konzultační činnosti pro oblasti 
organizačních opatření - povinnosti vrcholového vedení, organizace lidských zdrojů, bezpečnostní 
dokumentace, řízení aktiv, analýzy rizik a v oblastech technických opatření - fyzická bezpečnost, 
řízení identit a přístupových oprávnění, řízení událostí a incidentů bezpečnosti informací. 
Společnosti, ve kterých se podílel na zavádění systému bezpečnosti informací úspěšně procházejí 
certifikačními a kontrolními audity. Je držitelem certifikátu Manažer ISMS dle ISO 27001.
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CERTIFIKAČNÍ ORGÁN PRO 
CERTIFIKACI OSOB 

ČESKÁ SPOLEČNOST PRO JAKOST
akreditovaný podle normy ČSN EN ISO/IEC 17024 

Českým institutem pro akreditaci o.p.s., pod registračním číslem 3014 
certifikující osoby potvrzuje, že

Ing. Martin Juhás
Datum narozeni: •

Splnil/a požadavky na udělení

CERTIFIKÁTU 

Manažer bezpečnosti informací 
(M-BI)

Potvrzuje zvládnutí znalosti z oblastí:
- systémů managementu bezpečnosti informací dle ISO/IEC 27001 

- informatických a fyzických metod zabezpečování informací
- informačních a dalších aktivit spojených s managementem bezpečnosti

- dle požadavku certifikačniho schématu Systémy managementu organizaci část 1.5 a EOQ, verze 3.0 uvedených ve 
směrnici ČSJ-CE-205, 16. vydání ze dne 1.5.2023

Registrační číslo certifikátu: M-BI/00007/24
Účinnost od: 26.09.2024
Platnost certifikátu do: 25.09.2027

Ing. Romana Hofmanová
Vedoucí certifikačniho orgánu

t

X

P 3014
Certifikovaná osoba podléhá dozoru ČSJ. V případě zjištění závažných rozporů 

vůči ustanoveni Směrnice ČSJ-CE-136 může být platnost certifikátu pozastavena nebo certifikát odejmut.
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• Účastník čestně prohlašuje, že provedl v posledních 3 letech min. 2 zakázku obdobného 
charakteru, tedy předmětem zakázky zavedení systému řízení bezpečnosti informací 
podle Zákona o kybernetické bezpečnosti nebo podle normy ISO 27001 v organizaci 
veřejné správy nebo organizaci založené nebo zřízené veřejnou správou a součástí 
výsledku byly minimálně písemné návrhy na rozvoj nebo konkrétní dokumentaci 
zavedeného systému, a to ve finančním objemu minimálně 300 000 Kč bez DPH za 
jednu/každou z nich.

Informace o Referenčních zakázkách prokazujících výše uvedené požadavky:

Referenční zakázka
Č. 1

Název: Zavedení systému řízení bezpečnosti informací

Stručný popis 
předmětu zakázky:

Zavedení Systému řízení bezpečnosti informací dle požadavků 
zákona č. 181/2014 Sb. o kybernetické bezpečnosti a o změně 
souvisejících zákonů, ve znění pozdějších předpisů a vyhlášky 
č. 82/2018 Sb. o bezpečnostních opatřeních, kybernetických 
bezpečnostních incidentech, reaktivních opatřeních, 
náležitostech podání v oblasti kybernetické bezpečnosti a 
likvidaci dat (dále jen „vyhláška č. 82/2018 Sb.) v rozsahu 
povinností správce a provozovatele „významného informačního 
systému“ dle § 3 písm. e) zákona č. 181/2014 Sb., zahrnující:

• Zpracování rozsahu systému řízení bezpečnosti informací a 
identifikace aktiv

• Provedení hodnocení aktiv a rizik

Finanční objem 480 000 Kč bez DPH

Doba plnění ref. zak. 2/2022-4/2024

Datum předání 
Objednateli: 4/2024

Objednatel:

Univerzita Karlova

Ovocný trh 560/5, Praha 1, 11636

IČ: 002 16 208

Kontaktní osoba 
objednatele pro 
případné ověření 
údajů, tel., e-mail:

Mgr. František Hostek

tel.: +420 771 234 253

e-mail: frantisek.hostek@ruk.cuni.cz

Referenční zakázka 
č. 2

Název: Zavedení systému řízení bezpečnosti informací

Stručný popis 
předmětu zakázky:

Zavedení systému řízení bezpečnosti informací v organizaci 
objednatele. Kritéria pro zavádění systému řízení bezpečnosti 
informací (SŘBI) budou vycházet z požadavků vyhlášky o 
kybernetické bezpečnosti, při současném respektování normy 
ČSN ISO/IEC 27001:2014.
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- provedení srovnávací analýzy stavu kybernetické bezepčnosti

- provedení hodnocení rizik a přijetí bezpečnostních opatření

- provedení implementace vybraných bezpečnostních opatření

- provedení analýzy dopadů a zavedení postupů kontinuity 
činností

- poskytnutí podpory při provedení vzorového interního auditu

- provedení přezkoumání SŘBI a podpory při certifikačním 
auditu

Finanční objem 1 190 000 Kč bez DPH

Doba plnění ref. zak. 4/2022-4/2023

Datum předání
Objednateli: 4/2023

Objednatel:

Fakultní nemocnice u sv. Anny v Brně

Pekařská 664/53, 656 91 Brno

IČ: 001 59 816

Kontaktní osoba 
objednatele pro 
případné ověření 
údajů, tel., e-mail:

manažer pro kybernetickou bezpečnost 

tel; +420 543 185 211

e-mail: mkb@fnusa.cz

V Praze dne 2Q. října 2025

(Next Generation
Security Solutions,

U Uranie 954/18, 17000 Praha 7
DIČ: CZC6291031

Mgr. Ondřej Dedek, jednatel
Next Generation Security Solutions s.r.o.
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7. POTVRZENÍ O POJIŠTĚNÍ 
ODPOVĚDNOSTI ZA ŠKODU

AČSOB Pojišťovna

Masarykovo náměstí 1458, Zelené Předměstí

530 02 Pardubice, Česká republika

IČO: 45534306, DIČ: CZ45534306

Zapsaná v OR u KS Hradec Králové, oddíl B, 567

Tel.: 466 100 777, fax 467 007 444

www.csobpoj.cz, e-mail: info@csobpoj.cz

(dále také jen „pojistitel")

Potvrzení o uzavření smlouvy.

Pojistitel potvrzuje, že s pojistníkem a současně pojištěným:

Next Generation Security Solutions s.r.o.

sídlo/místo podnikání: U URANIE 954/18, Holešovice , Praha 7 IČO: 06291031

zápis v obchodním rejstříku: Spis, značka C 279627 vedená u Městského soudu v

Praze dne 11.6.2018 uzavřel pojistnou smlouvu č. 8069823616

Pojištění je sjednáno v rozsahu:

Druh pojištění: Odpovědnost obecná z činnosti a ze vztahu.

Pojištění se řídí Všeobecnými pojistnými podmínkami - obecná část VPP OC 2014

Sjednaný limit pojistného plnění / pojistná částka : 50 000 000,-

Spoluúčast pojistného na pojistném plnění: 20 000,-

Místo pojištění/územní rozsah : Česká republika. Pojistná smlouva je řádně placená.

Toto pojištění prokazuje, že mezi pojistitelem a výše uvedeným pojistníkem byla výše uvedeného 
dne uzavřena výše uvedená pojistná smlouva. Vzhledem k tomu, že k zániku pojištění sjednanému 
výše uvedenou pojistnou smlouvu může z důvodu stanovených obecně závaznými předpisy dojít i 
před uplynutím sjednané pojistné doby, neprokazuje toto potvrzení nijak existenci pojištění 
k jakémukoliv časovému okamžiku ze sjednané pojistné doby.

. , Dariela Staňková CSOB Pojišťovna C 173
©SUB Poj itovim, hotuinqu 2

V České Lípě dne 5.2.2025

Datum, otisk razítka pojistitele, podpis osoby oprávněné jednat jménem pojistitele

□GO ČSOB Pojišťovna, a.s., člen holdingu ČSOB Masarykovo náměstí 1458 530 02 PardubiceIČO: 45534306 DIČ: CZ6990000761 
zapsána v OR u KS v Hradci Králové, oddíl B, vložka 567 i Infolinka: 466 100 777 e-mail: info@csobpoj.cz www.csobpoj.cz
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8. NAŠE ZKUŠENOSTI
Níže uvádíme seznam vybraných organizací, ve kterých jsme prováděli nebo provádíme 
naše služby:

100 Towers Holding a.s.

Accolade, s.r.o.
AKT plastikářská technologie Čechy, spol. s 
r.o.

BBH Tsuchiya s.r.o.
Biotechnologický ústav AV ČR, v. v. i.
(BIOCEV)

Centrum HiLASE

Constellium Extrusions Děčín, s.r.o.

CPI Services a.s.
Česká společnost pro jakost, z.s.

Datron a.s.

Devizová burza a.s.

Emco spol. s r. o.

Fakultní nemocnice Ostrava

Fakultní nemocnice u sv. Anny v Brně

FutureLife a.s.
Fyzikální ústav AV ČR, v. v. i.

GENNET, s.r.o.

GLOBAL ASSISTANCE a.s.
Globus ČR, v.o.s.

Gutta ČR - Praha spol.s r.o.

Hlavní město Praha

INEP medical s.r.o.

Innovation Annywhere s.r.o.

INVENTI Group s.r.o.

Kamýk Daunen s.r.o.

Karvinská hornická nemocnice a.s.

KOITO CZECH s.r.o.

KONFORM - Plastic, s.r.o.
Lesy České republiky, s.p.

Lesy hlavního města Prahy

Liberecká IS, a. s. (LIS)

Louda Auto a.s.
Masarykův ústav a Archiv AV ČR, v. v. i.

Městská část Praha 2, 5, 9, 10, 11

METAL TRADE COMAX, a.s.

Mypa Tools s.r.o.

Nadace CERGE-EI

Nemocnice Jablonec n. N.

OILES CZECH MANUFACTURING S. R. O.

PAL Wiping Systems s.r.o.

Precision Tools Service Czech s.r.o.

PRIMAPOL-METAL-SPOT s.r.o.

Randstad HR Solutions s.r.o.

S&G Consulting s.r.o.

Sage Automotive Interiors, Strakonice 
Fabrics, s.r.o.

Sellier & Bellot, a.s.

Siemens s.r.o.

Sodecia safety & interiors Leskovec, s.r.o.
Státní fond životního prostředí České 
republiky

Statutární město Jablonec n. N.

Statutární město Liberec

Stokvis Promi, s.r.o.

Strojmetal Aluminium Forging, a.s.
ŠKODA ICT s.r.o.

ŠKODA TRANSPORTATION a.s.

TBG BETONMIX a.s.
TÚV NORD Czech, s.r.o.

Univerzita Karlova
Orkla Foods Česko a Slovensko a.s.

Voestalpine High Performance Metals CZ 
s.r.o.
Vojenská Zdravotní pojišťovna České 
republiky
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Reference našich klientů

„S firmou NGSS proběhla spolupráce na zavedení TISAX v naší firmě. Během zavádění byl celý 
tým vždy velmi ochotný, vstřícný, k dispozici kdykoliv. Díky velmi profesionálnímu přístupu jsme 
společnými silami jsme došli do úspěšného konce. V případě další spolupráce nebudeme váhat 
oslovit znovu. Jsme velmi spokojeni s Vaší prací a děkujeme.“

Bc. Andrea Svobodová, Manažer kvality, KONFORM-Plastic, s.r.o.

„Práci NGSS týmu bych ohodnotil jako profesionální, vstřícnou a schopnou se přizpůsobit 
potřebám a znalostem klienta. V začátcích projektu byl pro mě TISAX velkou neznámou, postupem 
času, po mnoha konzultacích, kontrolních dnech, interním auditu a nemálo návštěvách, jsem s 
podporou týmu NGSS v zádech získal potřebné znalosti, přehled a informace, které mi pomohly 
systém TISAX úspěšně implementovat. Zároveň bych velmi ocenil kvalitu a obsah vypracované a 
poskytnuté dokumentace, která byla základním kamenem pro získaní certifikace.“

Filip Pěgřím, Sage Automotive Interiors, Strakonice Fabrics, s.r.o., Manažer bezpečnosti 
informací a maintenance & investition manager

„Děkujeme týmu NGSS za vynikající práci při podpoře zavedení nového systému hodnocení rizik 
a návrhu bezpečnostní architektury IT. Jejich spolupráce a konzultace při úpravách „Systému 
řízení bezpečnosti informací“ odpovídala našim představám. Jsme s jejich profesionálním 
přístupem, spoluprací a výsledky velmi spokojeni. Vyzdvihnout musíme proaktivní a lidský přístup 
kooperujících konzultantů. Proto bychom společnost NGSS dále doporučili jako spolehlivého 
partnera v oblasti informační bezpečnosti.“

Ing. Jaroslav Bureš, MBA, Předseda představenstva, Liberecká IS, a.s.

„Díky spolupráci se společností NGSS, jsme detailně zhodnotili stav bezpečnosti informací 
v kyberprostředí Masarykovy univerzity. Jejich odborný tým nám poskytl komplexní analýzu, 
doporučení a postupy pro zlepšení našich bezpečnostních opatření v souladu se Zákonem 
o kybernetické bezpečnosti a nejlepšími praxemi a postupy v oboru. Jsme velice vděčni za 
profesionální přístup a spolehlivou a odbornou pomoc.“

Tomáš Plesník, Vedoucí pracoviště - Divize IT služeb, Ústav výpočetní techniky Masarykovy 
univerzity (ÚVT MUNI),

„Konzultanty společnosti NGSS jsme poprvé využili v souvislosti s Kybernetickým zákonem 
a analýzou jeho dopadu na chod naší Městské části. Jelikož jsme s výsledky i přístupem byli 
spokojeni, neváhali jsme využít služeb i v oblasti zavádění normy ISO 27001 a především analýz 
dopadu GDPR.“

Ing. Petr Štěpán, vedoucí odboru informatiky, Městská část Praha 2
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9. INFORMACE O SPOLEČNOSTI
Next Generation Security Solutions s.r.o. (NGSS) je česká společnost poskytující služby 
specialistů v oblasti řízení a nastavování bezpečnostních procesů, implementace 
bezpečnostních služeb a projektového řízení. Společnost nabízí svým zákazníkům zcela ojedinělý 
koncept komplexního technologicky nezávislého řešení v oblasti řízení a správy bezpečnosti 
informací. Zakladateli a členy realizačního týmu jsou ti nejzkušenější konzultanti a techničtí 
specialisté, působící v oboru minimálně 15 a více let.

NGSS se specializuje na poskytování služeb vysoce odborných specialistů schopných prokázat se 
všemi významnými profesními certifikacemi, jako jsou CISA, CRISC, CISM, CISSP, ISMS a SMS 
Lead Auditor, Manažer bezpečnosti informací, PRINCE 2, ITIL, TOGAF, CEH a dalšími.

Komplexní a systémový postup našich konzultantů Vás dovede k souladu s GDPR a navrhne 
veškeré potřebné procesy a technologie využitelné zároveň v oblastech Kybernetické 
bezpečnosti.

Spolupracujeme s mnoha významnými zadavateli v oblasti odborných posudků, due dilligence, 
bezpečnostních auditů, přípravy zadávacích dokumentací, bezpečnostních analýz, nápravných 
opatření i právního poradenství.

Dalším významným pilířem našich služeb je služba SOC (security operations center), která 
zahrnuje mj. role pro ISMS podporu a poradenství, outsourcing role pověřence pro ochranu 
osobních údajů (DPO - Data Privacy Officer), produktově nezávislou analyticko-operativní 
schopnost při řešení incidentů na základě výstupů z nástrojů SIEM, atp.

V neposlední řadě jsou Vám naši odborníci připravení poskytnout jednorázové 
služby penetračního testování informačních systémů a ICT infrastruktury, řešení 
pro zabezpečení před ztrátou dat DLP (Data Loss Prevention) a poradenství v oblasti nasazení 
a provozu systémů pro šifrování dat.

Nabízíme nástroj pro zajištění povinnosti řídit rizika dle standardu NIS2. Společnosti tak 
efektivně řídí bezpečnostní opatření jednoduchou a přehlednou formou díky systému OMIS:

• Vybrané procesy informační bezpečnosti budou v souladu s nařízením NIS 2, TISAX, 
DORA i ISO 27001.

• Moderní a uživatelsky atraktivní aplikace, ze které mají uživatelé i vývojáři radost.
• Na jeden klik pořídíte elektronické dokumenty pro bezpečnostní auditory
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