
Kupní smlouva č. SOAP/01-4463/2025-2, JID: SOAP2513475

podle § 2079 a násl. zákona č. 89/2012 Sb., občanský zákoník, ve znění pozdějších předpisů (dále jen občanský zákoník)

Článek I.

Smluvní strany

BIT SERVIS spol. s r.o. 

Sídlo: Libušská 144/252, 142 00 Praha 4
Zastoupená: Ondřejem Koutským, jednatelemIČ: 45793972DIČ: CZ45793972
Bankovní spojení: 117422733 / 0300
ID DS: 5nzruiy
Telefony: 
Kontaktní osoby:
Kontaktní e-maily: 

Zapsaná u Městského soudu v Praze, oddíl C vložka 11262.

(dále jen „prodávající“)

a

Česká republika – Státní oblastní archiv v Plzni

Sídlo: Sedláčkova 44, 306 12 Plzeň  

Zastoupená: PhDr. Karlem Řeháčkem, Ph.D., ředitelemIČ:  70979090DIČ: CZ70979090, není plátcem DPH

Bankovní spojení: 4245881/0710

ID datové schránky:  b9xaiw4

Telefon:

Kontaktní osoby: informatici

Kontaktní e-mail:

(dále jen „kupující“)

Článek II.

Předmět plnění

1. Předmětem této smlouvy je dodávka a implementace systému pro zabezpečení koncových zařízení 
(EDR) včetně licence pro min. 200 zařízení (dále jen „zboží“) včetně implementace v místě plnění a 
podpory od výrobce na 5 let. Prodávající se zavazuje umožnit kupujícímu nabýt vlastnické právo 
k dodanému zboží.

2. Další informace jsou uvedeny v přílohách této smlouvy – Technická specifikace a Soupis položek 
dodávky.

3. Prodávající se zavazuje provést implementaci tak, aby byl systém plně funkční a nastavený dle bezpečnostních doporučení výrobce (Best Practices).

4. Kupující se zavazuje řádně dodané zboží a související služby od prodávajícího odebrat a zaplatit za ně 
kupní cenu dle této smlouvy.
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Článek III.

Kupní cena

1. Smluvní strany se dohodly, že cena za zboží je stanovena ve výši:

Cena bez DPH: 1 848 310,00 Kč bez DPH
DPH 21 %:     388 145,10 Kč
CELKEM: 2 236 455,10 Kč s DPH

2. Cena zahrnuje veškeré náklady spojené s dodáním zboží včetně jeho dopravy do místa plnění, 
instalace v místě plnění a začlenění do stávajícího systému.

3. Cena je stanovena jako nejvýše přípustná, lze ji navýšit pouze v případě změny zákonné sazby daně 
z přidané hodnoty o takto zvýšenou daň.

Článek IV.

Doba a místo plnění, všeobecné dodací podmínky

1. Prodávající je povinen dodat a naistalovat smluvené zboží nejpozději do 16. prosince 2025.

2. Kupující nabývá vlastnické právo ke zboží jeho převzetím od prodávajícího.

3. Převzetí bude prokázáno datovaným podpisem na akceptačním protokolu, na kterém bude též 
uvedeno výrobní číslo zboží. Podmínkou podpisu akceptačního protokolu je předvedení funkčnosti 
systému v rozsahu dle technické specifikace a předání přístupových údajů a licenčních klíčů.

4. Místo plnění: Státní oblastní archiv v Plzni, Sedláčkova 44, 306 12 Plzeň. 
5. Kupující se zavazuje poskytnout prodávajícímu součinnost potřebnou pro řádné plnění závazků 

vyplývajících z této smlouvy, zejména pak umožnit určeným zaměstnancům prodávajícího přístup do 
místa plnění a vzdálený přístup z IP adresy prodávajícího v rozsahu nezbytném pro plnění této 
smlouvy.

Článek V.

Záruka a servis

1. Součástí dodávky je poskytnutí licencí, bezpečnostních aktualizací, nových verzí softwaru a technické 
podpory výrobce v režimu 24 × 7 po dobu 60 měsíců od aktivace zboží.

2. Součástí dodávky je expertní asistence výrobce pro optimalizaci nasazení. Tato služba zahrnuje:

2.1. čtyři hodiny dedikovaných revizí s expertem výrobce (1 hodina týdně po dobu 4 týdnů);
2.2. třicet dní monitoringu analytikem výrobce (fáze monitoringu a ladění);
2.3. přístup k aktualizacím a podpoře, možnost pokládat ad-hoc dotazy v rámci trvání služby.

3. Na provedené implementační a konfigurační práce poskytuje dodavatel záruku v délce 24 měsíců od 

předání zboží.

Článek VI.

Povinnost mlčenlivosti, ochrana osobních údajů

1. Smluvní strany se zavazují zachovávat ve vztahu ke třetím osobám mlčenlivost o informacích, které při plnění této smlouvy vzájemně získají o sobě či o svých zaměstnancích, které nejsou veřejně 
známé nebo známé třetí straně a které lze s přihlédnutím k okolnostem a obchodním zvyklostem označit za důvěrné, a nesmí je použít v rozporu s účelem této smlouvy ani je poskytnout bez 
písemného souhlasu druhé smluvní strany žádné třetí osobě (s výjimkou zákonných případů). 
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2. Smluvní strany jsou povinny zajistit, že nebudou neoprávněně pořizovány kopie důvěrných 
informací a že nebudou zjišťovány informace, které nejsou nezbytně nutné ke splnění povinností 
vyplývajících z této smlouvy.

3. Smluvní strany se zavazují pro případ, že se v průběhu plnění této smlouvy dostanou do kontaktu 
s údaji druhé smluvní strany vyplývající z její provozní činnosti, tyto údaje v žádném případě 
nezneužít, nezměnit ani nijak nepoškodit, neztratit či neznehodnotit.

4. Smluvní strany se zavazují chránit osobní údaje. Pokud se smluvní strany v rámci plnění této 
smlouvy dostanou do kontaktu s osobními údaji, jsou povinny je ochraňovat a nakládat s nimi 
v souladu s příslušnými právními předpisy, a to i po ukončení této smlouvy.

5. Smluvní strany prohlašují, že zpracování osobních údajů je nezbytné pro splnění této smlouvy, a to 
v souladu s článkem 6 odst. 1 písm. b) Obecného nařízení na ochranu osobních údajů (General Data 
Protection Regulation) - Nařízení Evropského parlamentu a Rady (EU) č. 2016/679 ze dne 27. dubna 
2016 o ochraně fyzických osob v souvislosti se zpracováním osobních údajů a o volném pohybu těchto údajů a o zrušení směrnice 95/46/ES (GDPR).

6. Prodávající bude zpracovávat osobní údaje pouze na základě písemných pokynů kupujícího. 
Prodávající nebude předávat osobní údaje mimo Českou republiku. Prodávající zajistí, aby se osoby oprávněné zpracovávat osobní údaje zavázaly k mlčenlivosti. 

7. Zjistí-li prodávající porušení zabezpečení osobních údajů, ohlásí je bez zbytečného odkladu 
kupujícímu. 

8. Prodávající nesmí zapojovat do svých činností pro kupujícího kromě svých řádně proškolených zaměstnanců žádné další osoby bez předchozího písemného povolení kupujícího. 

9. Účinnost ustanovení tohoto článku přetrvá i po ukončení účinnosti této smlouvy z jakéhokoliv důvodu.
Článek VII.

Platební podmínky

1. Prodávající je oprávněn fakturovat kupní cenu až po dodání a potvrzení převzetí zboží podpisem akceptačního protokolu a fakturu vystaví a doručí kupujícímu nejpozději do 18. prosince 2025.  

2. Faktura je splatná do 14 dnů od jejího doručení kupujícímu prostřednictvím informačního systému 
datových schránek, na e-mail fakturace@soaplzen.cz nebo na adresu sídla kupujícího.

3. Faktura musí mít náležitosti daňového dokladu podle zákona č. 563/1991 Sb., o účetnictví, ve znění pozdějších předpisů, a dle § 29 zákona č. 235/2004 Sb., o dani z přidané hodnoty, ve znění pozdějších předpisů. 
4. Faktura se považuje za proplacenou okamžikem odepsání fakturované částky z účtu kupujícího ve prospěch účtu prodávajícího.

5. Kupující není v prodlení s placením fakturovaných částek, jestliže vrátí fakturu prodávajícímu do 
7 dnů od jejího doručení proto, že faktura obsahuje nesprávné údaje nebo byla vystavena v rozporu 
se smlouvou. Konkrétní důvody je kupující povinen uvést zároveň s vrácením faktury. V případě doručení faktury e-mailem je vrácení faktury realizováno oznámením na kontaktní e-mail 
prodávajícího. U nové nebo opravené faktury běží nová lhůta splatnosti.

6. Zálohu kupující neposkytuje.

Článek VIII.

Smluvní pokuty a sankce

1. Nedodrží-li prodávající smluvený termín dodání, zaplatí kupujícímu smluvní pokutu ve výši 0,05 % 
z dlužné částky (včetně DPH) za každý, byť i započatý, kalendářní den prodlení.
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2. Nezaplatí-li kupující kupní cenu včas, je povinen zaplatit prodávajícímu úrok z prodlení ve výši 
0,05 % z dlužné částky za každý, byť i započatý, den prodlení.

3. Poruší-li prodávající povinnost mlčenlivosti nebo povinnosti vztahující se k ochraně osobních údajů 
vyplývající z této smlouvy, je povinen zaplatit kupujícímu smluvní pokutu ve výši 50 000 Kč za každý 
nikoli nepodstatný případ porušení povinnosti.

4. Zaplacením smluvní pokuty není dotčen nárok kupujícího na náhradu škody v částce převyšující 
zaplacenou smluvní pokutu. 

5. Smluvní pokuty jsou splatné do 15 kalendářních dnů ode dne doručení písemné výzvy oprávněné 
smluvní strany k jejich úhradě povinnou smluvní stranou, není-li ve výzvě uvedena lhůta delší. 
Písemná výzva musí být prokazatelně doručena doporučeným dopisem nebo datovou schránkou.

6. Účinnost ustanovení tohoto článku přetrvá i po ukončení účinnosti této smlouvy z jakéhokoliv důvodu.
Článek IX.

Odstoupení od smlouvy

1. Od smlouvy lze odstoupit za podmínek stanovených v § 2001-2005 občanského zákoníku a touto 
smlouvou. 

2. Podstatným porušením smluvních povinností se rozumí neplnění kvantitativních a kvalitativních požadavků kupujícího prodávajícím dle článků II. a III. této smlouvy.

3. Kupující je oprávněn odstoupit od smlouvy, jestliže prodávající vstoupí do likvidace, nebo je 
prodávající v úpadku nebo prodávající sám podá návrh na zahájení insolvenčního řízení. Prodávající 
je povinen o této skutečnosti neprodleně písemně informovat kupujícího.

4. Odstoupení od smlouvy musí být prokazatelně (prostřednictvím doporučeného dopisu nebo datové 
schránky) písemně oznámeno druhé smluvní straně a je účinné dnem doručení tohoto oznámení 
druhé smluvní straně. Dále se postupuje v souladu s ustanovením § 2001 a násl. občanského 
zákoníku.

Článek X.

Závěrečná ustanovení

1. Tato smlouva nabývá platnosti podpisem obou smluvních stran a účinnosti dnem uveřejnění prostřednictvím registru smluv dle zákona č. 340/2015 Sb., o zvláštních podmínkách účinnosti některých smluv, uveřejňování těchto smluv a o registru smluv, ve znění pozdějších předpisů. 
Kupující se zavazuje realizovat zveřejnění této smlouvy v předmětném registru v souladu 
s uvedeným zákonem.

2. Prodávající je povinen písemně informovat objednatele o skutečnostech majících vliv na plnění 
smlouvy, a to neprodleně, nejpozději následující pracovní den poté, kdy příslušná skutečnost nastane 
nebo prodávající zjistí, že by nastat mohla. 

3. Prodávající tímto prohlašuje, že veškeré podmínky a požadavky kupujícího vymezené v zadávací 
dokumentaci jsou pro něj závazné a jsou součástí této smlouvy. 

4. Smlouva může být měněna nebo doplňována jen vzestupně očíslovanými písemnými dodatky, které 
se stanou nedílnou součástí této smlouvy. Dodatky musí být podepsané oprávněnými zástupci obou 
smluvních stran.

5. Prodávající nesmí bez předchozího souhlasu kupujícího postoupit svá práva a povinnosti plynoucí 
z této smlouvy třetí osobě.
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6. Prodávající se zavazuje mít po celou dobu trvání této smlouvy sjednáno pojištění odpovědnosti za 
škodu způsobenou třetí osobě s limitem plnění min. 2 miliony Kč. Kopie pojistné smlouvy nebo 
certifikátu je v příloze č. 3.

7. Z důvodu právní jistoty smluvní strany prohlašují, že jejich závazkový vztah založený touto smlouvou 
se řídí zákonem č. 89/2012 Sb., občanským zákoníkem, ve znění pozdějších předpisů.

8. Smluvní strany se zavazují, že veškeré spory vzniklé v souvislosti s realizací smlouvy budou řešeny 
smírnou cestou – dohodou. Nedojde-li k dohodě, budou spory řešeny před příslušnými obecnými 
soudy České republiky.

9. Vzhledem k veřejnoprávnímu charakteru kupujícího prodávající souhlasí se zveřejněním jakékoli části i plného znění této smlouvy včetně příloh a dodatků dle příslušných právních předpisů, zejména 
zákona č. 134/2016 Sb., o zadávání veřejných zakázek, ve znění pozdějších předpisů a zákona č. 340/2015 Sb., o zvláštních podmínkách účinnosti některých smluv, uveřejňování těchto smluv a 
o registru smluv, ve znění pozdějších předpisů. Text této smlouvy, dodatků ani příloh této smlouvy se 
nepovažuje za obchodní tajemství.

10. Tato smlouva je vyhotovena v elektronické podobě, smlouvu podepsanou oběma smluvními stranami 
obdrží obě smluvní strany.

11. Obě smluvní strany prohlašují, že tuto smlouvu uzavřely svobodně a vážně, že považují obsah této 
smlouvy za určitý a srozumitelný a že jsou jim známy veškeré skutečnosti, jež jsou pro uzavření této 
smlouvy rozhodující, že se na ustanoveních této smlouvy dohodly jasně a určitě tak, aby kvůli nim 
nedošlo ke sporům, a že smlouva nebyla uzavřena v tísni, ani za jednostranně nevýhodných 
podmínek, na důkaz čehož připojují smluvní strany k této smlouvě své podpisy.

12. Nedílnou součástí této smlouvy jsou následující přílohy:
 Příloha č. 1 – Technická specifikace
 Příloha č. 2 – Soupis položek dodávky
 Příloha č. 3 – Kopie pojistného certifikátu

V Praze elektronicky podepsáno
za prodávajícího:

Ondřej Koutský

V Plzni elektronicky podepsáno
za kupujícího:

PhDr. Karel Řeháček, Ph.D.
Jednatel BIT SERVIS, spol. s r. o. ředitel Státního oblastního archivu v Plzni



Příloha č. 1
TECHNICKÁ SPECIFIKACE

1. NÁZEV VEŘEJNÉ ZAKÁZKY

Zabezpečení koncových zařízení (EDR)

2. STRUČNÝ POPIS PŘEDMĚTU VEŘEJNÉ ZAKÁZKY

EDR bude jednotným zdrojem telemetrie z koncových bodů (procesy, síťové toky, soubory, registr, 
paměť, periférie) v reálném čase. Události lze centralizovat do stávajících nástrojů pro správu a analýzu 
(FortiAnalyzer, případně v budoucnu SIEM) s kontextovou korelací na firewally, ZTNA a identitu. Napojení 
do Fortinet Security Fabric musí umožňovat prosazovat politiky (např. dynamická segmentace, síťová 
karanténa) přes FortiManager. Pokrytí koncových bodů (pracovní stanice, servery) v centrále a na dalších 
11 pracovištích objednatele v Plzeňském a Karlovarském kraji s lokálními firewally FortiGate 40F 
propojenými s centrálním firewallem FortiGate 200F.

3. TECHNICKÉ POŽADAVKY

3.1. Komplexní zabezpečení koncových bodů (EDR + NGAV) pro min. 200 zařízení.
3.2. Podpora a údržba na 5 let – plnohodnotná FortiCare Premium podpora výrobce včetně aktualizací, 

bezpečnostních signatur a inovací funkcí.

3.3. Podpora pro operační systémy Windows 10, Windows 11, servery Windows Server 2019 a vyšší, 
Linux Ubuntu a CentOS.

3.4. Centrální správa všech koncových bodů z jedné konzole.

3.5. Plná integrace do stávající infrastruktury objednatele – Integrace s ekosystémem Fortinet Security 
Fabric: spolupráce s FortiGate, FortiAnalyzer, do budoucnosti integrace s nástroji SIEM, NAC, 
Sandbox i třetími nástroji pro vyšší efektivitu ochrany a pro jednotnou bezpečnostní politiku a 
automatizované reakce.

3.6. Integrace s FortiAnalyzerem – sběr logů a telemetrie (malware, ransomware, exploit, suspicious 
behavior), informace o izolaci zařízení a blokovaných procesech, korelace s událostmi FortiGate 
a dalšími prvky infrastruktury. 

3.7. Implementační služby v rozsahu min. 10 člověkodní: instalace, konfigurace, nasazení agentů, 
integrace do stávající infrastruktury objednatele včetně úprav politik NGFW a aktualizace 
FortiAnalyzer, pilotní implementace na 10 vzorových koncových zařízeních napříč síťovými 
segmenty a operačními systémy, zaškolení administrátorů.

3.8. Expertní asistence výrobce nebo autorizovaného partnera pro optimalizaci provozu a ladění politik 
po nasazení (Best Practice Service).

3.9. Nabízený systém je určen k prodeji na českém trhu.

POŽADAVKY NA FUNKČNOST
Protect fáze, prevence útoků: aktivní preventivní ochrana

4.1.1. NGAV – pokročilá antivirová ochrana se strojovým učením a behaviorální analýzou.

4.1.2. Ochrana proti ransomware – blokace neoprávněného šifrování a změn souborů.
4.1.3. Prevence bezsouborových útoků a exploitation technik.

4.1.4. Blokace komunikace s Command & Control servery.

4.1.5. Izolace zařízení a aplikací, možnost rollbacku škodlivých změn.



4.1.6. Kontrola USB médií a ochrana i v offline režimu.

4.1.7. Sandboxing podezřelých objektů ve virtuálním prostředí.

Discover fáze, viditelnost, inventarizace a analýza útoku

4.1.8. Automatická detekce všech koncových bodů v síti (Windows, Linux, macOS, IoT, OT).

4.1.9. Identifikace neautorizovaných nebo neznámých zařízení.
4.1.10. Hodnocení zranitelností a rizik aplikací i operačního systému.

4.1.11. Detekce laterálního pohybu, podezřelých přístupů a anomálií.

4.1.12. Možnost blokace nepoužívaných služeb, rizikových aplikací a komunikací.

4.1.13. Snížení útočného povrchu prostřednictvím řízených politik.

Respond fáze, reakce, náprava a forenzní analýza: komplexní nástroj pro zásah, analýzu incidentů 
a hunting.

4.1.14. Automatizované reakce prostřednictvím playbooků (kill process, isolation, rollback).

4.1.15. Izolace zařízení na síti a zastavení škodlivých procesů.
4.1.16. Forenzní analýza, časová osa incidentu, detailní kontext útoku (vektor, dopad, zdroj).

4.1.17. Threat hunting – aktivní vyhledávání hrozeb v telemetrii.

4.1.18. Validace incidentů, eliminace false positives.

4.1.19. Uchování záznamů podle interních politik organizace.

4.1.20. 24/7 expertní dohled Fortinet MDR – triáž, vyhodnocení a doporučené zásahy výrobcem.

POŽADAVKY NA REALIZAČNÍ TÝM

5.1. Architekt – prokazatelná praxe v oblasti designu a nasazení síťových bezpečnostních řešení v délce 
alespoň 3 roky a prokazatelné zkušenosti v oblasti řešení EMS, Client, EndPoint a EDR od výrobce 
nabízeného systému. Relevantní certifikace na předmětnou problematiku nebo řešení z nichž se 
dodávka skládá.

5.2. Konzultant – prokazatelná praxe v oblasti nasazování řešení EMS, Client, EndPoint a EDR nebo 
jejich dílčích částí od výrobce nabízeného systému. Relevantní certifikace na předmětnou 
problematiku nebo řešení z nichž se dodávka skládá.

5.3. Projektový manager.
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Příloha č. 2

SOUPIS POLOŽEK DODÁVKY

Seznam všech nabízených komponent včetně jejich počtu, přesná identifikace klíčových součástí označením
od výrobce (product number).

Výrobce a název komponenty Označení od výrobce (Product Number) Počet
Fortinet - FortiEDR Discover, Protect & Respond 
and Standard MDR (100 seats MOQ) 5 let 
FortiEDR Discover, Protect & Respond and 
Standard MDR Cloud Subscription and FortiCare
Premium pro 25 endpointů

FC1-10-FEDR1-349-01-60 8

Fortinet - FortiCare BPS Subscription for FortiEDR 
1 Year FortiEDR Best Practice Service for up to
500 Endpoints/users

FC0-10-EDBPS-310-02-12 1

Bit SERVIS – Implementace a konfigurace EDR
řešení Bit_Instal 10

Položka FC0-10-EDBPS-310-02-12 – zahrnuje konzultace a podporu odborníků přímo od výrobce Fortinetu:

 BPS je roční předplatné, které dává přístup k týmu specialistů, kteří poskytují odborné poradenství k
nasazení, konfiguraci, upgradu a provozu FortiEDR.

 Podpora integrace do ekosystému — například integrace s agentem přes EMS, s logováním do 
FortiAnalyzeru, s XDR / SOAR a s dalšími nástroji Fortinetu pro jednotnou ochranu.

 Podpora pro nasazení a provoz — pomoc s AD/LDAP integrací, konfigurací VPN/ZTNA, politikami, 
nasazením na servery, stanovením rolí a práv (RBAC), správným skupinovým nastavením pr

Více na stránkách výrobce: 
https://docs.fortinet.com/document/fortiendpoint/latest/bps-guide/217533/introduction

https://docs.fortinet.com/document/fortiendpoint/latest/bps-
https://docs.fortinet.com/document/fortiendpoint/latest/bps-guide/217533/introduction
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REALIZAČNÍ TÝM

Architekt:

Praxe: 20+ let

Certifikace: FCSS Network Security 

https://training.fortinet.com/local/staticpage/view.php?page=fcss_network_security

Profesní životopis:

Jméno a příjmení

Pozice v realizačním týmu
Specialista supportního týmu
Podpora realizačního týmu

Specializace
Networking, Security, Logmanagement, Cyber-Security 
konzultant

Dosažené vzdělání Středoškolské s maturitou

Certifikace v požadované oblasti
Fortinet Certified Professional Network Security Fortinet 
Certified Solution Specialist Network Security

Specializace technologie Fortinet
SD-WAN, FortiManager, FortiAnalyzer, FortiGate, 
FortiSwitch, FortiAP, FortiClient&EMS

Specializace ostatních technologií
Cisco - Firewall/Switch/WiFi, VMware LOGmanager, 
Microsoft, LENOVO

Zaměstnavatel BIT SERVIS spol. s r.o.

Zaměstnán od – do 2000 - dosud

Současné pracovní zařazení Systémový a bezpečnostní IT specialista

Počet let odborné praxe 20+ let

Role zaměstnavatele v projektu přímá

Odborná praxe (zaměstnavatel, místo, od- do, 
pracovní zařazení či uvedení jednotlivých 
projektů prokazujících požadovanou praxi):

Spolana a. s. Neratovice 1994 – 1996
Správce informačního systému HZS
VIKOMT, spol. s r.o, Holoubkov 1996 – 2000 Servisní 
technik BIT SERVIS spol. s r.o., Praha, 2000 – nyní
Systémový a bezpečnostní specialista IT

Konzultant 1: 

Praxe: 2 roky

Certifikace: FCP Network Security

Profesní životopis:

Jméno a příjmení

Pozice v realizačním týmu Junior technik

Specializace Security, Networking

https://training.fortinet.com/local/staticpage/view.php?page=fcss_network_security
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Dosažené vzdělání Středoškolské s maturitou

Certifikace v požadované oblasti

Fortinet Certified Professional Network Security, Fortinet 
Certified Professional Security Operations, Dell SE: 
MiDrange
storage credential, Dell SE: Server Credential 2024

Specializace technologie Fortinet
FortiGate, FortiSwitch, FortiAP, FortiAnalyzer, FortiEMS, 
FortiEDR, FortiNDR, FortiGuest

Zaměstnavatel BIT SERVIS spol. s r.o.

Zaměstnán od – do 2024 - dosud

Současné pracovní zařazení Systémový a bezpečnostní IT specialista

Počet let odborné praxe 2

Role zaměstnavatele v projektu přímá

Konzultant 2:

Praxe: 20+ let

Certifikace: Fortinet NSE 5 - Network Security Analyst

Profesní životopis:

Jméno a příjmení

Pozice v realizačním týmu
Technický specialista

Specializace Síťová security, Endpoint security, Backup konzultant

Dosažené vzdělání Středoškolské s maturitou

Certifikace v požadované oblasti Fortinet NSE 5 - Network Security Analyst

Specializace technologie Fortinet
FortiEMS/FCT, FortiAnalyzer, FortiGate, FortiManager, 
FortiEDR

Specializace ostatních technologií VEEAM, VMware, LENOVO, DELL EMC

Zaměstnavatel BIT SERVIS spol. s r.o.

Zaměstnán od – do 1993 - dosud

Současné pracovní zařazení IT specialista

Počet let odborné praxe 20+ let

Počet let odborné praxe s technologií 5+ let

Role zaměstnavatele v projektu přímá

Projektový manager:



Příloha č. 3

Generali Česká pojišťovna a.s., Spálená 75/16, Nové Město, 11O 00 Praha 1, IČO: 452 72 956, 
DIČ: CZ699001273, je zapsaná v obchodním rejstříku vedeném Městským soudem v Praze, spis. zn. B 1464, 
člen skupiny Generali, zapsané v italském registru pojišťovacích skupin, vedeném IVASS, pod číslem 026

POJISTKA
Pojištění majetku a odpovědnosti 

podnikatele a právnických osob ProfiPlán

potvrzení o uzavření pojistné smlouvy č. 5180385190

Pojistník

Název BIT SERVIS spol. s r. o.

Adresa Libušská144/252, Praha - Libuš, 142 00

Stát ČESKÁ REPUBLIKA

IČO 45793972

Pojištění profesní odpovědnost i poskytovatele software, hardware, zpracovaní dat a správy sítí

Pojistná událost

Pojistnou událostí je vznik povinnosti 

pojištěného nahradit škodu nebo újmu 

uvedenou v pojistné smlouvě či pojistných 

podmínkách, se kterou je spojena povinnost 

pojistitele poskytnout pojistné plnění.

Pojistná nebezpečí
Pojistným nebezpečím jsou 

skutečnosti a události vymezené v 

pojistné smlouvě jako možná příčina 

vzniku pojistné události.

Oprávněnou osobou z tohoto pojištění je pojistník.
Podmínky, rozsah pojištění a pojistných nebezpečí stanoví pojistná smlouva a Všeobecné pojistné podmínky 

pro pojištění profesní odpovědnosti VPPPI-P-01/2020.

Pojištění v základním rozsahu se sjednává s limitem pojistného plnění 50 000 000 Kč

Pojištění v základním rozsahu se sjednává s územním rozsahem Česká republika

Pojištění v základním rozsahu se sjednává se spoluúčastí 10 %, nejméně 5 000 Kč, nejvýše 50 000 Kč

Počátek a doba pojištění
Sjednané pojištění je účinné od 0:00 hod dne 21. 10. 2023. 

Pojištění se sjednává na dobu neurčitou.

Pojistitel potvrzuje, že údaje obsažené v pojistce jsou platné ke dni jejího vydání.

Platnost pojistky od: 21. 10. 2023


