






































Vyberte partnera z předdefinovaného seznamu. Můžete
vybrat až 6 školících organizací, se kterými jste domluveni
na spolupráci.

E-Bezpečí

Tady přidejte čestné prohlášení o vzájemné spolupráci se
vzdělávacím partnerem.
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Nenašli jste vzdělávacího partnera v seznamu? ---

Projektový záměr

Jaké jsou aktuální potřeby vaší cílové skupiny a z čeho vycházíte? Uveďte, s jakými konkrétními problémy nebo výzvami se vaše cílová skupina
potýká (např. nízké povědomí o vlivu digitálních zařízení na zdraví). Můžete vycházet z vlastního pozorování, dotazníků mezi žáky, rozhovorů s
učiteli nebo rodiči. Například: „Zjistili jsme, že žáci tráví příliš času na sociálních sítích a nejsou si vědomi rizik, která to přináší pro jejich fyzické a
duševní zdraví.

Z vlastního pozorování jsme zjistili, že žáci mají nízkou úroveň kritického myšlení při práci s online informacemi (např. nerozeznávání fake news), nedostatečné
povědomí o bezpečnosti na internetu (ochrana soukromí, digitální stopy, kyberšikana). Závislost na digitálních zařízeních má vliv na jejich psychické a fyzické zdraví
(např. spánkové problémy, nedostatek pohybu). Mnozí žáci neznají rizika plynoucí z využívání digitálních zařízení (mobil, tablet, notebook). Učitelé nemají dostatek
metodických nástrojů pro efektivní výuku digitální gramotnosti, vidíme potřebu kontinuálního vzdělávání v oblasti rychle se měnících digitálních technologií. Mezi
rodiči převládá nízká osvěta o důležitosti digitální gramotnosti a jejím vlivu na vzdělání i život. Rodiče si často neuvědomují rizika spojená s nadměrným užíváním
digitálních technologií v rodinném prostředí.

Jaký je hlavní cíl vašeho projektu a jak ho chcete dosáhnout? Zamyslete se nad tím, jaký výsledek projektu chcete vidět (např. zvýšení povědomí o
vlivu nadměrného používání digitálních zařízení) a jaké změny chcete ve škole dosáhnout. Například: „Cílem projektu je, aby si žáci uvědomovali,
jak nadměrné používání mobilních telefonů ovlivňuje jejich spánek a duševní pohodu.“

Cílem projektu je rozvíjet digitální gramotnost žáků, učitelů i veřejnosti s důrazem na bezpečné, zodpovědné a smysluplné využívání digitálních technologií a
zároveň posilovat kritické myšlení a povědomí o vlivu digitálních zařízení na zdraví a mezilidské vztahy.

Jaké konkrétní aktivity a akce plánujete v rámci projektu? Popište, jaké vzdělávací programy, workshopy nebo semináře plánujete pro žáky,
učitele a rodiče. Například: „Plánujeme semináře o digitálním zdraví, kde se žáci dozvědí o zásadách zdravého používání technologií, a workshopy
zaměřené na rozpoznávání falešných informací pomocí umělé inteligence.“

Plánujeme uskutečnit projektové dny pro 1. i 2. stupeň na téma Bezpečnost na sociálních sítích, Ochrana v Online světě, Mediální gramotnost vs fake news, hoax
nebo Nebezpečné výzvy.
Dále plánujeme zážitkový pobyt pro žáky 2. stupně zaměřený na aktivity z oblasti bezpečnosti na Internetu a sociálních sítích. Součástí budou hry a simulace, které
podporují kritické myšlení a týmovou spolupráci. Také chceme uskutečnit vzdělávací aktivity pro rodiče na téma, která se týkají rizikového chování dětí v online
prostředí. Chceme rozvíjet znalost a postoj rodičů, ukázat jim praktické ukázky negativních i pozitivních dopadů technologií. Nedílnou součástí projektů budou
školení pro učitele. Metodická podpora učitelů pro integraci digitální gramotnosti do výuky (např. tvorba digitálních materiálů, aplikace do výuky).

V čem je váš projekt inovativní? Zaměřte se na jedinečné prvky projektu nebo nové přístupy, které použijete. Například: „Projekt využívá
interaktivní online nástroje, které žákům umožní vyhodnotit jejich vlastní návyky v oblasti digitálního zdraví a učí je rozpoznávat deepfake videa s
využitím AI.“



Projekt je jedinečný svou komplexností – zaměřuje se na všechny klíčové skupiny (žáky, rodiče a učitele) a propojuje vzdělávání s praktickými a zážitkovými
aktivitami. Díky tomu nejen zvyšuje digitální gramotnost, ale také podporuje kritické myšlení, zodpovědné chování v online prostředí a týmovou spolupráci.
Projekt bude využívat interaktivní nástroje, které pomohou žákům orientovat se v online světě. Umět poznat hrozící nebezpečí a včas toto vyhodnotit. Seznámit se s
nástroji AI. Projekt zahrnuje aktivity, které žákům pomohou porozumět jejich digitálním návykům. Prostřednictvím interaktivních dotazníků a aplikací se budou učit,
jak vyvážit čas strávený online, předcházet syndromu digitální únavy a zvládat stres spojený s technologií. Simulátory kybernetických útoků pomohou dětem
pochopit základy kyberbezpečnosti, zatímco nástroje zaměřené na analýzu dat je naučí zpracovávat informace a tvořit vizualizace.

Jak plánujete zajistit publicitu a propagaci projektu? Popište kroky, kterými zajistíte, aby se o projektu dozvěděla veřejnost a relevantní skupiny.
Například: „O projektu budeme pravidelně informovat na webu školy, sociálních sítích a prostřednictvím online kampaní. Budeme sdílet tipy na
zdravé digitální návyky a používání umělé inteligence.“

Pravidelně budeme zveřejňovat aktuality a informace o průběhu projektu na webových stránkách školy. Vytvoříme poutavé plakáty, letáky a brožury, které budou
distribuovány ve škole. Budeme sdílet zajímavé tipy a ukázky aktivit z projektu, jako jsou příklady digitálních nástrojů, vzdělávací videa nebo výstupy žáků. Žáci
budou aktivně zapojeni do propagace projektu, například vytvářením obsahu pro sociální sítě, vedením workshopů pro mladší spolužáky nebo prezentací výsledků
projektu v rámci školních akcí. Dále pak projekt budeme prezentovat formou informací směřovaných rodičům přes platformu Bakaláři a Teams.

Metodika

Jak bude váš vzdělávací partner (jak interní nebo externí) s cílovou skupinou pracovat? Jaké výukové nebo vzdělávací metody bude používat?

Náš interní vzdělávací partner bude pracovat s žáky hlavně formou skupinové spolupráce v rámci vyučování, využívat bude materiály z portálu E-bezpečí a O2
Chytrá škola. Žáci budou mezi sebou diskutovat a řešit problémové úkoly týkající se online prostředí. Následně zpracují prezentaci na dané téma, s tou pak seznámí
ostatní žáky a vyhodnotí závěry plynoucí z dané aktivity. Náš externí vzdělávací partner uskuteční projektové dny pro 1. i 2. stupeň , vzdělávací aktivity pro rodiče
na téma, která se týkají rizikového chování dětí v online prostředí. Nedílnou součástí projektu budou vzdělávací akce pro učitele na téma rizika virtuální komunikace
a využívání AI ve výuce.

Jak plánujete využívat materiály z portálu https://o2chytraskola.cz/vyuka? (např. při výuce digitálního zdraví použijeme kvízy, metodiky a poslech
podcastu apod.)

Portál O2 Chytrá škola nám poskytne široké spektrum kvalitních a ověřených zdrojů, které přispějí k efektivní realizaci našeho projektu. Pro výuku témat spojených s
bezpečným a zodpovědným užíváním technologií využijeme interaktivní kvízy, které žákům umožní ověřit si své znalosti zábavnou formou. Poslech podcastů na
témata, jako jsou prevence kyberšikany, základy digitální hygieny nebo vliv digitálních technologií na psychické zdraví, bude zařazen do vyučování i jako součást
domácí přípravy. Využijeme pracovní listy a scénáře výuky. Žáci budou moci pracovat s testovacími příklady. Pedagogové budou využívat metodiky a vzdělávací
materiály portálu při přípravě výuky a v rámci vlastního vzdělávání. Portál nabízí cenné informace o aktuálních trendech v digitální gramotnosti.

Jak často budete s portálem O2 Chytrá škola pracovat (minimálně 2x týdně v rámci celé školy)? S jakými dalšími výukovými materiály plánujete
pracovat?



Plánujeme s portálem O2 Chytrá škola pracovat pravidelně, minimálně 3x týdně v rámci celé školy. Každý týden budou žáci zapojeni do aktivit vycházejících z
materiálů portálu v hodinách informatiky, zdravého občana, mediální komunikace nebo českého jazyka. Tyto aktivity budou zahrnovat například kvízy, diskuzní
úkoly a práci s pracovními listy. Podcasty nebo články budou zadávány jako domácí úkoly s následnou diskuzí ve třídě. Využívat budeme také materiály dostupné z
portálu E - bezpečí nebo další zdroje - NPI ČR. Využijeme jejich materiály pro rozvoj digitálních kompetencí, metodické příručky pro pedagogy a konkrétní vzdělávací
programy. Plánujeme využít také projekty, jako je „Bezpečně na netu". Pracujeme také s materiály vytvořenými našimi pedagogy nebo žáky.

Jak naložíte v následujících měsících a letech se získanými znalostmi v problematice digitální gramotnosti po ukončení grantového programu O2
Chytrá škola? Jak zajistíte udržitelnost projektu i bez naší další finanční podpory?

Udržitelnost projektu zajistíme pokračováním daných aktivit z projektu. Témata z oblasti digitální gramotnosti, jako je kybernetická bezpečnost, digitální zdraví nebo
kritické myšlení, budou pevně zakotvena v ŠVP. Učitelé je budou dlouhodobě integrovat do výuky informatiky, zdravého občana, českého jazyka i dalších předmětů.
Naši učitelé budou s dětmi a ostatními účastníky pokračovat v započaté práci v oblasti kybersvěta. Dále budou prohlubovat poznatky u žáků z této oblasti.
Materiály, metodiky a pracovní listy vytvořené nebo získané během projektu budeme dále používat ve výuce. Nadále budeme využívat materiály z portálu E -
bezpečí a O2 Chytrá škola a budeme pokračovat ve spolupráci s lektory z projektu E- bezpečí.

Vyhodnocení úspěšnosti a dopadu

Tabulka pro školy

Cílová skupina Počet vzdělávacích akcí
Počet
proškolených
účastníků

Žáci 42 450

Pedagogové 1 40

Rodiče, prarodiče, veřejnost 1 100

Celkem 44 590

Jak zjistíte, že byl projekt úspěšný a že měl dopad na všechny cílové skupiny?

Projekt bude úspěšný, pokud dosáhne viditelného pokroku v digitální gramotnosti všech cílových skupin, zlepší povědomí o rizicích online světa a poskytne nástroje
pro bezpečné a zodpovědné chování na internetu. Úspěšnost projektu zajistí také jeho udržitelnost – učitelé budou pokračovat v integraci digitální gramotnosti do
výuky, rodiče získají větší jistotu v komunikaci s dětmi o technologiích a žáci budou schopni kriticky přistupovat k digitálnímu obsahu. Během projektových dnů a
zážitkového pobytu budou žáci tvořit výstupy, které ukážou, jak dokázali získané poznatky aplikovat v praxi. U vybrané skupiny rodičů provedeme rozhovory, které
umožní lépe pochopit, jak aktivity ovlivnily jejich přístup k online bezpečnosti a komunikaci s dětmi.

Jaké kvalitativní ukazatele chcete sledovat a jak je budete měřit?

Budeme sledovat tyto ukazatele: Jak žáci vnímají rizika online světa a zda dokážou zformulovat pravidla bezpečného chování. Schopnost žáků identifikovat
dezinformace a vysvětlit, proč je obsah manipulativní. Zda rodiče zavedli opatření k lepšímu zvládání digitálních návyků dětí. Jak učitelé aplikují získané dovednosti
ve výuce a jak hodnotí kvalitu poskytnutých materiálů. Jak aktivity projektu ovlivnily komunikaci o online světě v rodinách a mezi žáky a učiteli. Tyto kvalitativní
ukazatele umožní lépe porozumět hloubce dopadu projektu, nejen změnám ve znalostech, ale také v postojích, dovednostech a interakcích mezi cílovými skupinami.
Jako metody měření budeme využívat: dotazníky, individuální nebo skupinové rozhovory, budeme evidovat účast na akcích, workshopech a školeních.



Rozpočet a harmonogram projektu

Na kalendářní rok 2025 můžete získat až 100 000 Kč. Jak získané prostředky využijete? Finance lze čerpat na jednotlivé aktivity, např. školení,
kurzy, workshopy, jednorázové týmové supervize pedagogů, kancelářské potřeby k workshopům, do výše 20% na nákup softwaru a další provozní
náklady: mzdy a osobní ohodnocení koordinátorů nebo administrátorů projektu, cestovné, na tvorbu výukových materiálů, a další náklady. V
případě, že si nejste jistí s uplatněním nákladů, ozvěte se nám. Buďte, prosím, co nejvíc konkrétní. Víme, že některé položky se těžko odhadují.
Pokud vás do grantového programu vybereme, můžeme si je spolu ještě upřesnit. Součástí projektu je i harmonogram. Uveďte aspoň orientační
časový rámec plánovaných aktivit. Pamatujte, prosím, že všechny aktivity musí proběhnout v kalendářním roce 2025 (únor - listopad). Pokud se
položka týká vzdělávacího partnera, uveďte jeho název a stručný popis do UPŘESNĚNÍ POLOŽKY. Upozornění: Pro rok 2025 grant NELZE využít na
nákup hardwaru.

Položka Upřesnění položky
Schválená
částka v Kč

workshopy pro žáky jedna aktivita pro každou třídu od 3. do 5. ročníku od společnosti E - bezpečí 33500 Kč

workshopy pro žáky jedna aktivita pro každou třídu od 6. do 9. ročníku od společnosti E - bezpečí 40000 Kč

školení pedagogů jedna aktivita pro všechny pedagogy od společnosti E - bezpečí 10000 Kč

školení rodičů jeden webinář pro rodiče od společnosti E - bezpečí 5500 Kč

další náklady rozšířený modul Chat GPT, 2 účty 8800 Kč

kancelářské potřeby k workshopům papíry, fixy 2200 Kč

Celkem 100000 Kč

Tady přidejte soubor, pokud nám chcete popsat detailněji
rozpočet nebo přidat další doplňkové materiály k obsahu
žádosti (není povinné).

---

Ostatní

Kde jste se o vyhlášení grantu O2 Chytrá škola dozvěděli?

Sledujeme pravidelně novinky na portálu O2 Chytrá škola, protože považujeme jejich vzdělávací obsah za velmi přínosný pro podporu digitální gramotnosti na naší
škole.

Máte ke grantovému programu O2 Chytrá škola nějaké dotazy a komentáře?

---

Odesláním přihlášky prohlašuji, že uvedené osobní údaje jsou pravdivé. Beru na vědomí, že uvedené osobní údaje budou zpracovány pro účely
realizace grantového programu O2 Chytrá škola. Detailní informace o zpracování osobních údajů, včetně informací o právech subjektů údajů a
způsobech jejich uplatnění, jsou k dispozici na www.nadaceo2.cz v dokumentu Zásady zpracování osobních údajů.
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