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|  |  |
| --- | --- |
| Objednatel: | **Digitální a informační agentura**  se sídlem: Na Vápence 915/14, 130 00 Praha 3 - Žižkov  zastoupená: Ing. Martinem Mesršmídem, ředitelem  IČO: 17651921  DIČ: CZ17651921  ID datové schránky: yukd8p7 |
| Smlouva | Smlouva na poskytnutí ICT odborníků č. j. DIA- 3600-14/OEZ-2024 |
| Poskytovatel | Aricoma Systems a.s.  se sídlem: Hornopolní 3322/34, Moravská Ostrava, 702 00 Ostrava  zastoupený/á: xxxx, na základě plné moci  IČO: 04308697  DIČ: CZ04308697  ID datové schránky: ctb7phe |

# Specifikace požadavku:

Analýza nastavení MS Defender ASR, Defender AV, Firewall

Základní proškolení MS Entra, Defender konzole, Intune conzole, MIP

# Odhad pracnosti

| **Činnost** | **Role** | **Cena / MD bez DPH** | **Pracnost**  **MD** | **Cena celkem Kč**  **Bez DPH** |
| --- | --- | --- | --- | --- |
| Aplikování bezpečnostních politik dle dodaných materiálů s proškolením a testováním v prostředí DIA. Pokračování v aplikování ASR, Conditional Access pravidel. Pokusy o aplikovaání skupiny pravidel pro Hardening OS pomocí Intune. Nasazení PIM. | Microsoft specialista bezpečnosti informací | xxx,- | xx | 75.000,- |
| Návrh a sledování již aplikovaných web content pravidel chránícíhc zařízení mimo prostředí DIA. Zavedení pravidel pro Device Control. Konzultace pro další komponenty (MIP, Phishing Resistant MFA).  Reakce a školení na nálezy v prostředí z předchozích měsíců v rámci praktických WS. | Microsoft specialista bezpečnosti informací | xxx,- | xx | 75.000,- |

# Místo plnění:

Sídlo Poskytovatele a sídlo Objednatele.

# Termín:

1.4.2025 – 31.12.2025

# Akceptační kritéria:

Akceptace výstupního dokumentu ze strany DIA.

Schválený výkaz prací.

|  |  |  |
| --- | --- | --- |
|  | Schválil (Objednavatel) | Schválil (Poskytovatel) |
| Jméno | xxxx; Ing. Martin Mesršmíd | xxxx |
| Datum | Dne 21. 3. 2025; 3. 4. 2025 | Dne 30. 3. 2025 |
| Podpis |  |  |