
Smlouva o dílo 
(uzavřená níže uvedeného dne, měsíce a roku ve smyslu zákona č. 89/2012 Sb., občanský zákoník) 

 

číslo smlouvy objednatele: 6/015 /2025 

Český hydrometeorologický ústav 
 

Sídlo:     Na Šabatce 2050/17, 143 06 Praha 4 -Komořany 

IČ:      00020699  

DIČ:      CZ00020699 

 

Statutární orgán:    ředitel ČHMÚ  

Zástupce ve věcech smluvních: ., ředitel úseku informatiky 

Bankovní spojení:   

Č. účtu:    

 
dále jen „objednatel“ 

a    
 

 Kernun, a.s. 
 

Sídlo:                                                   Ptašínského 309/6, 602 00 Brno     

IČ:                                                       26239701       

  

Statutární orgán:                              člen představenstva   

Bankovní spojení:                                

Č. účtu:                                                   

 
dále jen „zhotovitel“ 

 

Předmět smlouvy   

1.1 Předmětem této smlouvy o dílo (dále jen „smlouva“)  je závazek zhotovitele provést pro objednatele 
dílo označené jako „Upgrade firewallů Kernun a související sítové infrastruktury“ (dále jen „dílo“) 
a povinnost objednatele toto dílo odebrat a zaplatit za něj cenu sjednanou v souladu s touto smlouvou, 
jakož i dodržet další závazky a práva smluvních stran podle této smlouvy a ve znění VZ 
N006/24/V00040751 . 

1.2 Seznam produktů a rozpis cen jsou uvedeny v Příloze č. 1 této smlouvy a je její nedílnou součástí. 

1.3 Technická specifikace jednotlivých produktů je uvedena v Příloha č. 2 a je její nedílnou součástí 

1.4 Rozsah a popis implementace jednotlivých produktů je uvedena v Příloze č. 3 této smlouvy a je její 
nedílnou součástí. 

1.5 Osobami pověřenými jednat jménem smluvních stran při plnění této smlouvy jsou: 

 za objednatele: 
obchodní podmínky:      ředitel úseku informatiky, 

                                       e-mail : 

  
technické podmínky:      ,oddělení správy komunikačních technologií 
 
                                      t..číslo   e mail: 
                            



 za zhotovitele: 
obchodní podmínky: 

 
technické podmínky: 

 Technické kontakty: 

  

 

 

 

 

Termín a místo plnění: 

1.6 Zhotovitel se zavazuje realizovat předmět smlouvy dle specifikace uvedené v Příloze č. 1, 2 a 3 této 
smlouvy dle uvedených termínů a etap projektu: 

 

Etapa 1 Dodání Kernun Security Appliance model Do 5 týdnů od podpisu smlouvy 

Etapa 2 Dodání HW serverů pro SW mod security – Do 5 týdnů od podpisu smlouvy 

Etapa 3 Dodání HW serverů pro SW HA proxy – Do 5 týdnů od podpisu smlouvy 

Etapa 4 Dodání Cisco Switchů – Do 5 týdnů od podpisu smlouvy 

Etapa 5 Provedení instalace, implementace řešení 
Kernun 

Do 12 týdnů od podpisu 
smlouvy 

Etapa 6 Provedení instalace, implementace HW a 
konfigurace SW mod security – 

Do 12 týdnů od podpisu 
smlouvy 

Etapa 7 Provedení instalace, implementace HW a 
konfigurace SW HA proxy – 

Do 9 týdnů od podpisu smlouvy 

Etapa 8 Provedení instalace, implementace Cisco 
Switchů 

Do 9 týdnů od podpisu smlouvy 

 

 

1.7 Kernun Security appliance, HW servery pro mod security, HW servery pro HA proxy a 8 ks switchů 
budou předány na základě předávacích protokolů včetně uvedení sériových a licenčních čísel. 
Veškeré práce instalace / implementace budou předány na základě akceptačního protokolu 
podepsaného oběma smluvními stranami. 

1.8 Místem plnění této smlouvy je pracoviště objednatele na adrese: Český hydrometeorologický ústav 
Praha, Na Šabatce 17, Praha 4 – Komořany a hausing Chodov. 

Cena a platební podmínky 

1.9 Objednatel se zavazuje zaplatit zhotoviteli za plnění smlouvy cenu stanovenou dohodou, jejíž výše 
činí 15.529.600,- Kč bez DPH, tj. 18.790.816,- Kč vč. DPH. Podrobný seznam produktů a rozpis 
jednotlivých cen je uveden v příloze č.1 smlouvy. 

1.10 Slovy: patnáctmilionůpětsetdvacetdevěttisícšestset korun českých bez DPH.  



1.11 Výše sazby DPH, výše DPH a celková cena včetně DPH sjednaná v této smlouvě bude upravena v 
případě změny sazby DPH u zdanitelného plnění nebo přijaté úplaty v souladu s aktuální změnou 
zákona o dani z přidané hodnoty v platném znění. 

1.12 Při výkonu této činnosti není ČHMÚ osobou povinnou k dani podle § 5 odst. 3, zákona č. 235/2004 
Sb., o dani z přidané hodnoty. 

1.13 Cena je stanovena jako nejvýše přípustná. 

1.14 Podkladem pro placení jsou daňové doklady vystavené zhotovitelem. Zhotovitel je oprávněn vystavit 
jednotlivé faktury po podpisu akceptačních nebo předávacích protokolů dle rozpisu a termínů 
uvedených v bodě 1.6 a rozpisu jednotlivých cen v příloze č.1 smlouvy. 

1.15 Daňový doklad (faktura) bude zhotovitelem vystaven v souladu s ustanovením § 12 odst. 1 zákona č. 
235/2004 Sb. o dani z přidané hodnoty ve znění pozdějších předpisů. Splatnost faktury je stanovena 
na 30 dnů ode dne jejího prokazatelného doručení objednateli.  

1.16 Nebude-li faktura obsahovat všechny údaje a náležitosti podle platných právních předpisů a smluvních 
ujednání, nebo budou-li tyto údaje uvedeny chybně, je objednatel oprávněn doklad vrátit zhotoviteli 
bez zaplacení. Zhotovitel je povinen podle povahy nesprávnosti doklad opravit nebo nově vyhotovit. V 
tomto případě je běh původní lhůty splatnosti přerušen a nová lhůta začne běžet doručením řádně 
opraveného nebo nově vyhotoveného dokladu.  

1.17 Cena se považuje za zaplacenou v okamžiku jejího připsání na účet zhotovitele. 

Práva a povinnosti objednatele 

1.18 Objednatel se zavazuje poskytovat zhotoviteli součinnost nezbytnou k plnění této smlouvy. 

Smluvní pokuty 

1.19 Zhotovitel je v případě nedodržení reakční doby uvedené v příloze č. 1 povinen zaplatit smluvní 
pokutu ve výši 0,05% z měsíčně fakturované částky za každý jednotlivý případ takového porušení.  

1.20 Objednatel je povinen v případě zpoždění se splněním svého peněžního závazku dle článku cena a 
platební podmínky této smlouvy zaplatit zhotoviteli úrok z prodlení ve výši 0,05% z dlužné částky za 
každý i započatý den zpoždění. 

Trvání smlouvy 

1.21 Smlouva může být ukončena písemnou dohodou stran nebo odstoupením ze zákonných důvodů nebo 
z důvodů v této smlouvě uvedených. Oznámení o odstoupení musí být písemné a musí být doručeno 
druhé straně na adresu uvedenou v této smlouvě. 

1.22 Zhotovitel je oprávněn od smlouvy odstoupit v případě, že objednatel je v prodlení s plněním svých 
závazků této smlouvy, zejm. je-li v platební neschopnosti, nebo v případě, že objednatel i přes 
písemné upozornění neposkytuje potřebnou součinnost k realizaci této smlouvy a zhotovitel se tak 
dostává do nezaviněného prodlení předmětu plnění.  

Mlčenlivost 

1.23 Smluvní strany se zavazují, že budou zachovávat naprostou mlčenlivost o všech důvěrných a 
utajovaných informacích a skutečnostech, o kterých se dozví v průběhu plnění této smlouvy. Třetí 
osobě lze takovéto informace a skutečnosti poskytnout pouze z důvodu, je-li to nezbytné pro splnění 
této smlouvy, a teprve poté, co byla zavázána povinností mlčenlivosti. Povinnost mlčenlivosti trvá i po 
ukončení plnění podle této smlouvy. 

1.24 Zhotovitel bezvýhradně souhlasí se zveřejněním plného znění smlouvy v souladu se zákonem č. 
134/2016 Sb., o veřejných zakázkách v platném znění a souvisejícími předpisy. Zveřejnění obsahu 
smlouvy nemůže být považováno za porušení povinnosti mlčenlivosti. 



1.25 V případě pochybností, zda určitá informace nebo skutečnost je považována za důvěrnou či nikoliv, 
požádá příslušná smluvní strana druhou stranu o vysvětlení a do doby, než obdrží vyjádření, bude s 
předmětnou informací nebo skutečností nakládat jako s důvěrnou.  

1.26 Bude-li jedna ze smluvních stran povinna porušit závazek mlčenlivosti na základě právního předpisu, 
sdělí to obratem písemně druhé straně. Smluvní strany se v takovém případě dohodnou na 
nejvhodnějším způsobu zpřístupnění předmětné informace nebo skutečnosti.    

 

 

Doložka ve smyslu ustanovení § 4 odst. 2 zákona č. 181/2014  sb., o kybernetické bezpečnosti, ve 
znění pozdějších předpisů 

1.27 Smluvní strany berou na vědomí, že informační systém poskytovatele informací ČHMÚ (dále jen 
„ČHMÚ“) podléhá zákonu č. 181/2014 Sb., o kybernetické bezpečnosti, v platném znění a s ním 
související vyhlášky, zejm. vyhláška č. 316/2014 Sb., o kybernetické bezpečnosti, který je v 
předmětném smluvním vztahu jako Objednatel a na základě zákonných důvodů se stává osobou 
povinnou dle ustanovení § 3 odst. c), dále  

1.28 Zhotovitel je povinen při užívání a čerpáních jakýchkoliv informací, dat, podkladů, zejm. o cílech a 
smluvním vztahu k veřejné zakázce a jejího plnění, o informačních systémech, personálním 
zabezpečení, vnitřní struktuře organizace a o skutečnostech, které se vztahují k bezpečnostním a 
technickým opatřením, kdy se stává příjemcem a uživatelem těchto informací, jako chráněných 
informací, ve smyslu ustanovení § 1730 zákona č. 89/2012 Sb., občanský zákoník, dodržovat 
zákonné předpisy pro oblast kybernetické bezpečnosti, interní předpisy ČHMÚ a počínat si při svém 
jednání tak, aby nedocházelo k porušování bezpečnostních opatření, nebyla snižována a 
poškozována bezpečnostní image ČHMÚ a důvěryhodnost těchto zdrojů a nedošlo k neoprávněnému 
zásahu do sítí a informačních systémů ČHMÚ s následkem jejich poškození, dále 

1.29 Zhotovitel bere na vědomí, že chráněné informace jsou součástí obchodního tajemství ve smyslu 
ustanovení § 504 zákona č. 89/2012 Sb., občanský zákoník, zejm. listinné a elektronické podklady, 
finanční přehledy a cenové mapy, zdroje a s poskytnutými zdroji je povinen nakládat tak, jako by byly 
označovány za důvěrné, dále není oprávněn je užívat i zprostředkovaně ke komerčním účelům, 
modifikovat a zcizovat. S užitím chráněných informací nepřechází ani na třetí osoby vlastnictví k 
autorským a průmyslovým právům, pokud není stanovené jinak, dále 

1.30 Zhotovitel bere na vědomí, že zákonem určený Úřad, je oprávněn vykonávat kontrolu a dohled nad 
dodržováním ustanovení v oblasti kybernetické bezpečnosti a smluvní strany jsou povinny být 
součinné v případě provádění státního dohledu a při provádění auditů procesů, dále  

1.31 v případě porušení zákona v oblasti kybernetické bezpečnosti jednáním ze strany Zhotovitele, je 
Objednatel oprávněn požadovat finanční náhradu škody ve výši správního deliktu za každé porušení 
dle zákona o kybernetické bezpečnosti, který bude pravomocně udělen dle příslušného zákona 
daného Úřadu dle odst. 4 a byl způsobem zaviněně Zhotovitelem a to i v případě, že třetí osoby 
jednají v jeho zastoupení. 

Závěrečná ustanovení 

1.32 Neplatnost některého smluvního ustanovení nemá za následek neplatnost celé smlouvy, pokud se 
nejedná o skutečnost, se kterou obchodní zákoník spojuje takové účinky. Pokud dojde ke změně 
obecně závazných právních předpisů, bude příslušné ustanovení této smlouvy, kterého se změna týká 
upraveno v souladu s touto změnou, přičemž ostatní smluvní ujednání zůstávají v platnosti, pokud by 
z dohody smluvních stran, nebo z povahy změny nevyplývalo něco jiného. 

1.33 Pokud by z jakéhokoliv důvodu, na který smluvní strany při uzavírání této smlouvy nepomyslely nebo 
nemohly pomyslet, mohl být účel této smlouvy zmařen, jsou smluvní strany povinny neprodleně, 
nejpozději však do 1 měsíce ode dne, kdy taková skutečnost vyjde najevo, sjednat písemný dodatek, 
jímž účelu této smlouvy bude dosaženo. Za nesplnění povinnosti uzavřít dodatek ke smlouvě se 



považuje též, je-li smluvní strana sice ochotna dodatek uzavřít, avšak za podmínek, které by ji oproti 
původnímu ujednání nespravedlivě zvýhodňovaly. 

1.34 Objednatel je oprávněn odstoupit od smlouvy, jestliže zjistí, že zhotovitel: 

a) nabízel, dával, přijímal nebo zprostředkovával nějaké hodnoty s cílem ovlivnit chování nebo 
jednání kohokoliv, ať již státního úředníka nebo někoho jiného, přímo nebo nepřímo, v 
zadávacím řízení nebo při provádění smlouvy; nebo 

b) zkresloval skutečnosti za účelem ovlivnění zadávacího řízení nebo provádění smlouvy ke 
škodě objednatele, včetně užití podvodných praktik k potlačení a snížení výhod volné a 
otevřené soutěže. 

1.35 Zhotovitel je podle § 2 písm. e) zákona č. 320/2001 Sb., o finanční kontrole ve veřejné správě a o 
změně některých zákonů (zákon o finanční kontrole), ve znění pozdějších předpisů, osobou povinnou 
spolupůsobit při výkonu finanční kontroly prováděné v souvislosti s úhradou zboží nebo služeb 
veřejných výdajů. 

1.36 Smluvní strany berou na vědomí, že ČHMÚ jako osoba povinná ze zákona č. 340/2015 Sb., o registru 
smluv (dále jen „RS“) a příslušnou smlouvu a relevantní údaje o ní budou zveřejněné v souladu s 
ustanovením § 5 i s tím, že na určité její části může být provedena anonymizace. 

1.37 Tato smlouva sestává ze 4 stran a je vyhotovena ve dvou stejnopisech s platností originálu, přičemž 
každá ze smluvních stran obdrží po jednom stejnopise.  

1.38 Tato smlouva nabývá platnosti a účinnosti dnem podpisu smluvních stran, avšak za podmínky, že 
dojde k danému dni k uveřejnění dokumentu  v registru smluv na základě zákona č. 340/2015 Sb., 
zákon o zvláštních podmínkách účinnosti některých smluv a o registru smluv (zákon o registru smluv) 
způsobem dle ustanovení § 5 zákona o registru smluv, jinak se má za to, že účinnosti smlouvy 
nastává až dnem zveřejnění v registru smluv.  

1.39 Změny této smlouvy mohou být provedeny pouze písemnou dohodou smluvních stran.  

1.40 Tato smlouva se řídí českým právem. Nepodaří-li se případné spory vyřešit smírem, bude je 
rozhodovat věcně příslušný soud se sídlem v Praze. 

1.41 Zhotovitel i objednatel souhlasí s tím, že Příloha č. 1 smlouvy je její nedílnou součástí. 

1.42 Smluvní strany prohlašují, že si tuto smlouvu přečetly, že rozumí jejímu obsahu, souhlasí s ním, a dále 
prohlašují, že tuto smlouvu neuzavřely v tísni, ani za jiných nápadně nevýhodných podmínek. 

 
 
Za objednatele:     Za zhotovitele 
V Praze dne      V Brně dne 
 
 
 
 

 

Český hydrometeorologický ústav   Kernun, a.s. 
ředitel ústavu len představenstva 

   

 

 

 



Příloha č. 1 - Seznam produktů a rozpis jednotlivých cen 

Příloha č. 2 - Technická specifikace jednotlivých produktů  

Příloha č. 3 - Rozsah a popis implementace jednotlivých produktů  

Příloha č. 4 - Bezpečnostní požadavky pro významné dodavatele 

 

Příloha č. 1 - Seznam produktů a rozpis jednotlivých cen 

 

Kernun Security Appliance 

Číslo položky Název položky Počet Cena Cena celkem 

KSA-HPC-10000 

KSA-HPC-SP4-10000 

KSA-HPC-ISP-10000 

KSA-HPC-WGP-10000 

KSA-HSC-10000 

HW-OST 

CELKEM za pořízení     11 464 400 

 
HW pro Mod 
Security 

Číslo položky Název položky Počet Cena Cena celkem 

HW-OST 

HW-OST 

HW-OST 

CELKEM za pořízení     335 000 

 
HW pro HA proxy 

Číslo položky Název položky Počet Cena Cena celkem 

HW-OST 

HW-OST 

HW-OST 

CELKEM za pořízení     379 000 

 
Switche 

Číslo položky Název položky Počet Cena Cena celkem 

SWITCH-OST 

SWITCH-OST 

SWITCH-OST 

SWITCH-OST 

CELKEM za pořízení     1 993 200 

 
 
Instalace, implementace 

Číslo položky Název položky Počet Cena Cena celkem 

TCS-IMP 

TCS-IMP 

TCS-IMP 

TCS-IMP 

CELKEM implementace     1 358 000 

 
CELKEM bez DPH 15 529 600 

Výše DPH 21% 3 261 216 
Cena Celkem včetně 
DPH 18 790 816 

............. 

_ ............. 



 

 

 

 

 

 

Příloha č. 2 - Technická specifikace jednotlivých produktů  

 

Technická specifikace Firewall – 

HW požadavky 

Požadovaná hodnota Způsob splnění / hodnota 

 

Výkonové požadavky 

 

Síťování 

Požadovaná hodnota Způsob splnění / hodnota 



 

 

Vzdálený přístup 

 

 

 

Služby 

 

Řízení provozu 

 



 

Bezpečnost 



 

 

Cluster 

 

Konfigurace 

 

Ostatní  



 

HW pro HA proxy – 

Parametr Požadovaná hodnota Nabízená hodnota / 

způsob splnění 

požadavku 

Form Factor a 

vnitřní 

uspořádání 

CPU 

RAM 

Disky 

Interface 

Rozšiřující 

sloty 

Síťové porty 

Podpora a 

servis 

 

 

 

 

 

( :  



 

 

 

HW pro mod security – 

Parametr Požadovaná hodnota Nabízená hodnota / 

způsob splnění 

požadavku 

Form Factor a 

vnitřní 

uspořádání 

CPU 

RAM 

Disky 

Interface 

Rozšiřující 

sloty 

Síťové porty 

Podpora a 

servis 

 

 

 

 

 



 

 

Funkční specifikace přepínače typ A typ B typ C 

  

Požadovaná funkcionalita/vlastnost 

 

 

 

        



        

 



 

, 



e 
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Příloha č. 3 - Rozsah a popis implementace jednotlivých produktů 

 

Instalace, implementace Kernun Security Appliance 

Instalace na místě ve dvou geograficky oddělných lokalitách vždy po zapojených do clusteru, připojení 

do management sítě. Instalace, implementace a uvedení do provozu v režimu vysoké dostupností v rámci 

infrastruktury Objednatele včetně propojení na stávajících řešení Kernun Branch Access. Celkový 

rozsah prací je požadován min. v rozsahu MD 

 

Realizace bude rozdělena do několika fází. Mezi jednotlivými fázemi vždy proběhnou dílčí akceptační testy. 

Projekt bude řídit projektový tým Dodavatele a Objednatele. 

 

a) Část 1 - Analýza stavu infrastruktury Objednatele 

● 

Všechny požadované výstupy Analýzy budou Objednateli předloženy k odsouhlasení. Pokud 

Objednatel shledá nesoulad nebo nejasnosti navrhovaného řešení oproti této technické specifikaci a 

svým požadavkům, provede Dodavatel nápravu. Teprve po akceptaci bez výhrad všech 

požadovaných výstupů Objednatelem je Analýza považována za ukončenou a Dodavatel tak může 

pokračovat v realizaci dodávky dle časového harmonogramu. 

b) Část 2 – Dodávka FW a zajištění Záruky výrobce 

● 

 

c) Část 3 – Instalace a implementace systému 

● 

 

d) Část 4 – Akceptační testy 

● 



● 

 

Instalace HW pro HA proxy, instalace, přenesení konfigurace a rozvoj funkčnosti SW HA proxy 

I

 

c) Část 3 – Instalace a implementace systému 

● 

 

d) Část 4 – Akceptační testy 

● 



Instalace Switchů 

a) Část 1 – Dodávka HW Switchů, SFP modulů, propojovacích kabelů a zajištění Záruky výrobce 

● 

b) Část 2 – Instalace  

● 

. 

 

c) Část 3 – Akceptační testy 

● 

 

 

 

Instalace HW pro mod security, instalace, přenesení konfigurace a rozvoj funkčnosti SW 

 

Realizace bude rozdělena do několika fází. Mezi jednotlivými fázemi vždy proběhnou dílčí akceptační testy. 

Projekt bude řídit projektový tým Dodavatele a Objednatele. 

 

a) Část 1 - Analýza stavu infrastruktury Objednatele 

● 

 

b) Část 2 – Dodávka HW serverů a zajištění Záruky výrobce 

● 



 

c) Část 3 – Příprava Systému, zkušební provoz 

● „

d) Část 4 – Plné nasazení Systému. 

● 

 

Seznam hlavních aplikací pro nasazení: 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 
Příloha č.  4 – Bezpečnostní požadavky pro významné dodavatele 
 

 

Bezpečnostní požadavky pro významné dodavatele podle zákona č. 181/2014 Sb. O kybernetické 

bezpečnosti a o změně souvisejících zákonů (zákon o kybernetické bezpečnosti) včetně souvisejících 

předpisů 

 

Český hydrometeorologický ústav, se sídlem Na Šabatce 2050/17, 143 06, Praha 4-Komořany, 

IČ 00020699, statutární orgán editel ústavu 

dále jen Objednatel 

a 

Kernun, a.s. 

Sídlo: Ptašínského 309/6, 602 00, Brno     

IČ: 26239701         

Statutární orgán: en představenstva 

dále jen Dodavatel 

společně pak smluvní strany 

 

ČLÁNEK 1: Bezpečnost informací 

1. Smluvní strany sjednávají, že veškeré skutečnosti jakkoli se týkající nebo související se Smluvními 

stranami a veškeré další skutečnosti, o nichž se dozví v souvislosti s touto Smlouvou, jsou Smluvními 

stranami považovány za důvěrné, aniž by bylo nutné tyto informace jednotlivě jako důvěrné výslovně 

označovat (dále jen „Důvěrné informace“). Důvěrnými informacemi jsou zejména obsah veškerých 

dokumentů, dokladů a podkladů, které za účelem splnění závazků dle této Smlouvy zpřístupní Objednatel 

Dodavateli, a dále veškeré další informace, které za tímto účelem poskytne Objednatel Dodavateli v jakékoli 

podobě a jakoukoli formou. 

 

2. Smluvní strany se zavazují, že veškeré Důvěrné informace, které od sebe navzájem získají, budou použity 

výhradně pro účely řádného splnění závazků dle této Smlouvy a bude s nimi nakládáno jako s obchodním 

tajemstvím. 

 

3. Přijímající Smluvní strana se zavazuje používat k ochraně Důvěrných informací, před jejich neoprávněným 

užíváním, poskytnutím, zveřejněním nebo šířením přiměřené péče, avšak v žádném případě ne v menší 

míře, než je míra péče, kterou využívá k ochraně svých důvěrných informací, které jsou podobného 

významu. 



 

4. Smluvní strany se zavazují, že Důvěrné informace jiným subjektům nesdělí, nezpřístupní, ani nevyužijí pro 

sebe nebo pro jinou osobu. Přijímající Smluvní strana může poskytnout či zpřístupnit jakoukoli Důvěrnou 

informaci třetí straně, která nebyla adresátem Důvěrné informace, pouze po obdržení písemného souhlasu 

sdělující Smluvní strany. 

5. Předávání Důvěrných informací bude probíhat dle volby Objednatele buď osobně formou protokolárního 

předání hmotných nosičů, na kterých budou Důvěrné informace zachyceny, nebo elektronickou formou. 

Důvěrné informace v elektronické podobě musí být bezpečně zašifrované při přenosu po datové síti nebo 

při uložení na datovém médiu. Použité kryptografické prostředky musí být v souladu s ustanovením §19 

vyhlášky č. 82/2018 Sb., o bezpečnostních opatřeních, kybernetických bezpečnostních incidentech, 

reaktivních opatřeních, náležitostech podání v oblasti kybernetické bezpečnosti a likvidaci dat (vyhláška o 

kybernetické bezpečnosti). 

 

6. Každá ze Smluvních stran se zavazuje vynaložit maximální úsilí, aby tajnost Důvěrných informací druhé 

Smluvní strany byla důsledně dodržována jejími zaměstnanci i osobami, které v souladu s touto Smlouvou k 

plnění účelu spolupráce použije. Použije-li některá ze Smluvních stran k plnění třetí osoby, je oprávněna 

zpřístupnit jí Důvěrné informace získané od druhé Smluvní strany pouze v rozsahu nezbytně nutném pro jí 

poskytované plnění a je rovněž povinna zavázat třetí osobu povinností zachování Důvěrných informací v 

rozsahu dle této Smlouvy. Za porušení povinností třetí osobou odpovídá Smluvní strana, která jí Důvěrné 

informace zpřístupnila. 

 

7. Dodavatel zajistí, aby přístup k elektronickým datovým souborům obsahující osobní údaje a Důvěrné 

informace byl dostatečně zabezpečen v souladu s požadavky na důvěrnost a integritu dat podle 

relevantních interních předpisů Objednatele, které budou Dodavateli Objednatelem poskytnuty. 

 

8. Je-li pro účel splnění předmětu smlouvy nezbytné poskytnout Dodavateli kopii databází, souborů nebo 

nosičů údajů obsahujících jakékoliv údaje z činnosti Objednatele a jím určených organizací, je Dodavatel 

povinen s takovými údaji nakládat tak, aby nedošlo k jejich úniku či zneužití. 

 

9. Veškeré skutečnosti obchodní, ekonomické a technické povahy související se Smluvními stranami, které 

nejsou běžně dostupné v obchodních kruzích a se kterými se Smluvní strany seznámí při realizaci předmětu 

Smlouvy nebo v souvislosti s touto Smlouvou, se považují za Důvěrné informace. 

 

10. Dodavatel se zavazuje, že Důvěrné informace jiným subjektům nesdělí, nezpřístupní, ani nevyužije pro 

sebe nebo pro jinou osobu, a nebude z nich pořizovat kopie ani opisy. Zavazuje se zachovat je v přísné 

tajnosti a sdělit je výlučně těm svým zaměstnancům nebo poddodavatelům, kteří jsou pověřeni plněním 

Smlouvy a za tímto účelem jsou oprávněni se s těmito informacemi v nezbytném rozsahu seznámit. 

Dodavatel se zavazuje zabezpečit, aby i tyto osoby považovaly uvedené informace za důvěrné a zachovávaly 

o nich mlčenlivost. 

 

11. Povinnost plnit ustanovení tohoto článku Smlouvy se nevztahuje na informace, které: 



11.1.  je Smluvní strana povinna sdělit na základě zákonem stanovené povinnosti; 

11.2. byly písemným souhlasem poskytující Smluvní strany zproštěny těchto omezení; 

11.3. jsou známé, nebo byly zveřejněny jinak, než následkem zanedbání povinnosti jedné ze Smluvních 

stran; 

11.4. příjemce je zná dříve, než je sdělí Smluvní strana; 

11.5. jsou vyžádány soudem, státním zastupitelstvím nebo příslušným správním orgánem na základě 

zákona; 

11.6. je Objednatel povinen poskytnout svému zakladateli; 

11.7. je Objednatel povinen poskytnout jakékoli třetí osobě. 

12. Povinnost ochrany Důvěrných informací trvá bez ohledu na ukončení účinnosti této Smlouvy. 

13. Smluvní strany se zavazují, že obchodní a technické informace, které jim byly svěřeny druhou stranou, 

nezpřístupní třetím osobám bez písemného souhlasu druhé strany a nepoužijí tyto informace k jiným 

účelům, než je k plnění podmínek této Smlouvy. 

14. Dodavatel je povinen nejpozději 60 kalendářních dnů po ukončení účinnosti této Smlouvy jemu písemně 

předané Důvěrné informace, dle formy zachycení těchto písemných informací a dle dohody s Objednatelem 

Objednateli vrátit nebo je prokazatelně zničit. O vrácení či zničení dle tohoto odstavce Smlouvy musí být 

sepsán protokol, který musí být podepsán oprávněnými osobami obou Smluvních stran. 

15. Hodnocení konkrétních informačních aktiv, vč. jejich klasifikace, která jsou předmětem smlouvy, resp. 

předmětem ochrany z hlediska bezpečnosti informací, je v souladu s Přílohou č. 1 k vyhlášce č. 82/2018 Sb. 

16. Dodavatel je povinen se seznámit se směrnicemi, politikami a metodikami Objednatele. 

 

ČLÁNEK 2: Oprávnění užívat data 

1. Data na jakýchkoliv nosičích a v jakékoli podobě předaná Objednatelem Dodavateli jsou majetkem 

Objednatele, a to i po jejich zpracování Dodavatelem a Objednatel k nim má užívací právo. 

 

2. Vznikne-li v rámci Předmětu plnění dle Smlouvy plnění naplňující znaky databáze dle autorského zákona, 

poskytuje Dodavatel Objednateli k okamžiku podpisu příslušného Akceptačního protokolu zvláštní právo 

pořizovatele databáze, a to zejména právo databázi vytěžovat i zužitkovávat, a to jak celý její obsah, tak i 

její kvalitativně nebo kvantitativně podstatné části. Dodavatel dále poskytuje Objednateli právo udělit 

oprávnění k výkonu práva pořizovatele databáze jinému subjektu v rozsahu, jak je udělil Dodavatel 

Objednateli. 

 

3. Ceny veškerých oprávnění a licencí a ceny za postoupení oprávnění k výkonu majetkových práv 

autorských dle této Smlouvy jsou zahrnuty v ceně Předmětu plnění dle Smlouvy. 

 

4. V případě, že výsledkem činnosti Dodavatele v rámci plnění předmětu Smlouvy nebude dílo chráněné 

předpisy o duševním vlastnictví, Objednatel nabude vlastnické právo k dané části Předmětu plnění 

okamžikem jeho převzetí. 



5. Smluvní strany pro vyloučení případných pochybností výslovně sjednávají, že vlastníkem veškerých dat je 

Objednatel. 

 

 

ČLÁNEK 3: Zákaznický audit 

1. Objednatel, nebo jím pověřená třetí strana, má právo přesvědčit se kdykoliv v průběhu plnění Předmětu 

plnění o stavu prací na Předmětu plnění včetně kontroly jakosti a bezpečnosti a Dodavatel mu k tomuto 

musí vytvořit podmínky. Případné náklady nese Dodavatel. 

2. Objednatel je povinen oznámit Dodavateli záměr o provedení zákaznického auditu alespoň 60 dní před 

samotnou realizací plánovaného zákaznického auditu. 

3. Dodavatel zpřístupní na vyžádání Objednatele nebo jím pověřené třetí strany všechny informace 

nezbytné pro prokázání souladu s touto Smlouvou a umožní a bude nápomocen při auditech a inspekcích 

prováděných jakýmkoli auditorem pověřeným Objednatelem. Takovou součinnost je Dodavatel povinen 

zajistit i u svých poddodavatelů. 

4. Dodavatel je povinen na žádost Objednatele kdykoliv umožnit provedení auditu či kontroly dodržování 

bezpečnostních i jiných požadavků stanovených touto smlouvou či obecně závaznými právními předpisy. 

Dodavatel mu k tomuto musí vytvořit podmínky. Případné náklady nese Dodavatel. Totéž platí i u 

Poddodavatelů. 

5. Objednatel je oprávněn provádět zákaznický audit pomocí nezávislé třetí strany. 

6. Dodavatel je povinen zjištěné nedostatky v dohodnuté lhůtě odstranit. 

 

ČLÁNEK 4: Řetězení dodavatelů 

1. Dodavatel není oprávněn postoupit ani převést jakákoliv svá práva či povinnosti vyplývající ze Smlouvy 

bez předchozího písemného souhlasu Objednatele na třetí osoby. Dodavatel je oprávněn pověřit plněním 

závazků plynoucích ze Smlouvy jiné třetí osoby (poddodavatele), nebo takové třetí osoby (poddodavatele) 

změnit, uvedl-li je již ve své Nabídce, pouze s předchozím písemným souhlasem Objednatele. Pokud se 

jedná o takové třetí osoby (poddodavatele), kterými Dodavatel prokazoval kvalifikaci, tak musí tato nová 

třetí osoba (poddodavatel) splňovat kvalifikační předpoklady minimálně v rozsahu stanoveném v Zadávacím 

řízení. Pokud byla tato třetí osoba (poddodavatel) taktéž součástí hodnocení nabídek v Zadávacím řízení, 

tak musí taktéž splňovat kvalifikační předpoklady minimálně v takovém rozsahu, v jakém byly započteny do 

tohoto hodnocení nabídek v Zadávacím řízení u původní třetí osoby (poddodavatele). Dodavatel je povinen 

splnění náležitostí dle předchozí věty doložit před odsouhlasením této změny Objednatelem, a to stejnou 

formou, jaká byla vyžadována v Zadávacím řízení. 

 

2. Udělí-li Objednatel s využitím nebo změnou třetí osoby (poddodavatele) souhlas, je Dodavatel povinen 

zavázat poddodavatele k dodržování stejných smluvních ujednání, zejm. v oblasti zachování důvěrných 

informací a k ochraně osobních údajů a k zajištění bezpečnostních požadavků, zejména ve smyslu této 

Smlouvy ve stejném rozsahu, v jakém je k této povinnosti zavázán sám. 

3. Dodavatel je povinen zajistit, že i jeho poddodavatelé, kteří se budou podílet na plnění této Smlouvy, se 

zaváží dodržovat v plném rozsahu ujednání mezi Dodavatelem a Objednatelem a nebudou v rozporu s 

požadavky Objednatele uvedenými v této Smlouvě. 



4. Dodavatel odpovídá za své poddodavatele jako za plnění vlastní, včetně odpovědnosti 

za způsobenou újmu. 

5. Seznam poddodavatelů odsouhlasených Objednatelem je uveden v Příloze. 

  

ČLÁNEK 5: Povinnost dodavatele dodržovat bezpečnostní předpisy a stanovenou dokumentaci 

1. Dodavatel je povinen při realizaci Předmětu plnění dodržovat veškeré bezpečnostní předpisy jakož i 

interní předpisy Objednatele stanovené v Příloze 2, veškeré zákony a jejich prováděcí vyhlášky, pokud se 

vztahují k prováděnému Předmětu plnění a týkají se činnosti Dodavatele, bezpečnosti práce, požární 

ochrany, ochrany životního prostředí a kybernetické bezpečnosti. Pokud porušením těchto předpisů 

Dodavatelem vznikne škoda, nese náklady Dodavatel. 

 

ČLÁNEK 6: Řízení změn 

1. Objednatel je oprávněn provádět změny v rozsahu tak, aby byl zabezpečen chod Předmětu plnění a 

související infrastruktury. 

2. Objednatel je povinen Dodavatele informovat o provedených změnách. 

3. Smluvní strany se dohodly na procesu řízení změn podle platných bezpečnostních pravidel pro významné 

dodavatele, umístěné na webu www.chmi.cz, sekce Informace a služby/ČHMU pro obchodní partnery. 

4. Dodavatel je povinen Objednatele předem informovat o významných změnách ve smyslu § 2 písm. o) 

Vyhlášky č. 82/2018 Sb. 

5. Objednatel je oprávněn plánovanou významnou změnu podle odst. 4 tohoto článku zamítnout. 

6. Dodavatel je povinen před změnou přezkoumat možné dopady změny HW a SW a jejich konfigurace a je 

povinen řídit rizika související se změnami HW a SW a jejich konfigurace, které mohou mít vliv na 

bezpečnost. U změn, které mohou mít vliv na bezpečnost Řešení zejména: 

6.1. dokumentuje jejich řízení, 

6.2. provádí analýzu rizik, 

6.3. přijímá opatření za účelem snížení všech nepříznivých dopadů spojených s významnými změnami, 

6.4. aktualizuje bezpečnostní politiku a bezpečnostní dokumentaci, 

6.5. zajistí jejich testování tam kde je to možné a 

6.6. zajistí možnost navrácení do původního stavu. 

7. Dodavatel je povinen řídit rizika související s plněním dle smlouvy. Na vyžádání kontaktní osoby 

Objednatele je povinen způsob řízení těchto rizik doložit. 

 

ČLÁNEK 7: Soulad s obecně závaznými právními předpisy 

1. Dodavatel udržuje v platnosti ve všech zásadních ohledech licence, souhlasy, povolení a další oprávnění 

požadovaná právními předpisy platnými pro poskytnutí plnění dle Smlouvy a musí předcházet situaci, kdy 

by platnost takové licence, souhlasu, povolení a oprávnění byla ukončena. Plnění a jeho poskytnutí 



Objednateli nesmí být v rozporu s jakýmkoli právem třetí osoby na patentovou, známkoprávní, či jinou 

ochranu duševního vlastnictví, obchodní firmy či hospodářské soutěže; 

2. Dodavatel se zavazuje, že při zpracování Předmětu plnění dle této Smlouvy bude respektovat požadavky 

a zadání Objednatele do té míry, pokud tím nebudou porušeny zákonné předpisy nebo nebude toto jednání 

v rozporu s dobrými mravy. 

3. Dodavatel je povinen při realizaci Předmětu plnění dodržovat veškeré bezpečnostní předpisy, veškeré 

zákony a jejich prováděcí vyhlášky, pokud se vztahují k prováděnému Předmětu plnění a týkají se činnosti 

Dodavatele, bezpečnosti práce, požární ochraně a ochraně životního prostředí. Pokud porušením těchto 

předpisů Dodavatelem vznikne škoda, nese náklady Dodavatel. 

4. Dodavatel poskytuje Objednateli záruku, že Předmět plnění (a každá jeho část) bude prost jakýchkoliv 

vad věcných, funkčních, právních i ostatních. Předmět plnění nebo jeho část má vady, jestliže zejména 

neodpovídá výsledku určenému ve Smlouvě, účelu jeho využití, případně nemá vlastnosti výslovně 

stanovené touto Smlouvou, Dokumentací Objednatelem nebo právními předpisy. Záruka se vztahuje na 

vady, které se projeví během záruční doby s výjimkou vad, u nichž Dodavatel prokáže, že jejich vznik 

zapříčinil Objednatel. 

5. Dodavatel je povinen při realizaci Předmětu plnění dodržovat povinnosti stanovené zákonem č. 181/2014 

Sb., o kybernetické bezpečnosti a o změně souvisejících zákonů (zákon o kybernetické bezpečnosti) a jeho 

prováděcími právními předpisy v aktuálním znění pro významného dodavatele. 

 

ČLÁNEK 8: Povinnost dodavatele informovat o kybernetických bezpečnostních incidentech 

1. Dodavatel je povinen neprodleně oznámit Objednateli všechny kybernetické bezpečnostní incidenty, 

související s plněním této Smlouvy, které mají dopad na bezpečnost dat a informací (tedy narušení 

důvěrnosti, dostupnosti nebo integrity informací a dat). 

2. Smluvní strany se dohodly, že povinnost Dodavatele hlásit kybernetické bezpečnostní incidenty NÚKIB 

bude realizována prostřednictvím Objednatele, který je správcem KII. 

 

ČLÁNEK 9: Řízení rizik a zranitelností 

1. Dodavatel je povinen řídit rizika související s plněním dle smlouvy a na zjištěná rizika reagovat 

bezpečnostními opatřeními. 

2. Pro řízení rizik podle odst. 1 tohoto článku Smlouvy dodavatel použije metodiku, která je v souladu s 

Vyhláškou o kybernetické bezpečnosti. 

3. Dodavatel poskytne Objednateli nezbytnou součinnost a bude nápomocen při řízení rizik a kontrole 

zavedených bezpečnostních opatření prováděných osobami určenými Objednatelem. Takovou součinnost 

je Dodavatel povinen zajistit i u svých poddodavatelů. 

4. Dodavatel je povinen v rámci řízení rizik zohlednit varování vydaná podle § 12 zákona 181/2014 Sb. v 

aktuálním znění a pokud používá související technické nebo programové prostředky, předloží Objednateli 

analýzu rizik zpracovanou v souladu s metodikou Národního úřadu pro kybernetickou bezpečnost. 

5. Dodavatel prostřednictvím určené osoby průběžně a bezodkladně informuje Objednatele o všech jemu 

známých významných a kritických hrozbách a zranitelnostech, které by mohly mít vliv na hodnocení rizik 

prováděných Objednatelem a na bezpečnost Řešení. 

6. Dodavatel je povinen řídit zranitelnosti související s plněním Předmětu Smlouvy. 



 

ČLÁNEK 10: Změny vlastnické struktury Dodavatele 

1. Dodavatel Objednatele bezodkladně informuje o významné změně ovládání Dodavatele podle zákona o 

obchodních korporacích nebo změně vlastnictví zásadních aktiv, popřípadě změně oprávnění nakládat s 

těmito aktivy, využívaných zhotovitelem k plnění podle smlouvy s Objednatelem. Má se za to, že 

významnou změnou ovládání se rozumí změna ovládající osoby dle § 74 a násl. zákona č. 90/2012, Sb., o 

obchodních společnostech a družstvech (zákon o obchodních korporacích), ve znění pozdějších předpisů. 

2. Zásadními aktivy jsou taková aktiva (zejm. programové a technické prostředky či informace, které jsou 

poskytovány, a zaměstnanci, kteří realizují předmět smlouvy), která jsou určitým způsobem zásadní pro 

realizaci smluvního závazku, kterými proudí informace Objednatele nebo skrze která je možné proniknout 

do systémů Objednatele, a jejichž vlastník tak může přímo či nepřímo ovlivňovat bezpečnost dotčeného 

Předmětu plnění a informací v něm (resp. v nich) obsažených. 

3. Objednatel si vyhrazuje právo jednostranně odstoupit od smlouvy v případě významné změny kontroly 

nad Dodavatelem nebo změny kontroly nad zásadními aktivy využívanými Dodavatelem k plnění podle 

smlouvy. V případě odstoupení od smlouvy se další postup řídí podle čl. 11. 

 

ČLÁNEK 11: Specifikace podmínek z pohledu bezpečnosti při ukončení smlouvy 

1. V případě ukončení této Smlouvy se Dodavatel zavazuje na výslovnou písemnou žádost a dle pokynů 

Objednatele poskytnout veškerou potřebnou součinnost, dokumentaci a informace, předat Objednateli 

nebo jím určené třetí osobě a účastnit se jednání s Objednatelem a popřípadě třetími osobami za účelem 

plynulého a řádného převedení všech činností spojených s poskytováním Služeb na Objednatele a/nebo jím 

určenou třetí osobu, ke kterému dojde po skončení účinnosti této Smlouvy, za což bude Dodavateli náležet 

odměna podle čl. 15. Předmětem předání se nepředpokládají data ze Systému Objednatele. 

2. Za tímto účelem se Dodavatel zavazuje ve lhůtě 60 dní vypracovat na základě objednávky Objednatele 

dokumentaci vymezující postup provedení ukončení poskytování služby (dále jen „Exitový plán“), a 

poskytnout plnění nezbytná k realizaci tohoto Exitového plánu. 

3. Dodavatel je povinen zajistit řádné převedení Služeb z Dodavatele na Objednatele nebo jím určenou třetí 

osobu v případě ukončení účinnosti této Smlouvy. 

4. Objednatel je povinen poskytnout Dodavateli oprávněně požadovanou součinnost. 

5. Pro vyloučení všech pochybností Smluvní strany výslovně uvádí, že za celkové řízení opatření pro 

převedení Služeb, tj. Exitu, je zodpovědný Objednatel. 

6. Dodavatel se zavazuje nakládat se všemi věcmi, informacemi, dokumenty a dalšími písemnostmi (dále 

také podklady), které mu byly Objednatelem svěřeny za účelem plnění této Smlouvy, s péčí řádného 

hospodáře a chránit je před poškozením, a zneužitím. Objednatel zůstává vlastníkem takových podkladů 

poskytnutých Dodavateli za účelem plnění této Smlouvy. Dodavatel je oprávněn s podklady nakládat pouze 

v souladu s podmínkami této Smlouvy. Dodavatel není oprávněn k jinému nakládání a užití podkladů bez 

předchozího písemného souhlasu Objednatele. Všechny písemnosti a jiné nosiče informací, včetně 

případných kopií, je povinen chránit před nepovolanými osobami. Dodavatel plně odpovídá za škodu 

způsobenou ztrátou a zneužitím hodnot dle tohoto odstavce. 

7. Dodavatel se zavazuje vrátit Objednateli veškeré věci, informace, dokumenty a jiné písemnosti, které mu 

byly Objednatelem svěřeny pro účely plnění Smlouvy, a to nejpozději do 60 dnů od ukončení Smlouvy, 

nedohodnou-li se Smluvní strany jinak. 



8. Dodavatel se zavazuje dodržovat relevantní ustanovení zákona č. 181/2014 Sb., o kybernetické 

bezpečnosti a o změně souvisejících předpisů (zákon o kybernetické bezpečnosti), ve znění pozdějších 

předpisů a vyhlášky č. 82/2018 Sb., bezpečnostních opatřeních, kybernetických bezpečnostních 

incidentech, reaktivních opatřeních, náležitostech podání v oblasti kybernetické bezpečnosti a likvidaci dat 

(vyhláška o kybernetické bezpečnosti). 

9. V případě že Smlouva skončí Dodavatel, předá Objednateli do 60 dnů data, provozní údaje a informace, 

které má k dispozici v souvislosti s Předmětem plnění, které jsou nezbytné pro případné další provozování 

tohoto Předmětu plnění nebo jeho jiné využití a bezpečně zlikviduje ve svém digitálním prostředí jejich 

kopie. 

10. V případě požadavku Objednatele poskytne Dodavatel, nad rámec plnění Exitového plánu, také 

přechodnou asistenční službu, kterou usnadní přechod Služeb na Objednatele nebo jím určenou třetí osobu 

(dále jen „Přechodná asistenční služba“). Toto oprávnění Objednatele však nezbavuje Dodavatele 

povinnosti zajistit kompletní řádné převedení všech činností spojených s poskytováním Služeb na 

Objednatele a/nebo jím určenou třetí osobu v rámci ukončení Smlouvy. 

11. Objednatel je povinen Dodavateli poskytnout oprávněně požadovanou součinnost, v opačném případě 

nemůže být Dodavatel postihován za případná nedodržení této smlouvy. 

12. Předpokládaný rozsah požadované součinnosti bude uveden v Exitovém plánu. 

 

ČLÁNEK 12: Řízení kontinuity činností 

1. Dodavatel v rámci řízení kontinuity činností zajistí soulad s normou ISO 22 301. 

2. Dodavatel je povinen zajistit kontinuitu dodávaných služeb, za tímto účelem je Dodavatel povinen mít 

zpracován plán kontinuity činností a na požádání jej předložit Objednateli. V rámci plánu kontinuity činností 

musí být zohledněno plnění dle této Smlouvy. 

3. Dodavatel dále poskytuje součinnost Objednateli při řízení kontinuity činností Objednatele, která spočívá 

zejména v součinnosti: 

3.1. při plánování BCP a DRP, 

3.2. testování a aktivaci BCP. 

 

ČLÁNEK 13: Předání dat 

1. Dodavatel předá na vyžádání Objednatele bez zbytečného odkladu a v dohodnutém formátu data, 

provozní údaje a informace, které má k dispozici v souvislosti s Předmětem plnění. Ustanovení právního 

předpisu upravujícího práva k duševnímu vlastnictví nejsou předáním dat, provozních údajů a informací 

dotčena. 

2. Formát předávaných dat je obsahem Přílohy č. 4 k této Smlouvě. 

3. Jakmile je předání dat, provozních údajů a informací provedeno a odsouhlaseno Objednatelem, zavazuje 

se Dodavatel k provedení likvidace dat na jeho straně v rozsahu stanoveném v čl. 14. 

 

ČLÁNEK 14: Likvidace dat 

1. Pro účely plnění této smlouvy se informace se člení na Důvěrné a Ostatní. 



2. Dodavatel se zavazuje k provedení prokazatelné likvidace dat na jeho straně v souladu s Přílohou č. 4 k 

vyhlášce č. 82/2018 Sb. 

3. Ostatní i Důvěrné informace v držení Dodavatele budou nejpozději do 14 (čtrnácti) kalendářních dnů po 

ukončení účinnosti této Smlouvy, dle formy zachycení těchto písemných informací a dle dohody s 

Objednatelem Objednateli vráceny a/nebo prokazatelně zlikvidovány. 

4. O vrácení či likvidaci informací dle tohoto odstavce Smlouvy musí být sepsán protokol, který musí být 

podepsán oprávněnými osobami obou Smluvních stran. 

 

ČLÁNEK 15: Náklady na zabezpečení 

1. Smluvní strany se dohodly, že veškeré náklady na zavedení bezpečnostních opatření, které jsou podle 

ZKB požadovány na straně dodavatele, jsou součástí ceny za plnění předmětu smlouvy. 

 

ČLÁNEK 16: Smluvní sankce 

 

1. Pro případ porušení výše uvedených bezpečnostní požadavků, případně při nedodržení bezpečnostních 

požadavků stanovených v Zákoně č. 181/2014, Vyhlášce č. 82/2018 a z toho plynoucích sankcí a pokut 

vystavených třetími osobami, budou tyto sankce a pokuty v plné výši přeúčtovány Objednatelem 

Dodavateli. 

2. Za poškození dobrého jména Objednatele je kromě ustanovení v bodu č. 1. Dodavatel povinen 

Objednateli uhradit smluvní pokutu ve výši 10.000,- Kč (slovy desettisíckorunčeských), za každou takovou 

sankci či pokutu. 




