**Zpracovatelská smlouva základní**

Níže uvedeného dne, měsíce a roku uzavřely smluvní strany

Obchodní jméno: **Národní památkový ústav,** státní příspěvková organizace

Sídlo: Valdštejnské náměstí 3, č.p. 162, Praha 1, PSČ 118 01

IČO: 75032333

DIČ: CZ75032333

Zastoupený: Mgr. Petr Pavelec, Ph.D., ředitel územní památkové správy v Českých Budějovicích

Doručovací adresa: Národní památkový ústav, územní památková správa

 nám. Přemysla Otakara II. 34, 370 21 České Budějovice

(dále jen „**NPÚ**“)

a

**SAIZRO s.r.o.**

zapsaný/á v obchodní rejstříku vedeném Krajským soudem v Plzni, oddíl C, vložka 13416

se sídlem: náměstí Republiky 147, 362 51 Jáchymov

IČO: 263 25 497, DIČ: CZ26325497

zastoupený: XXXXXXXXXXXXX, jednatel společnosti

 bankovní spojení: Raiffeisenbank, č. účtu: 2067819001/5500

(dále jen „**Zpracovatel**“)

v souladu se zákonem č. 101/2000 Sb., o ochraně osobních údajů, ve znění pozdějších předpisů, a níže popsaným obecným nařízením o ochraně osobních údajů následující

**smlouvu o zpracování osobních údajů.**

**I.
Preambule**

1. Smluvní strany spolu uzavřely dne smlouvu o poskytování bezpečnostních služeb (dále jen **„Smlouva o poskytování služeb**“), na základě které se Zpracovatel zavázal poskytovat NPÚ služby spočívající v zajištění služby fyzické ostrahy areálu kláštera Kladruby (dále jen „**Služby**”).
2. Řádné poskytování Služeb vyžaduje mimo jiné i zpracování osobních údajů, které bude pro NPÚ jako správce provádět Zpracovatel.
3. S ohledem na výše uvedené smluvní strany uzavírají v režimu nařízení Evropského parlamentu a Rady (EU) č. 2016/679 ze dne 27. dubna 2016, o ochraně fyzických osob v souvislosti se zpracováním osobních údajů a o volném pohybu těchto údajů a o zrušení směrnice 95/46/ES (obecné nařízení o ochraně osobních údajů) (dále jen „**Nařízení**”) následující smlouvu o zpracování osobních údajů (dále jen „**Smlouva**“).

**II.
Předmět Smlouvy**

1. Zpracovatel v souvislosti s poskytováním svých Služeb NPÚ zpracovává následující osobní údaje:

Pořizování informací a záznamů pro identifikaci fyzických osob za účelem ochrany života, zdraví a majetku.

 (dále jen **„Osobní údaje**“).

1. Předmětem této Smlouvy je úprava vzájemných práv a povinností Smluvních stran, kdy NPÚ je v pozici správce při zpracování Osobních údajů a Zpracovatel je v pozici zpracovatele ve smyslu čl. 28 Nařízení.

**III.
Povaha a účel zpracování Osobních údajů**

1. Účelem zpracování Osobních údajů je umožnění výkonu ostrahy areálu prostřednictvím CCTv v souladu se Smlouvou o poskytování služeb a s obecně závaznými právními předpisy.
2. Předmětem zpracování Osobních údajů na základě této Smlouvy nejsou citlivé údaje ve smyslu Nařízení.
3. Zpracováním Osobních údajů ve smyslu této Smlouvy se rozumí zejména jejich shromažďování, ukládání na nosiče informací, používání, třídění nebo kombinování, blokování a likvidace s využitím manuálních a automatizovaných prostředků (např. specializovaného softwaru) v rozsahu nezbytném pro zajištění řádného poskytování Služeb.

**IV.**

**Náklady na zpracování osobních údajů**

Smluvní strany se dohodly, že zpracování Osobních údajů na základě této Smlouvy bude bezplatné, přičemž Zpracovatel nemá nárok na náhradu nákladů spojených s plněním této Smlouvy. Tím není dotčen nárok Zpracovatele na odměnu za poskytování Služeb.

**V.
Povinnosti smluvních stran**

1. NPÚ je při plnění této Smlouvy povinen:
2. zajistit, že Osobní údaje budou z jeho strany zpracovávány vždy v souladu s Nařízením, že tyto údaje budou aktuální, přesné a pravdivé, jakož i to, že tyto údaje budou odpovídat stanovenému účelu zpracování;
3. neprodleně písemně informovat Zpracovatele o svém zjištění, že byl porušen soulad s právními předpisy o ochraně osobních údajů ve vztahu ke zpracování osobních údajů dle této Smlouvy;
4. poskytnout subjektům údajů stručným, transparentním, srozumitelným a snadno přístupným způsobem za použití jasných a jednoduchých jazykových prostředků veškeré informace a učinit veškerá sdělení požadovaná Nařízením.
5. Zpracovatel je při plnění této Smlouvy povinen:
6. zpracovávat Osobní údaje pouze na základě doložených pokynů NPÚ s tím, že je povinen NPÚ neprodleně informovat v případě, že podle názoru Zpracovatele určitý pokyn NPÚ porušuje Nařízení nebo jiné předpisy týkající se ochrany osobních údajů;
7. zohledňovat povahu zpracování Osobních údajů a být NPÚ, jeho zaměstnancům pověřeným dohledem nad ochranou osobních údajů a pověřenci NPÚ nápomocen při splnění povinnosti reagovat na žádosti o výkon práv subjektu údajů (např. právo na přístup k osobním údajům, na jejich přenositelnost či výmaz), jakož i při splnění dalších povinností ve smyslu Nařízení (zejména dle čl. 32 až 36 Nařízení);
8. zajistit, aby systémy pro automatizovaná zpracování Osobních údajů používaly pouze oprávněné osoby, které budou mít přístup pouze k osobním údajům odpovídajícím oprávnění těchto osob a na základě zvláštních uživatelských oprávnění zřízených výlučně pro tyto osoby, a zabránit neoprávněným osobám přistupovat k Osobním údajům a k prostředkům pro jejich zpracování, neoprávněnému čtení, vytváření, kopírování, přenosu, úpravě či vymazání záznamů obsahujících Osobní údaje;
9. zajistit, aby osoby oprávněné ke zpracování Osobních údajů zachovávaly mlčenlivost o Osobních údajích a bezpečnostních opatřeních, jejichž zveřejnění by ohrozilo zabezpečení Osobních údajů a poučit tyto osoby, že tato povinnost mlčenlivosti trvá i po skončení jejich pracovního poměru nebo příslušných prací;
10. pořizovat záznamy, které umožní určit a ověřit, kým a z jakého důvodu byly Osobní údaje zpracovány ve smyslu čl. 30 Nařízení;
11. na požádání spolupracovat s dozorovým orgánem, kterým je Úřad pro ochranu osobních údajů.
12. Zpracovatel je dále povinen bez zbytečného odkladu, nejpozději však do 24 hodin od okamžiku, kdy se o něm dozvěděl, hlásit NPÚ na e-mailovou adresu pověřeného zaměstnance: XXXXXXXXXXXXXXXXXXX a pověřence NPÚ: XXXXXXXXXXXXXXXX případy porušení zabezpečení Osobních údajů (dále též jen „bezpečnostní incident“), ledaže je nepravděpodobné, že by toto porušení mělo za následek riziko pro práva a svobody fyzických osob. Informace o bezpečnostním incidentu musí přinejmenším:
13. obsahovat popis porušení ochrany osobních údajů včetně uvedení kategorií a počtu dotčených subjektů údajů, datum a čas daného incidentu, shrnutí příčiny porušení ochrany osobních údajů, kategorie a počty dotčených záznamů osobních údajů a povahu a obsah dotčených osobních údajů;
14. obsahovat popis okolností porušení ochrany osobních údajů (např. ztráta, odcizení, pořízení kopie);
15. zahrnovat totožnost a kontakty zaměstnance zodpovědného za ochranu osobních údajů Zpracovatele údajů nebo jinou kontaktní osobu, od které lze získat další informace;
16. pokud je to možné, doporučit opatření vedoucí ke zmírnění negativních dopadů porušení ochrany osobních údajů;
17. obsahovat popis pravděpodobných důsledků a možných rizik porušení ochrany osobních údajů ve vztahu k subjektům údajů;
18. obsahovat popis opatření navržených nebo přijatých Zpracovatelem údajů a/nebo případnými Dalšími zpracovateli k řešení daného porušení ochrany osobních údajů;
19. zahrnovat jakékoli další informace, jež umožní Správci údajů vyhovět požadavkům právních předpisů o ochraně osobních údajů, včetně povinnosti informovat a prokázat skutečnosti vůči orgánům veřejné správy.
20. Zpracovatel je povinen zohlednit bezpečnostní rizika zpracování Osobních údajů (např. náhodné zničení nebo ztráta Osobních údajů, pozměnění, neoprávněné zpřístupnění třetím osobám) a následně přijmout vhodná technická a organizační opatření ke zmírnění těchto rizik s tím, že tato opatření by měla být schopna zajistit neustálou důvěrnost, integritu, dostupnost a odolnost systémů a služeb zpracování. Zpracovatel je povinen funkčnost nastavených bezpečnostních opatření pravidelně testovat a kontrolovat a případně upravovat tak, aby splňovala v tomto odstavci stanovené podmínky.
21. Zpracovatel není oprávněn předávat Osobní údaje do zahraničí bez souhlasu NPÚ. Pokud je takový souhlas poskytnut, Zpracovatel je povinen vyhovět všem požadavkům souvisejícím s ochranou údajů nebo požadavkům orgánů státní správy, jež jsou nezbytné k udělení souhlasu s předáním údajů mimo EU/EEA.
22. Zpracovatel není oprávněn zapojit do zpracování Osobních údajů žádného dalšího zpracovatele (dále též jen „Další zpracovatel“) bez předchozího písemného povolení NPÚ.
23. Zpracovatel je povinen poskytnout na vyžádání NPÚ veškeré informace a doklady potřebné k doložení toho, že své povinnosti dle této Smlouvy a Nařízení plní s tím, že umožní audit včetně inspekcí prováděných NPÚ nebo NPÚ určeným auditorem a k těmto auditům přispěje.
24. Všechny podstatné změny ve vztahu ke zpracování osobních údajů nebo souvisejícím postupům musí být Stranami předem dohodnuty a zdokumentovány.
25. V případě ukončení platnosti a účinnosti této Smlouvy se Zpracovatel zavazuje řídit pokyny NPÚ s tím, že je povinen předat veškeré osobní údaje NPÚ, jež vlastní nebo nad kterými má kontrolu, NPÚ (ve vzájemně přijatelném, ihned přístupném a komerčně přijatelném formátu). Pokud je požadována likvidace osobních údajů a pokud NPÚ zároveň s žádostí o likvidaci údajů žádá o potvrzení o likvidaci údajů, je Zpracovatel povinen likvidaci osobních údajů písemně potvrdit. Likvidaci osobních údajů se nevztahuje na osobní údaje, které Zpracovatel údajů zpracovává na základě jiného právního titulu, než je tato Smlouva.

**VI.
Odpovědnost, sankce**

1. Zpracovatel odpovídá za veškerou škodu způsobenou porušením svých povinností stanovených touto Smlouvou nebo povinností stanovených Nařízením pro zpracovatele.
2. V případě, že z důvodu porušení povinností stanovených touto Smlouvou či Nařízením ze strany Zpracovatele bude NPÚ uložena jakákoli pokuta, zavazuje se ji Zpracovatel na výzvu NPÚ uhradit v plné výši.
3. V případě, že Zpracovatel pověří zpracováním Osobních údajů dalšího zpracovatele, odpovídá za správnost zpracování, jako by zpracování Osobních údajů prováděl sám.
4. Zpracovatel bere na vědomí, že pokud poruší Nařízení tím, že sám určí účely a prostředky zpracování, považuje se dle čl. 28 odst. 10 Nařízení ve vztahu k takovému zpracování za správce.
5. V případě, že Zpracovatel poruší některé ustanovení čl. V. odst. 3, 5, 6 nebo 9 této Smlouvy, je povinen uhradit NPÚ smluvní pokutu ve výši 100.000 Kč za každé takové porušení.

**VII.
Doba platnosti a účinnosti Smlouvy**

Doba platnosti a účinnosti této Smlouvy je vymezena dobou platnosti a účinnosti Smlouvy o poskytování služeb s tím, že ukončením platnosti a účinnosti Smlouvy o poskytování Služeb bez dalšího zaniká i tato Smlouva. Ukončením této Smlouvy nezanikají povinnosti Zpracovatele týkající se bezpečnosti a ochrany Osobních údajů až do okamžiku jejich protokolární úplné likvidace či protokolárnímu předání NPÚ nebo jinému zpracovateli.

**VIII.
Ostatní ujednání**

1. Tato Smlouva může být ukončena dohodou, případně výpovědí bez udání důvodů s dvouměsíční výpovědní lhůtou, která začne plynout prvního dne měsíce následujícího po doručení jednostranné výpovědi této Smlouvy druhé smluvní straně. Smluvní strany se dohodly, že ukončení platnosti této Smlouvy je důvodem pro odstoupení od Smlouvy o poskytování služeb.
2. V případě rozporu některých ustanovení této Smlouvy s ustanoveními Smlouvy o poskytování služeb, má přednost tato Smlouva.
3. Nevynutitelnost nebo neplatnost kteréhokoliv článku, bodu nebo ustanovení této Smlouvy neovlivní vynutitelnost nebo platnost ostatních ustanovení této Smlouvy.
4. Tato Smlouva je vyhotovena ve dvou stejnopisech. Každá smluvní strana obdrží po jednom stejnopisu.
5. Smluvní strany shodně prohlašují, že si tuto Smlouvu před jejím podepsáním přečetly, že s jejím obsahem souhlasí, že byla sepsána podle jejich pravé, svobodné a vážné vůle a že nebyla uzavřena v tísni nebo za jednostranně nevýhodných podmínek či v rozporu s dobrými mravy. Na důkaz toho připojují své vlastnoruční podpisy.

|  |  |
| --- | --- |
| V Č. Budějovicích dne 26. 4. 2024Mgr. Petr Pavelec, Ph.D.ředitel NPÚ ÚPS v Č. Budějovicích v z. Ing. Zdeňka Škabroudová | V Jáchymov dne 25. 4. 2024XXXXXXXXXXXXjednatel společnosti |