ORCID Consortium Agreement

Consortium Lead Agreement

Consortium Lead: The National Library of Technology/Narodni technicka knihovna (203/2023)
Entity Type: : State Contribution Organization set up by the Ministry of Education, Youth and Sports in the Czech Republic
Location: Technicka 2710/6, 160 80 Praha 6 - Dejvice

This Consortium Lead Agreement is entered into by and between ORCID, Inc., a Delaware nonstock corporation located at
10411 Motor City Drive, Suite 750, Bethesda, MD 20817, USA (“ORCID”), and Consortium Lead, as of the Consortium
Effective Date (as defined below). In consideration of the mutual promises contained herein and for other good and
valuable consideration, the receipt and sufficiency of which are acknowledged, ORCID and Consortium Lead hereby agree to
the terms, conditions and obligations set forth below and in Exhibit 1 and the ORCID Consortium Membership Terms and
Conditions (“Terms and Conditions”), each of which is attached hereto and incorporated herein by reference. Capitalized
terms not defined elsewhere are defined in Article 9 of Terms and Conditions.

Consortium Lead
Technical Contact

Consortium Lead
Administrative Contact

Consortium Lead
Main Contact

Name:

Title:

Address: National Centre for Persistent National Centre for Persistent Centre for Repositories and
Identifiers Identifiers Metadata Management
National Library of Technology National Library of Technology National Library of Technology
Technicka 6, 160 80 Prague 6 Technicka 6, 160 80 Prague 6 Technicka 6, 160 80 Prague 6
Czech Republic Czech Republic Czech Republic

Email: orcid@techlib.cz orcid@techlib.cz orcid@techlib.cz

Telephone:

ORCID Main Contact:
Ivo Wijnbergen, Director of Engagement, ORCID, Inc., 10411 Motor City Drive, Suite 750, Bethesda, MD 20817, USA;

Initial Term: 01/June/2023 (“Consortium Effective Date”) through 31/December/2023, subject to termination and
renewal as set forth in the Terms and Conditions.

Consortium Members: As further described on Exhibit 1 (attached hereto and incorporated herein by reference),
Consortium Lead shall maintain a list through the ORCID self-service tool at http://orcid.org/self-service (as updated from
time to time, the “Consortium Member List”) of entities (each, a “Consortium Member” and collectively, the “Consortium
Members”), including Consortium Lead if relevant, that are to be Members of ORCID and entitled to the Member Benefits,
as defined on the ORCID website (https://info.orcid.org/membership). Consortium Lead shall complete the Consortium
Member List of initial Consortium Members prior to the Consortium Effective Date. Thereafter, Consortium Lead may
update the Consortium Member List from time to time. Each proposed entity shall become a Consortium Member upon
acceptance by ORCID.

Consortium Lead represents and warrants that it has all necessary power and authority to (i) enter into to this Consortium
Lead Agreement and the Terms and Conditions on its own behalf, (ii) act as agent and bind each Consortium Member set
forth on the Consortium Member List to the Terms and Conditions, and that by signing this Consortium Lead Agreement,
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the Terms and Conditions shall be legally binding upon Consortium Lead and each Consortium Member listed on the
Consortium Member List.

Only institutions of higher education, nonprofit organizations, and government research and funding agencies located in
and organized under the laws of the Czech Republic are entitled to be covered under the Consortium Fee (defined below),
and Consortium Lead represents and warrants that each institution listed on the Consortium Member List is such an entity.

Consortium Fee:

ORCID Classification: Consortium
Initial Consortium Composition: 10-19 members - tier standard
Initial Consortium Fee:

Consortium Lead shall be responsible for collecting and paying an annual membership fee (the “Consortium Fee”) to
ORCID set forth in the fee schedule on the ORCID website at https://info.orcid.org/membership according to the number
of Consortium Members and the fee tier of each member (the “Consortium Composition”).

The Consortium Fee shall be due net 45 days from signing this Consortium Lead Agreement. If Consortium Lead adds any
additional Consortium Members during the Initial Term or a Renewal Term resulting in an increase in the Consortium
Composition set forth above, ORCID will charge additional fees on a pro-rated basis which shall be due net 45 days from the
date such changes take place.

Renewal fees shall be due net 45 days from the date set forth in an annual invoice sent by ORCID. Lower or higher fees
based on the Consortium Composition will be evaluated at each Renewal Term.

All payments shall be made in United States Dollars. Any undisputed payments made more than sixty (60) days after they
are due and payable shall be subject to a 1.5% monthly interest charge, and ORCID reserves the right to freeze access to
Consortium Members’ API Credentials until undisputed payments are made. All payments shall be made by mutually
acceptable form of wire transfer to ORCID, by credit card, or check payable to ORCID Inc.

Consortium Fees exclude any applicable taxes. If the Consortium Fee is subject to any taxation (other than income taxation
to ORCID in the United States), then the Consortium Lead shall be responsible for (i) the cost of such tax and (ii) outside the
United States, remitting such tax wherever legally permissible.

ORCID reserves the right to charge additional fees for any additional Member Benefits that become available and that
Consortium Lead elects to license on behalf of the Consortium Members during the Initial Term or a Renewal Term. If at any
time during the Term or a Renewal Term there are fewer than 5 Consortium Members, the fees will be adjusted to ORCID’s
standard direct membership fees and the discount rate shall no longer apply effective immediately. Annual fee increases
generally will be no more than 3% per annum (not taking into account changes in the Consortium Composition or rounding
of per-member fees), and ORCID will provide no less than 60 days’ advance notice to Consortium Lead of any such fee
increase. ORCID reserves the right to restructure the consortium fee model from time to time at its discretion, and if such
changes result in an in increase in the Consortium Fee of more than 3% other than due to changes in the Consortium
Composition, ORCID will provide no less than 12 months’ advance note of any such change. Notwithstanding Section 6.2 of
the Terms and Conditions, Consortium Lead will be liable for all actual, direct and reasonable costs and expenses (including
without limitation, reasonable attorneys’ fees) incurred by ORCID in collecting any past due amounts.

Use of Trademark: ORCID is a community-based initiative and as such, is eager to promote the participation of its
Members. To that end, if the “Agree” box is checked below, ORCID may use during the Initial Term and any Renewal Term
Consortium Lead’s name and logos for the limited purposes of indicating that ORCID and Consortium Lead have entered
into this Consortium Lead Agreement, and to publicize any links Consortium Lead creates from its website to the ORCID
website.

® Agree

Consortium Lead is encouraged to use ORCID’s name, logo, and other trademarks (the “Marks”) to announce the ORCID
Consortium and its status as the Consortium Lead, provided that it correctly identifies the Marks as a trademark under US
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and other laws if requested by ORCID. (See ORCID Brand Guidelines.) Consortium Lead may not use the Marks in any way
likely to cause confusion as to the origin of goods or services or to suggest endorsement by ORCID, except as specifically
approved by ORCID in writing.

Support:

The Consortium Fee covers the provision of Member API Credentials for each Consortium Member set forth on the
Consortium Member List plus the ORCID support set forth in the Roles and Responsibilities of ORCID Consortia (available at
https://info.orcid.org/orcid-for-consortia/roles-and-responsiblities) . The Consortium Lead acknowledges (i) the roles and
responsibilities of Consortium Lead set forth in Roles and Responsibilities of ORCID Consortia and agrees to implement the
relevant support and services (including, without limitation, the technical support to be provided by Consortium Lead)
within 90 days of the Consortium Effective Date; and (ii) the Consortium Fee is based on the Consortium Lead providing
such services and failure to provide such services could result in an increase in the Consortium Fee.

Notices:

Any notice required to be given by ORCID under the Terms and Conditions shall be given only to Consortium Lead’s Main
Contact. It is Consortium Lead’s responsibility to keep its contact information up to date and to forward any such notice to
the Consortium Members in a timely manner.

Miscellaneous: Sections 8.3 through 8.10 of the Terms and Conditions shall apply equally to the construction,
interpretation and enforcement of this Consortium Lead Agreement as part of the Consortium Agreement. In the event of a
direct conflict, this Consortium Lead Agreement shall govern over the Terms and Conditions. In the event that Consortium
Leader has provided a purchase order in connection with the Consortium Agreement and there are any contradictions or
conflict between the terms of the purchase order and the Consortium Agreement, the Consortium Agreement shall prevail.

This Consortium Lead Agreement and any amendments may be executed in one or more counterparts, each of which shall
be deemed an original, but all of which shall constitute one agreement. EACH PARTY MAY USE A PAPER (WET) OR
ELECTRONIC SIGNATURE, EACH OF WHICH SHALL BE DEEMED TO BE AUTHENTIC AND EQUALLY ENFORCEABLE.

This Agreement is drawn up in duplicate in Czech and English language for each of the Parties, both copies being authentic.
In case of any divergence in the interpretation of this Agreement, the English version shall prevail.

IN WITNESS WHEREOQF, ORCID and Consortium Lead have caused this Consortium Lead Agreement to be executed by a duly
authorized representative, thereby entering into the Consortium Agreement, which consists of this Consortium Lead

Agreement (and its Exhibit 1) and the Terms and Conditions (and the items incorporated therein by reference).

National Library of Technology/Narodni technicka knihovna ORCID, Inc.

Signature: Signature:
Name: Name:
Title: Title:

Email address: Email address:

Date: Date:
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Exhibit 1 to the Consortium Lead Agreement : Consortium Members

Consortium Lead shall maintain the Consortium Member List through the ORCID self-service tool at http://orcid.org/self-
service, including the information listed below. Consortium Lead should include its name as well if it is becoming an ORCID
Member. Consortium Lead is responsible for ensuring that the Consortium Member List remains up to date and accurate.

Organization Name
Main Contact: Name, Job Title, Email. The Main Contact indicated for each Consortium Member shall be the
person who represents the Consortium Member for purposes of (i) notice under the Terms and Conditions and
ORCID’s bylaws and (ii) membership voting, and who otherwise acts on behalf of the Consortium Member under
the Terms and Conditions and under ORCID’s bylaws.

e Technical Contact: Name, Job Title, Email. The Technical Contact shall be the person responsible for managing the
Member’s API Credential(s).

In addition, Consortium Lead shall maintain a shared separate document at the following address
[https://docs.google.com/spreadsheets/d/1tPqlu9VSSEVCcENXi-B--GQj45ZzNO4uWqgBwkVBh6fNg/edit#gid=0] with the

following information:

Organization Name

Organization Address

Trademark License: Indicate “Yes” if ORCID may use during the Initial Term and any Renewal Term the relevant
Consortium Member’s name and logos for the limited purposes of indicating that Consortium Member is a
Member of ORCID and to publicize any links Consortium Member creates from its website to the ORCID
website. Indicate “No” if such a license is not granted.
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ORCID Consortium Membership Terms and Conditions

Consortium Lead: National Library of Technology/Néarodni technicka knihovna

ORCID, Consortium Lead_and each entity (“Consortium Member”) set forth on the Consortium Member List as described in
Exhibit 1 to the ORCID Consortium Lead Agreement signed by Consortium Lead and effective as of Consortium Effective
Date is bound by the terms and conditions of these ORCID Consortium Membership Terms and Conditions (“Terms and
Conditions”) which incorporates by reference the ORCID Privacy Policy, ORCID Dispute Procedures, and the Member

Benefits. Capitalized terms not defined elsewhere are defined in Article 9 of these Terms and Conditions.

1. Grant of License from ORCID and Member Benefits.
Each Consortium Member shall have the Member
Benefits available to ORCID premium members which
shall include at a minimum those benefits set forth in this
Article 1. Member Benefits may be added and amended
from time to time by ORCID beyond those set forth in
this Article 1, and current Member Benefits shall appear
on the ORCID website. All Member Benefits are subject
to the terms and conditions of these Terms and
Conditions. The license set forth in Section 1.1 and the
other Member Benefits shall remain in effect for the
Initial Term (or relevant Renewal Term) set forth in the
Consortium Lead Agreement (or a renewal notice), unless
earlier terminated under Article 7, or restricted under
Section 4.2.

1.1 Grant of License. As of the Effective Date, and
subject to timely payment in full by Consortium Lead of
the fees set forth in the Consortium Lead Agreement,
ORCID grants to each Consortium Member a non-
transferable license to use a Member API Credential(s) to
access the Member APIs, and read, deposit/edit and Use
Record Data subject to the relevant Privacy Settings and
these Terms and Conditions. All rights not expressly
granted herein are reserved by ORCID. Nothing herein
shall require any Consortium Member to exercise any of
the Member Benefits.

1.2 Consortium Members that are Service Providers.
As used herein, “Service Provider” means an organization
that provides services or products to other organizations
based on the use of a Member API Credential(s), other
Member Benefits, or the creation or authentication of
ORCID Identifiers. Service Providers must require their
customers to make use of their own API credentials,
whether in the form of a free Public API Credential or a
paid Member API Credential. ORCID reserves the right to
determine if an application requires a separate API
Credential; therefore, Service Providers are encouraged
to discuss their plans with ORCID in advance of
implementation.

1.3 Deposit/Edit Data. Each Consortium Member
shall have the ability to deposit and edit Record Data in
existing ORCID Records where the relevant Individual has
granted the Consortium Member authority as a Trusted
Organization, subject to the following:
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(i) Each Consortium Member shall only
deposit/edit the type and scope of Record Data for which
it has consent from an Individual through the ORCID
mechanism for granting consent to Trusted
Organizations.

(ii) Each Consortium Member shall only
deposit/edit Record Data that, to the best of its
knowledge at the time of deposit/edit, is true and correct
and is associated with the correct Individual and ORCID
Identifier. If, after the time of deposit/edit, a Consortium
Member becomes aware that any Record Data it
deposited/edited is incorrect, the Consortium Member
shall correct or inform the relevant Individual and ORCID.
A Consortium Member is under no obligation to update
Record Data other than to correct any Record Data that
were not true and correct at the time of deposit/edit or
inform ORCID and the relevant Individual that such
Record Data is incorrect, and shall have no liability for
ORCID’s continued Use of uncorrected Record Data after
the Consortium Member has corrected it or informed the
relevant Individual and ORCID.

(iii) If a Consortium Member deposits/edits any links
to articles, blogs, data sets or other works which may be
subject to intellectual property protection, it shall only
do so in a manner that does not to its knowledge violate
the copyright or any other intellectual property rights of
a third party.

(iv) Subject to these Terms and Conditions, each
Consortium Member grants to ORCID a fully-paid,
royalty-free, non-exclusive, worldwide, perpetual,
irrevocable license for any and all rights necessary to
allow ORCID and the public to Use such deposited/edited
Record Data, subject to any Privacy Settings.

1.4 Data Searching, Downloads and Alerts. Each
Consortium Member shall have access to the Member
APIs to query the ORCID Registry and download Record
Data, including Limited Access Data if granted the right
by the relevant Individual or Trusted Individual. In
addition, each Consortium Member shall have access to a
mechanism for periodically synchronizing changes in the
Public Data File.

1.5 Technical Support. ORCID will provide
Consortium Lead and the Consortium Members with the
technical support set forth in the Roles and
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Responsibilities of ORCID Consortia (available at
https://info.orcid.org/orcid-for-consortia/roles-and-
responsiblities/). Technical support must be coordinated
through the Technical Contact set forth in the ORCID
Consortium Lead Agreement and in the Roles and
Responsibilities statement.

1.6 Privacy Enforcement. If a Consortium Member
both mandates the use of ORCID identifiers and
facilitates their collection using the ORCID APIs, the
Consortium Member shall have the right, but not the
obligation, to enforce on behalf of any Individual who it
has mandated to use an ORCID Identifier ORCID’s privacy
commitments to the Individual as set forth in the ORCID
Privacy Policy.

1.7 Nominations for ORCID Board & Participation in
Governance Matters. Individuals representing each
Consortium Member may exercise a Consortium
Member’s voting rights and be nominated to serve on
the ORCID Board of Directors, consistent with ORCID’s
Bylaws which are available on the ORCID website. The
person indicated by Consortium Lead as the Main
Contact on the Consortium Member List for each
Consortium Member shall be the person who represents
the Consortium Member for purposes of notice,
membership voting and otherwise exercising the
Consortium Member’s rights as a member under ORCID’s
Bylaws. (Consortium Member may change the name of
the Main Contact through the Consortium Lead’s support
desk.)

1.8 Limitations on Consortium Member’s Use. Each
Consortium Member is prohibited from and agrees to the
following restrictions:

(i) Not to allow any other entity to use its Member
API Credential(s) except to assist that Consortium
Member on the Consortium Member’s own behalf;

(ii) Not to disclose to any other person or entity
Limited Access Data unless (a) such data is publicly
available from another source, or (b) the Consortium
Member provides notice to the Individual how and to
whom such data will be disclosed;

(iii) Not to deposit/edit types of data other than
those permitted by a specified field, and not to include
any full works in such fields (in other words, only
metadata and links to works may be deposited and not
texts of articles, blogs, or publications and datasets);

(iv) Not to deposit, edit, or modify any ORCID
Record in a manner that knowingly makes it false,
untrue, misleading or libelous in whole or in part, or
knowingly make use of any ORCID Record in any manner
that does any of the foregoing or violates the rights of
publicity or privacy of any individual;
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(v) Not to Use any Record Data to contact any
Individual for marketing purposes without giving the
Individual the right to opt-out of such marketing
communications;

(vi) Not to use Record Data to send “junk mail,”

“spam,” “chain letters,” “pyramid schemes,” or similar
schemes;
(vii) Not to use Record Data to harass, abuse or harm

another person;

(viii) Not to override, circumvent, or disable any
encryption features or software protections employed to
protect the security of the Member API Credential(s), the
ORCID Registry or Record Data;

(ix) Not to manipulate ORCID identifiers to disguise
the origin of any Record Data; knowingly upload or post
any Record Data that contains software viruses or any
other computer code, files, or programs designed to
interrupt, destroy, or limit the functionality of any
software, hardware, or telecommunications equipment;
or intentionally interfere with or disrupt ORCID servers or
networks;

(x) Not to use any or all of the Member API
Credential(s) or its Member Benefits to create a service
or product that allows organizations to obtain the
benefits of those Member Benefits without being an
ORCID Member; and

(xi) Not to use any or all of the Member API
Credential(s), the Member Benefits, the Member APIs, or
the ORCID Registry in violation of these Terms and
Conditions, or in any manner that is otherwise illegal in
the United States of America (“U.S.”) and the jurisdiction
in which the Consortium Member is located, if other than
the U.S.

1.9 Limitations on ORCID’s Use. ORCID shall only use
and make available Record Data via the ORCID Registry
and the Public Data File as permitted by these Terms and
Conditions, and to the extent that any Record Data is
edited or removed as permitted by these Terms and
Conditions, the viewable ORCID Registry and future
Public Data Files shall reflect such changes.

2. Intellectual Property Ownership.

2.1 Ownership of ORCID Registry and Marks. As
between the parties, ORCID owns all rights, title, and
interest, including without limitation, applicable
database rights, in and to the ORCID Registry and the
software developed by ORCID, the System Data, the
Member APIs, the Member API Credential(s), and the
ORCID Marks, as defined in Section 2.2 (collectively, the
“ORCID Intellectual Property”); provided, however,
ORCID Intellectual Property does not include any
individual data elements in the ORCID Registry. ORCID
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makes its Registry software available under an open
source license whenever legally possible. (See Open
Source Project on the ORCID website.)

2.2 Use of ORCID Trademarks. Consortium Member
is encouraged to use ORCID’s name, logo, and other
trademarks (the “Marks”) to announce its use of the
ORCID Registry and status as a member of ORCID,
provided that Consortium Member correctly identifies
the Marks as a trademark under US and other laws if
requested by ORCID. (See ORCID Brand Guidelines on the
ORCID website.) Consortium Member may not use the
Marks in any way likely to cause confusion as to the
origin of goods or services or to suggest endorsement by
ORCID, except as specifically approved by ORCID in
writing.

3. Delivery and General Support.

3.1 Unavailability of the ORCID Registry. ORCID shall
use commercially reasonable efforts to provide
continuous availability of the ORCID Registry and the
Member Benefits. However, Consortium Lead and each
Consortium Member recognize that the ORCID Registry
and the Member Benefits may not be available from time
to time due to maintenance of the server(s), the
installation or testing of software, and downtime relating
to equipment or services outside the control of ORCID
including, but not limited to, telecommunications
services or Internet nodes or facilities; provided,
however, that ORCID shall give Consortium Lead
reasonable advance notice of any downtime within
ORCID’s reasonable control.

3.2 Premium Members. In addition to the other
commitments set forth in these Terms and Conditions,
ORCID shall provide Consortium Member a call-back API,
higher allowed API requests per day, and custom reports
and data files. Premium benefits also include the ability
for each Consortium Member to be issued up to five (5)
Member API Credentials for use in different system
integrations at the same organization.

4. Privacy, Security and Usage Data.

4.1 Data Protection. ORCID shall use commercially
reasonable efforts to protect the security and integrity of
the ORCID Registry (including, without limitation,
Member API Credentials, passwords, usernames, and IP
addresses) and Record Data, as set forth in its Privacy
Policy, including storing information in a data center with
restricted access and monitoring, using secure socket and
intrusion detection software, and hashing for passwords.
ORCID shall promptly notify Consortium Lead upon
learning of any material security breach related to a
Consortium Member’s API Credentials or upon ORCID’s
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determination that there has been a material breach of
the security of the ORCID Registry generally.

4.2 Protection of the Member API Credentials, the
ORCID Registry and ORCID Record Data. Each Consortium
Member agrees to use its Member API Credential(s) only
as set forth in these Terms and Conditions and shall take
reasonable efforts to protect its Member API
Credential(s) from any security breaches or other use
that is in violation of these Terms and Conditions or
applicable law. Consortium Lead shall be liable for its
intentional misconduct or negligent use of the Member
API Credentials, except in the event that it establishes
that a security violation is due to ORCID’s fault. Each
Consortium Member shall be liable for its intentional
misconduct or negligent use of its Member API
Credential(s), except in the event that it establishes that
a security violation of its Member API Credential(s) is due
to ORCID’s fault. Consortium Lead and each Consortium
Member shall notify ORCID promptly upon (i) learning of
any violation or alleged violation of these Membership
Terms and Conditions or security of a Member API
Credential or the ORCID Registry or (ii) becoming aware
that any Record Data the Consortium Member has
deposited/edited violates or may violate the rights of
privacy, publicity or other rights of an Individual.
Furthermore, Consortium Lead and each Consortium
Member shall cooperate fully with ORCID in investigating
and curing violations or alleged violations, including,
without limitation, assisting ORCID in providing
Individuals with any required notices. Additionally, ORCID
may (without limiting any other remedies ORCID may
have) impose restrictions on use of Member API
Credentials and access to the ORCID Registry until the
violation is cured or terminate pursuant to Section 7.

4.3 Monitoring and Gathering Usage Data. To
protect the security of Member API Credentials and the
ORCID Registry against unauthorized uses and to learn
about the uses made of the ORCID Registry and the
Member APIs, ORCID may monitor activity and use of
Member API Credentials and the Member APIs.

5. Disputed Data; Withdrawal of Data from the
ORCID Registry. ORCID shall assist in resolving disputes
between users (including, without limitation, between
Individuals, Consortium Members, and other members)
of the ORCID Registry regarding ORCID Identifier
ownership claims, data accuracy and integrity, and
Individual identity, in accordance with policies and
procedures set forth in the ORCID Dispute Procedures,
which is incorporated herein by reference.
Notwithstanding the foregoing, ORCID makes no
representation or warranty about, and shall not be
responsible for the accuracy of data deposited in the
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ORCID Registry. ORCID reserves the right to remove from
the ORCID Registry and its servers any Record Data or
disable access to parts of the ORCID Registry as it deems
necessary.

6. General Representations and Warranties,
Disclaimers, Limitation of Liability. Each of ORCID and
Consortium Lead represents and warrants that it has the
authority to enter into the Consortium Lead Agreement
and these Terms and Conditions, and to bind its
organization to the terms and conditions of the
Consortium Lead Agreement, including without limitation
these Terms and Conditions. Each of ORCID and
Consortium Lead further represents and warrants that it
has caused the Consortium Lead Agreement to be
executed by a duly authorized representative.
Consortium Lead further represents and warrants that it
has the authority to act on behalf of and legally
represent and bind each Consortium Member listed on
the Consortium Member List to these Terms and
Conditions, and that, by executing the Consortium Lead
Agreement, it has done so. The Parties acknowledge that
except as set forth herein, no Party makes no
representations or warranties regarding (a) misuse of
Record Data by third parties; (b) freedom from
defamation or infringement of rights of privacy though
use of the Record Data; (b) lack of viruses, bugs or other
impairments to computer systems and software; and (d)
links to other websites and content found therein.

6.1 Disclaimer. OTHER THAN THE EXPRESS
REPRESENTATIONS AND WARRANTIES STATED IN THESE
TERMS AND CONDITIONS, THE ORCID REGISTRY, RECORD
DATA, THE PUBLIC DATA FILE, THE MEMBER API
CREDENTIAL(S), THE MEMBER APIs, AND/OR THE
MEMBER BENEFITS (individually and collectively, the
“ORCID SYSTEM”) ARE PROVIDED ON AN “AS IS” BASIS,
AND ORCID AND ITS DIRECTORS, OFFICERS, EMPLOYEES,
AGENTS, CONTRACTORS, AND REPRESENTATIVES
(individually and collectively, the “ORCID PARTIES")
DISCLAIM TO THE FULLEST EXTENT PERMITTED BY LAW
ANY AND ALL OTHER REPRESENTATIONS AND
WARRANTIES OF ANY KIND (EXPRESS, IMPLIED, ORAL, OR
WRITTEN) RELATING TO THE ORCID SYSTEM, INCLUDING,
WITHOUT LIMITATION, ANY AND ALL IMPLIED
WARRANTIES OF QUALITY, PERFORMANCE,
COMPATIBILITY, MERCHANTABILITY, AND/OR FITNESS
FOR A PARTICULAR PURPOSE.

6.2 Limitation of Liability. TO THE FULLEST EXTENT
PERMITTED BY LAW, THE AGGREGATE LIABILITY OF EACH
PARTY (INCLUDING ITS TRUSTEES, DIRECTORS, OFFICERS,
EMPLOYEES, AGENTS, CONTRACTORS AND
REPRESENTATIVES) IN CONNECTION WITH THE
CONSORTIUM AGREEMENT SHALL NOT EXCEED TWO
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TIMES THE FEES DUE TO ORCID UNDER THE
CONSORTIUM LEAD AGREEMENT DURING THE INITIAL
TERM OR THEN-CURRENT RENEWAL TERM. IN NO EVENT
SHALL THE PARTIES (INCLUDING THEIR TRUSTEES,
DIRECTORS, OFFICERS, EMPLOYEES, AGENTS,
CONTRACTORS AND REPRESENTATIVES) BE LIABLE FOR
ANY INDIRECT, SPECIAL, CONSEQUENTIAL OR PUNITIVE
DAMAGES. FOR THE AVOIDANCE OF DOUBT, ANY
PAYMENTS FROM Consortium Lead OR A CONSORTIUM
MEMBER TO ORCID IN CONNECTION WITH A CLAIM BY A
THIRD PARTY AGAINST ORCID SHALL NOT BE DEEMED TO
BE AN INDIRECT OR CONSEQUENTIAL DAMAGE FOR
PURPOSES OF THE PRECEDING SENTENCE.

6.3 Consortium Liability. (i) Consortium Lead shall
ensure that each Consortium Member is fully aware of
the terms and conditions of these Terms and Conditions
and shall take reasonable steps to ensure that each
Consortium Member uses the ORCID Registry and
exercises the Member Benefits in compliance with these
Terms and Conditions. Consortium Lead shall be liable for
its own acts, omissions and breaches under the
Consortium Agreement, including, without limitation, its
obligations to pay the fees under the Consortium Lead
Agreement, its obligations under this Section 6.3(i), and
its representation and warranty that it has the authority
to enter into these Terms and Conditions on behalf of
each Consortium Member. (ii) Each Consortium Member
shall be liable for its own acts, omissions and breaches
under these Terms and Conditions.

7. Term and Termination.

7.1 Term/Renewal Term. The Consortium
Agreement shall continue in effect for the period set
forth in the Consortium Lead Agreement. Prior to the end
of the the Initial Term or any Renewal Term, ORCID shall
provide a renewal notice to Consortium Lead setting
forth the expiration date for the then-current term, the
dates of the Renewal Term, the relevant fees for the
Renewal Term, the due date for such fees, and the list of
Consortium Members for the Renewal

Term. Consortium Lead shall have 30 days from the
date of such renewal notice to (i) provide a counter-
notice to ORCID if it intends not to renew Consortium
Agreement or (ii) provide ORCID with an updated list of
Consortium members for renewal. Each Renewal Term
shall be term set forth in the renewal notice and shall
commence the first day following the end the Initial Term
or a Renewal Term (unless otherwise set forth in a
renewal notice from ORCID). A renewal shall not require
signature of the parties, and shall be deemed to have
occurred if Consortium Lead does not provide a
counter-notice of termination within such 30-day
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period. Fees and membership will be based on the
Consortium Composition set forth in the renewal notice
unless Consortium Lead timely provides an updated list
of Consortium Members. Failure to make timely payment
in absence of a waiver from ORCID shall result in an
automatic termination of the Consortium Agreement
upon notice from ORCID.

7.2 Termination without Cause. ORCID shall have the
right to terminate the Consortium Agreement at the end
of the Initial Term or any Renewal Term by providing at
least 60 days’ notice prior to the end of the then-current
term. Consortium Lead may terminate the Consortium
Agreement by providing ORCID with a counter-notice in
response to the renewal notice as described in Section
7.1.

7.3 Termination for Breach. (i) Termination for cause by
Consortium Lead. In the event that Consortium Lead
believes ORCID has materially breached any obligations,
representations, or warranties under the Consortium
Agreement, it shall so notify ORCID in writing. ORCID
shall have 10 days from the receipt of such notice to cure
the alleged breach and to notify (in writing) Consortium
Lead that such cure has been effected. If the breach is
not cured within the 10-day period, Consortium Lead
shall have the right to terminate the Consortium
Agreement immediately upon written notice. (ii)
Termination for cause by ORCID. In the event that ORCID
believes that Consortium Lead or a Consortium Member
has materially breached any obligations, representations,
or warranties under these Terms and Conditions (and/or
the Consortium Lead Agreement in the case of
Consortium Lead), it shall so notify Consortium Lead in
writing. Consortium Lead/Consortium Member shall have
10 days from the receipt of such notice to cure the
alleged breach and to notify (in writing) ORCID that such
cure has been effected. If the breach is not cured within
the 10-day period, ORCID shall have the right to
terminate these Terms and Conditions with respect to
the Consortium Member immediately upon written
notice; provided, however, that if the breaching party is
Consortium Lead, ORCID shall have the right to terminate
the Consortium Agreement with respect to both
Consortium Lead and each Consortium Member. Nothing
in this Section 7.3 shall limit ORCID’s rights under Section
4.2.

7.4 Effect of Termination. Upon the termination or
expiration of these ORCID Terms and Conditions (and/or
the Consortium Lead Agreement with respect to
Consortium Lead), whichever occurs first, access to the
Member API Credentials and Member Benefits for each
Consortium Member shall be immediately terminated.
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(a) Termination of Specific Member. If the
expiration/termination applies only to a specific
Consortium Member (rather than Consortium Lead
generally), such Consortium Member shall be removed
from Exhibit 1 of the Consortium Lead Agreement, and
only such Consortium Member’s access to the Member
API Credentials and the Member Benefits shall
terminate. To the extent that a Consortium Member has
deposited/edited any Record Data, such Record Data will
remain in the ORCID Registry unless removed by an
Individual or designated Trusted Individual(s) and
Trusted Organizations before termination, or by ORCID
pursuant to Article 5. Notwithstanding the foregoing,
each Consortium Member shall have the ability to
correct any information it discovers is incorrect after
termination by informing ORCID, and ORCID shall seek to
promptly correct the inaccuracy with the Individual
and/or through the ORCID Dispute Procedures. In the
event of termination or expiration of a specific
Consortium Member, these Terms and Conditions shall
not automatically terminate with respect to Consortium
Lead or the other Consortium Members. (b) Termination
of Consortium Lead. If the expiration/ termination applies
to Consortium Lead, ORCID shall have the option of
terminating each Consortium Member’s rights hereunder
as well, in which case it will allow each non-breaching
Consortium Member to enter into a separate
membership agreement directly with ORCID at the
individual member rate.

7.5 Survival. The provisions of Section 1.3(ii)
(correction of Record Data), Section 1.3(iv) (License to
ORCID), Section 1.8 (ii) (use of Limited Access Data),
Section 1.9 (Limitations on ORCID’s Use), Section 2.1
(Ownership of ORCID Registry and Marks), the last
sentence of Section 2.2 (use of ORCID Trademark), Article
5 (Dispute Procedures), Article 6 (General
Representations and Warranties, Disclaimers, and
Limitation of Liability), this Article 7 (Term and
Termination), Article 8 (Miscellaneous) and Article 9
(Definitions) shall survive any termination or expiration
of Consortium Agreement, including without limitations,
these Terms and Conditions and continue in effect.

8. Miscellaneous.

8.1 Entirety of the Agreement. The Consortium
Agreement, including these Terms and Conditions,
constitutes the entire agreement between Consortium
Lead and ORCID and shall supersede any prior written or
oral understandings with respect to its subject matter.
These Terms and Conditions constitute the entire
agreement between ORCID and each Consortium
Member and shall supersede any prior oral or written
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understandings with respect to its subject matter. In the
event that Consortium Leader has provided a purchase
order in connection with the Consortium Agreement and
there are any contradictions or conflict between the
terms of the purchase order and the Consortium
Agreement, the Consortium Agreement shall prevail. If
the parties have entered into Standard Contractual
Clauses related to the transfer and processing of
personal data, such clauses shall be an integral part of
the agreement as well.

8.2 Agreement Modifications. In order to account
for the evolution of ORCID and its sustainability and to
operate in compliance with the laws in multiple
jurisdictions, ORCID reserves the right to modify these
Terms and Conditions, provided that (i) no such
modification will be retroactive; and (ii) ORCID will
provide Consortium Lead with 60 days’ advance written
notice of any such modifications. Continued acceptance
of these Terms and Conditions is a condition of the
Member Benefits and the licenses granted hereunder. If
Consortium Lead objects to any such modifications,
Consortium Lead may terminate the Consortium
Agreement (effective as of the effective date of such
modifications) by providing written notice to ORCID prior
to the effective date, and ORCID will provide Consortium
Lead with a pro-rata refund. Except as set forth in this
Section 8.2 or referenced elsewhere in these Terms and
Conditions (e.g., increases in the Member Benefits,
update of contact information) and the policies
incorporated herein (e.g., the Privacy Policy, the ORCID
Dispute Procedures), all amendments to the Consortium
Agreement or any part thereof must be made in writing
and signed by ORCID and Consortium Lead.

8.3 Notices. Any notice required to be given by
ORCID under the Consortium Agreement or any part
thereof shall be given only to Consortium Lead’s Main
Contact. It is Consortium Lead’s responsibility to keep its
contact information up to date and to timely forward any
such notice to each Consortium Member. All notices
given (by or to ORCID) pursuant to the Consortium
Agreement or ORCID’s bylaws shall be in writing in
English and sent as follows: (i) by internationally
recognized courier (e.g., FedEx, UPS), or (ii) by electronic
mail. Notice shall be deemed given and received on the
next business day following the scheduled delivery date
for courier and the next business day following the date
sent for electronic mail. Either ORCID or Consortium Lead
may from time to time change the name and contact
information on the Consortium Lead Agreement and on
the Consortium Member List by providing notice to the
other party in accordance with this Section.

ORCID Consortium Agreement
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8.4 Disputes/Governing Law. The Consortium
Agreement, or any part thereof, shall be interpreted under
and governed by the laws of the State of New York, United
States, excluding any laws that might direct the application
of the laws of another jurisdiction. The application of the
United Nations Convention on Contracts for the
International Sale of Goods is expressly excluded, if
applicable. Except as set forth in the ORCID Dispute
Procedures (which shall govern the disputes described
therein), if the parties cannot resolve any disputes arising
out of or relating to any aspect of the Consortium
Agreement in an amicable manner, they shall do so
through a desk arbitration administered by the American
Arbitration Association in the case of domestic disputes
and the International Centre for Dispute Resolution of the
American Arbitration Association in the case of
international disputes (either, the “AAA”) governed by its
applicable rules, as modified by the following: (i) regardless
of the amount in controversy, the matter shall be
determined by one arbitrator familiar with the information
technology sector based upon written submissions in
English and one or more telephonic hearings in English (as
determined by the arbitrator); (ii) the parties shall submit
documents pertaining to the arbitration consistent with
AAA rules and as directed by the arbitrator; and (iii) the
arbitrator shall render a final binding decision 14 days after
the arbitrator declares the hearing closed. A judgment on
the award rendered by the arbitrator may be entered in
any court having competent jurisdiction thereof.
Notwithstanding the foregoing, any party may apply to the
arbitrator seeking injunctive relief until the arbitration
award is rendered or may, without waiving any remedy
under any aspect of the Consortium Agreement, seek from
any court located in New York, New York, United States
(and ORCID, Consortium Lead and each Consortium
Member consents to such jurisdiction) injunctive or any
other type of equitable relief that is necessary to protect
the rights or property of that party, pending arbitration or
final determination of the merits of the controversy via
arbitration. Consortium Lead and Consortium Members
acknowledge that unauthorized use of the Member API
Credentials, the ORCID Registry, and/or security breaches
might cause ORCID irreparable harm.

8.5 Limitation on Assignment. Except as expressly

set forth herein, no party may assign, subcontract or
sublicense (collectively, “transfer”) its rights and
obligations under any aspect of the Consortium
Agreement in whole or in part, without the prior written
consent of Consortium Lead (for Consortium Lead or
Consortium Member) or ORCID, as relevant, which shall
not be unreasonably withheld, and any transfer to the
contrary shall be null and void; provided, however, that a
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transfer by ORCID (including, without limitation, transfer
by ORCID of the ORCID Registry) in the event of a merger,
other corporate restructuring or dissolution, shall be
permissible without prior consent, provided that (a) the
transferee agrees to be bound by the terms of and
conditions of the Consortium Agreement, (b) notice is
provided to Consortium Lead (for Consortium Lead or
Consortium Member), and (c) such assignee is a

nonprofit entity capable of fulfilling ORCID’s obligations
hereunder and is consistent with ORCID’s obligations
under its Privacy Policy.

8.6 No Agency, Joint Venture or Partnership. Nothing
contained in any aspect of the Consortium Agreement shall
be deemed to create an agency, joint venture, or
partnership. (Notwithstanding anything to the contrary
herein, these Terms and Conditions are not intended to
impact any pre-existing such relationship between
Consortium Lead and Consortium Member.)

8.7 No Third Party Beneficiaries. The Consortium
Agreement has been entered into for the sole benefit of
ORCID, Consortium Lead and the Consortium Members and
is not intended for the benefit of any third party, regardless
of any laws to the contrary.

8.8 Waiver or Invalidity of any Provision. Waiver of
any provision of the Consortium Agreement shall not be
deemed to be a waiver of any other provision thereof, nor
shall waiver of any breach of any aspect of the Consortium
Agreement be construed as a continuing waiver of other
breaches of the same or other provisions of thereof If any
provision(s) of the Consortium Agreement is held to be
invalid, illegal, unenforceable, or in conflict with the law of
any jurisdiction, the validity, legality, and enforceability of
the remaining provisions shall not in any way be affected or
impaired.

8.9 Force Majeure. No party shall be in breach of any
aspect of the Consortium Agreement to the extent a failure
to perform an obligation hereunder results from a
condition(s) that is beyond such party’s reasonable control,
including, but not limited to, strikes, labor disputes,
terrorist acts, or governmental requirements.

8.10 Ethical Behavior. Each party represents and
warrants that it has not and shall not, nor to its knowledge
has or will any person acting on its behalf, act in violation
of applicable anti-bribery and corruption laws in effect in
its jurisdiction(s) of operation or its own internal policies
related to such matters. Notwithstanding any other
provision of theseTerms and Conditions (or the Consortium
Lead Agreement), any breach by a party of this Section 8.10
may be regarded by the other party as incapable of remedy
and permitting the non-breaching party, without prejudice
to its other rights and remedies, to terminate these Terms
and Conditions (or the Consortium Lead Agreement with
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respect to Consortium Lead and ORCID) immediately upon
notice.

8.11 Drafting. The Consortium Agreement shall not be
construed or interpreted against ORCID as the drafter.

9. Definitions

API or ORCID API: See Member APIs below.

Consortium Effective Date means the effective date set
forth in the Consortium Lead Agreement.

Consortium Agreement means, (i) the document titled
ORCID Consortium Lead Agreement, (ii) its Exhibit 1 (iii)
these Terms and Conditions, and (iv) the ORCID Member
Benefits, the ORCID Privacy Policy and the ORCID Dispute
Procedures which are incorporated by reference in these
Terms and Conditions.

Consortium Composition means the number of Consortium
Members and the fee tier of each member.

Consortium Lead Agreement means the agreement
executed by the Consortium Lead and ORCID effective as of
the Consortium Effective Date.

Consortium Member List means the list in the ORCID online
service tool of current Consortium Members as updated by
Consortium Lead from time to time and accepted by
ORCID.

Effective Date means for each Consortium Member, the
date on which Consortium Lead adds Consortium Member
to the Consortium Member List (with the acceptance of
ORCID). For Consortium Lead, the Effective Date means the
Consortium Effective Date (as defined in the Consortium
Lead Agreement ).

Individual means a person about whom an ORCID Record
exists or is being created.

Initial Term means the duration of these Terms and
Conditions as set forth in the Consortium Lead Agreement.
Limited Access Data means Record Data that is viewable
through the ORCID Registry only by the Individual, a
Trusted Individual or specified Trusted Organizations.
Member means any organization that has entered into
these Terms and Conditions with ORCID relating to use of
the ORCID Registry, Member API Credential(s), and the
Member APls, or otherwise meets conditions established
by ORCID.

Member APIs means APIs which interact with the ORCID
Registry through Member API Credential(s).

Member API Credential(s) means a unique passcode
provided by ORCID to each Consortium Member to use the
Member APIs.

Member Benefits means the use of the aspects of the
ORCID Registry only available to ORCID members as
described in Article 1 of these Terms and Conditions and on
the ORCID website as amended by ORCID from time to
time.
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ORCID Dispute Procedures means the procedures ORCID
uses to assist Members and other users of the ORCID
Registry to resolve disputes about the accuracy of Record
Data, posted on the ORCID website at
https://info.orcid.org/dispute-procedures/, as amended
from time to time by ORCID.

ORCID Identifier means the globally unique identifier
assigned by ORCID to an Individual.

ORCID Record means the information about an Individual in
the ORCID Registry other than System Data.

ORCID Registry means the ORCID database that contains all
Record Data.

Privacy Policy means those privacy practices and
commitments made by ORCID and that are posted by
ORCID under the title “Privacy Policy” on the ORCID
website at https://info.orcid.org/privacy-policy/, as
amended from time to time by ORCID.

Privacy Settings means selections indicating whether
specific data within a Record shall be Private Data, Limited
Access Data, or Public Data. (For additional information
about Privacy Settings, please see the Privacy Policy.)
Public API Credential means a unique passcode to access
the free ORCID Public API, which allows individuals that are
not affiliated with ORCID Members to connect their
systems and applications to the ORCID Registry with
machine-to-machine communication and read public data.
Public Data File means a downloadable file of all Public
Data in the ORCID Registry on a given date from Records
created or claimed by an Individual.

Record Data means the individual data elements in a
Record, including the ORCID Identifier and metadata
associated with linked research objects. A link, but not the
linked object itself (e.g., text or full metadata), is
considered part of the Record Data.

Renewal Term means each successive term following the
Initial Term.

System Data means data associated with a Record that is
not part of the visible ORCID Registry, such as a password.
Terms and Conditions means these ORCID Membership
Terms and Conditions.

Trusted Individual means a person to whom an Individual
has given the authority to manage an ORCID record on his
or her behalf, including setting privacy settings, editing and
depositing data and naming Trusted Organizations.
Trusted Organization means a Member that has been
granted rights by an Individual (or his/her Trusted
Individual(s)) to deposit

and edit Record Data and/or read Record Data that has
been marked “Limited Access”.

Use means use, store, sublicense, reproduce, modify,
transmit, distribute, publicly perform and publicly

display, including for commercial use.
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Smlouva o vedeni konsorcia

Vedouci konsorcia: Narodni technicka knihovna (203/2023)
Typ entity: : Statni prispévkova organizace zfizena Ministerstvem $kolstvi, mladéze a télovychovy v Ceské republice
Misto: Technicka 2710/6, 160 80 Praha 6 - Dejvice

Tato smlouva o vedeni konsorcia je uzaviena mezi spolecnosti ORCID, Inc., neakciovou spolecnosti z Delawaru, se sidlem
10411 Motor City Drive, Suite 750, Bethesda, MD 20817 USA (,,ORCID“), a Vedoucim konsorcia ke dni G¢innosti konsorcia (jak
je definovan nize). S ohledem na vzajemné zavazky obsazené v této smlouvé a za primérené protiplnéni, se Vedouci konsorcia
a ORCID timto dohodli na podminkach a povinnostech uvedenych nize, v Pfiloze 1 a v Podminkach clenstvi v konsorciu ORCID
(dale jen ,,Smluvni podminky“), které jsou prilozeny k této smlouvé a jsou do ni zaclenény odkazem. Pojmy s velkymi pismeny,
které nejsou definovany jinde, jsou definovany v clanku 9 Smluvnich podminek.

Vedouci konsorcia Vedouci konsorcia Vedouci konsorcia
Hlavni kontaktni osoba Kontaktni osoba pro | Kontaktni osoba pro technické
administrativu zaleZitosti

Jméno

Funkce

Adresa National Centre for Persistent | National Centre for Persistent | Centre for Repositories and
Identifiers Identifiers Metadata Management
National Library of Technology | National Library of Technology | National Library of Technology
Technicka 6, 160 80 Prague 6 Technicka 6, 160 80 Prague 6 Technicka 6, 160 80 Prague 6
Czech Republic Czech Republic Czech Republic

E-mail orcid@techlib.cz orcid@techlib.cz orcid@techlib.cz

Telefon .|

Hlavni kontaktni osoba ORCID:
Ivo Wijnbergen, Director of Engagement, ORCID, Inc., 10411 Motor City Drive, Suite 750, Bethesda, MD 20817, USA;

Pocateéni obdobi: 01/¢erven/2023 (,,datum uéinnosti konsorcia“) do 31/prosinec/2023, s vyhradou ukonéeni a obnoveni,
jak je uvedeno ve Smluvnich podminkach.

Clenové konsorcia: Jak je dale popsano v Pfiloze 1 (pfiloZené k tomuto dokumentu a zaclenéné do néj odkazem), Vedouci
konsorcia udriuje seznam (déle jen ,Seznam é&lend konsorcia“) subjektti (dale jen ,Clen konsorcia“ a spoleéné ,Clenové
konsorcia“) prostfednictvim samoobsluzného nastroje ORCID na adrese http://orcid.org/self-service, véetné Vedouciho
konsorcia, pokud je to relevantni, které maji byt Cleny ORCID a maji narok na Clenské vyhody. Vedouci konsorcia vyplni
Seznam prvnich ¢lend konsorcia pfed Datem Ucinnosti. Nasledné muzZe Vedouci konsorcia Seznam ¢lend konsorcia priibézné
aktualizovat. KaZdy navrhovany subjekt se stane Clenem konsorcia po pfijeti ze strany ORCID.

Vedouci konsorcia prohlasuje a zarucuje, Ze ma veskerou nezbytnou pravomoc a opravnéni k tomu, aby (i) svym vlastnim
jménem uzaviel tuto Smlouvu o vedeni konsorcia a Smluvni podminky, (ii) jednal jako zastupce a zavazoval kazdého clena
konsorcia stanoveného v seznamu ¢lenll ve Smluvnich podminkach a Ze podpisem této Smlouvy o vedeni konsorcia budou
tyto Smluvni podminky pravné zavazné pro vedouciho konsorcia a kazdého ¢lena konsorcia uvedeného na seznamu ¢lend
konsorcia.

Pouze vysokoskolské instituce, neziskové organizace a vladni vyzkumné a vyzkum financujici agentury se sidlem v Ceské
republice a zfizené podle zdkonG Ceské republiky jsou opravnény cerpat Clenské vyhody za zde stanovenou vysi
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konsorcialniho poplatku (definovaného nize) a Vedouci konsorcia prohlasuje a zarucuje, Ze kazda instituce uvedena na
Seznamu ¢lend konsorcia je takovym subjektem.

Platebni podminky:

Klasifikace ORCID: Konsorcium

Pocatecni SloZeni konsorcia: 10-19 ¢len( - tier standard
Pocatecni Poplatek konsorcia:

Vedouci konsorcia bude odpovédny za vybirani a zaplaceni ro¢niho ¢lenského poplatku (dale jen ,,Poplatek konsorcia“) ORCID
uvedenému v sazebniku poplatkll na webovych strankach ORCID https://info.orcid.org/membership podle poctu €lent
konsorcia a vySe poplatkd kazdého ¢lena (,,SloZeni konsorcia“).

Konsorcidlni poplatek je splatny 45 dni od podpisu této Smlouvy o vedeni konsorcia. Pokud Vedouci konsorcia prida béhem
Podateéniho obdobi nebo Obdobi obnoveni jakékoli dal$i Cleny konsorcia, coz povede ke zvydeni Slozeni konsorcia, jak je
uvedeno vySe, bude ORCID uctovat dodatecné poplatky na pomérném zakladé, které budou splatné 45 dni po pridani
takového ¢lena konsorcia.

Poplatky za obnoveni jsou splatné presné 45 dni od data uvedeného v rocni fakture zaslané ORCID. Snizeni nebo zvyseni
poplatkl na zakladé sloZzeni konsorcia bude vyhodnoceno pfi kazdém Obdobi obnoveni.

VsSechny platby budou provedeny v americkych dolarech. Jakékoli nezpochybnéné platby provedené vice nez Sedesat (60)
dn0 po jejich splatnosti, budou podléhat 1,5% mési¢nimu urokovému poplatku a ORCID si vyhrazuje prdvo zmrazit pfistup
k Clenskych opravnéni API Clend konsorcia, dokud nebudou provedeny nezpochybnéné platby. Viechny platby budou
provedeny vzajemné prijatelnou formou bankovniho pfevodu na ORCID, kreditni kartou nebo Sekem splatnym spolecnosti
ORCID Inc.

Z Poplatk( konsorcia splatnych spolecnosti ORCID se neodecitaji zddné danové srazky. Pokud Poplatek konsorcia podléha
jakémukoli zdanéni (jinému nez zdanéni prijmu ORCID ve Spojenych statech), pak je Vedouci konsorcia odpovédny za (i)
naklady na takovou dan a (ii) mimo Spojené staty za odvedeni této dané vSude tam, kde je to pravné pripustné.

Spoleénost ORCID si vyhrazuje pravo t¢tovat dodateéné poplatky za jakékoli dalsi Clenské vyhody, které budou k dispozici a
které se Vedouci konsorcia rozhodne licencovat jménem Clend konsorcia béhem Pocateéniho obdobi nebo Obnoveného
obdobi. Pokud bude v Seznamu ¢lent konsorcia kdykoli béhem Pocatecniho obdobi nebo Obnoveného obdobi méné nez 5
Clent konsorcia, budou Poplatky konsorcia upraveny na standardni poplatky za pfimé élenstvi v ORCID a sleva se s okamZitou
platnosti pfestane uplatfiovat. Ro¢ni navyseni Poplatk( konsorcia bude obecné Cinit maximalné 3 % ro¢né (bez ohledu na
zmény ve Slozeni Konsorcia nebo zaokrouhlovani poplatkd na €lena) a spole¢nost ORCID ozndmi Vedoucimu ¢lenovi Konsorcia
kazdé takové navyseni poplatkdl nejméné 60 dni predem. Spolecnost ORCID si vyhrazuje pravo pribézné restrukturalizovat
model Poplatk( konsorcia podle svého uvazeni, a pokud takové zmény povedou k navySeni Poplatku konsorcia o vice nez 3
%, které neni zplsobeno zménami ve Slozeni konsorcia, ozndmi spole¢nost ORCID kaZzdou takovou zménu nejméné 12 mésicl
predem. Bez ohledu na oddil 6.2 Smluvnich podminek bude Vedouci Konsorcia odpovédny za veskeré prokazatelné, pfimé a
primérené naklady a vydaje (mimo jiné véetné primérenych poplatkd za pravni zastoupeni), které spole¢nosti ORCID vzniknou
pfi vymahani jakychkoli dluznych castek.

Pouzivani ochranné znamky: ORCID je komunitni iniciativa, a proto chce propagovat téast svych Clend. Za timto tcelem,
pokud je nize zaskrtnuto policko ,souhlasim”, muizZe spolecnost ORCID béhem Pocatecniho obdobi a jakéhokoli
ProdlouZeného obdobi pouZivat nazev a loga Vedouciho konsorcia v rozsahu toho, Ze Vedouci konsorcia a spole¢nost ORCID
uzavrely tuto Smlouvu o vedeni konsorcia, pro identifikaci Vedouciho konsorcia jako ¢lena ORCID (je-li to relevantni) a pro
sdileni jakychkoli odkazl, které Vedouci konsorcia vytvori, z webovych stranek Vedouciho konsorcia na webové stranky
ORCID.

L] L]
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Souhlasim Nesouhlasim

Vedouci konsorcia je opravnén a vyzvan k pouzivani nazvu, loga a dalSich ochrannych znamek ORCID (dale jen , oznaceni”) za
ucelem oznameni konsorcia ORICD a svého statusu Vedouciho konsorcia za predpokladu, Ze na Zadost ORCID tato oznaceni
spravné oznacdi jako ochrannou znamku podle zdkon( USA a dalSich zakond. (Viz Pokyny pro zobrazovani ochrannych znamek
a iD na webovych strankidch ORCID.) Vedouci konsorcia nesmi pouZivat oznadeni zptisobem, ktery by mohl vyvolat zaménu
puvodu zboZi nebo sluZeb nebo naznacovat podporu ze strany ORCID, s vyjimkou pfipadd, kdy to ORCID vyslovné pisemné
schvali.

Podpora:

Poplatek konsorcia pokryva poskytovani Clenskych opravnéni APl pro kazdého Clena konsorcia uvedeného na Seznamu élent
konsorcia a podporu ORCID uvedenou v dokumentu Role a povinnosti konsorcii ORCID (dostupné na
https://info.orcid.org/orcid-for-consortia/roles-and-responsiblities/). Vedouci konsorcia bere na védomi (i) role a povinnosti
Vedouciho konsorcia stanovené v dokumentu Role a povinnosti konsorcii ORCID a souhlasi s tim, Ze do 90 dni od Data
ucinnosti konsorcia zavede pfislusnou podporu a sluzby (mimo jiné vcetné technické podpory poskytované vedoucim
konsorcia); a (ii) Poplatek konsorcia je zaloZen na tom, Ze Vedouci konsorcia bude tyto sluzby poskytovat, a neposkytnuti
téchto sluZzeb by mohlo vést ke zvyseni Poplatku konsorcia.

Oznameni:

Veskera oznameni, ktera ma ORCID podle Smluvnich podminek ucinit, se podavaji pouze hlavni kontaktni osobé Vedouciho
konsorcia. Vedouci konsorcia odpovida za aktualnost svych kontaktnich (idajd a za véasné predani vsech takovych oznameni
Clendim konsorcia.

Ruzné: Oddily 8.3 az 8.10 Smluvnich podminek se vztahuji i na konstrukci, vyklad a vymahani této Smlouvy o vedeni konsorcia
jako soucdast Smlouvy o poskytnuti sluzeb ORCID. V pripadé pfimého rozporu se tato Smlouva o vedeni konsorcia bude Fidit
Smluvnimi podminkami.

Tato Smlouva o vedeni konsorcia a pripadné dodatky jsou vyhotoveny v jednom nebo vice stejnopisech, z nichz kazdy bude
povaZovan za original, ale viechny budou tvofit jednu smlouvu. KAZDA ZE STRAN MUZE POUZIT FYZICKY NEBO
ELEKTRONICKY PODPIS, PRICEMZ KAZDY Z NICH SE POVAZUJE ZA VEROHODNY A STEJNE VYMAHATELNY.

Tato dohoda je vyhotovena ve dvou stejnopisech v ceském a anglickém jazyce pro kazdou ze smluvnich stran, pficemz obé
vyhotoveni maji platnost origindlu. V ptipadé jakychkoli rozpord nebo nesrovnalosti mezi éeskou a anglickou verzi této
smlouvy ma prednost anglicka verze.

NA DUKAZ VYSE UVEDEHO ORCID a Vedouci konsorcia prohlaiuji, ze tato Smlouva o vedeni konsorcia byla uzaviena fadné
opravnénym zastupcem, ve spojitosti s uzavienim Smlouvy o poskytnuti sluzeb ORCID.

Narodni technickda knihovna
ORCID, Inc.

Podpis:
Jméno:
Funkce:
E-mailova adresa:

E-mailova adresa:

Datum: Datum:
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ORCID Konsorcialni smlouva

Pfiloha €. 1 Smlouvy o vedeni konsorcia: Clenové konsorcia

Vedouci konsorcia vede Seznam ¢lend konsorcia prostiednictvim samoobsluzného nastroje ORCID na adrese
http://orcid.org/self-service véetné nize uvedenych informaci. Vedouci konsorcia by mél uvést i sv(j nazev, pokud se stava
¢lenem ORCID. Vedouci konsorcia je odpovédny za to, Ze Seznam ¢len( konsorcia je stale aktualni a presny.

e Nazev organizace

e Hlavni kontaktni osoba: Jméno, pracovni pozice, e-mail. Hlavni kontaktni osoba uvedena u kazdého ¢lena konsorcia
je osoba, ktera zastupuje Clena konsorcia pro Gcely (i) ozndmeni podle Smluvnich podminek a stanov ORCID a (ii)
hlasovani o &lenstvi a ktera jinak jedna jménem Clena konsorcia podle Smluvnich podminek a stanov ORCID.

e Kontaktni osoba pro technické zalezitosti: JIméno, pracovni pozice, e-mail. Kontaktni osoba pro technické zaleZitosti
je osoba odpovédna za spravu Clenského opravnéni API.

Vedouci konsorcia navic vede sdileny samostatny dokument na nasledujici adrese
https://docs.google.com/spreadsheets/d/1tPqlu9VSSEVCcENXi-B--GQj45ZzNO4uWgBwkVBh6fNg/edit#gid=0 s nasledujicimi
informacemi:

e Nazev organizace

e Adresa organizace

e Licence na ochrannou znamku: Uvedte ,ano”, pokud mize ORCID béhem Pocatecniho obdobi a jakéhokoli
ProdlouZeného obdobi pouzivat nazev a loga pfisluiného Clena konsorcia pro omezené Ucely oznaceni, ze Clen
konsorcia je ¢lenem ORCID, a pro propagaci jakychkoli odkazu, které clen konsorcia vytvori ze svych webovych
stranek na webové stranky ORCID. Pokud takova licence neni udélena, uvedte , ne”.
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Podminky clenstvi v konsorciu ORCID

ORCID Konsorcialni smlouva

ORCID, Vedouci konsorcia (dale jen ,Vedouci konsorcia®) a kazdy subjekt (dale jen ,Clen konsorcia“) uvedeny na Seznamu €len( konsorcia,
jak je popsdno v Priloze 1 ke Smlouvé o vedeni konsorcia, jeZ je podepsana Vedoucim konsorcia a u¢innd od Data ucinnosti konsorcia, jsou
vazani témito podminkami ¢lenstvi v konsorciu ORCID (dale jen ,Smluvni podminky“), které odkazem zahrnuji Zasady ochrany osobnich

dajd ORCID, Postupy pro Fedeni spord ORCID a Clenské vyhodly.
1. Udéleni licence od ORCID a Clenské vyhody. KaZdy
Clen konsorcia ma Clenské vyhody, které jsou k dispozici
prémiovym ¢lendm ORCID a které zahrnuji minimalné vyhody
uvedené v tomto ¢lanku 1. Spole¢nost ORCID muzZe pribézné
pridavat a ménit Clenské vyhody nad réamec vyhod uvedenych v
tomto ¢ldnku 1 a aktudlni Clenské vyhody jsou uvedeny na
internetovych strankach spoleénosti ORCID. Vsechny Clenské
vyhody podléhaji témto Smluvnim podminkam. Licence
uvedend v oddile 1.1 a ostatni Clenské vyhody zGstavaji v
platnosti po Pocatecni obdobi (nebo pfislusné Prodlouzené
obdobi) stanovené ve Smlouvé o vedeni konsorcia (nebo v
oznameni o prodlouzeni), pokud nejsou dfive ukonéeny podle
oddilu 7 nebo omezeny podle oddilu 4.2.

1.1 Udéleni licence: Od Data ucinnosti a za predpokladu,
Zze Vedouci konsorcia v€as a v plné vysi uhradi Poplatky
stanovené ve Smlouvé o vedeni konsorcia, udéluje ORCID
kazdému Clenovi konsorcia neprevoditelnou licenci k pouZivani
Clenskych opravnéni API k pfistupu k ¢lenskym rozhranim API a
ke ¢teni, ukladani/Upravé a pouZivani Zaznamovych dat v
souladu s pfislusnymi nastavenimi ochrany osobnich udajl a
témito Smluvnimi podminkami. VSechna prava, kterd zde nejsou
vyslovné uvedena, si vyhrazuje spole¢nost ORCID. Zadny z
té&chto dokumentl nevy?aduje, aby Clen konsorcia vyuZival
nékterou z Clenskych vyhod.

1.2 Clenové konsorcia, ktei jsou poskytovateli sluZeb.

V tomto dokumentu se ,poskytovatelem sluzeb” rozumi
organizace, ktera poskytuje sluzby nebo produkty jinym
organizacim na zakladé pouZivani svych Clenskych opravnéni
API, jinych Clenskych vyhod nebo wvytvaieni & ovéFovani
Identifikatord ORCID. Poskytovatelé sluzeb musi od svych
zékaznikl vyZadovat, aby pouZivali vlastni opravnéni API, at uz ve
formé bezplatného Verejného opravnéni API, nebo placeného
Clenského opravnéni API. ORCID si vyhrazuje pravo rozhodnout,
zda aplikace vyZaduje samostatny certifikat API, a proto se
poskytovatelim sluZzeb doporucuje, aby své plany s ORCID
projednali predem.

1.3 Uschova/lprava dat. Kaidy Clen konsorcia ma
mozZnost ukladat a upravovat Zaznamova data ve stdvajicich
Zaznamech ORCID, pokud pfisluind osoba udélila Clenovi
konsorcia opravnéni jako Dlvéryhodné organizaci, a to za
nasledujicich podminek:

(i) Kazdy Clen konsorcia uklada/upravuje pouze ten typ a rozsah
Zaznamovych dat, pro ktery mda souhlas fyzické osoby
prostfednictvim mechanismu ORCID pro udélovani souhlasu
Dlvéryhodnym organizacim.

(i) Kaidy Clen konsorcia ukldda/upravuje pouze takova
Zaznamova data, které jsou podle jeho nejlepsiho védomi v dobé
ukladani/upravy pravdivé a spravné a jsou spojeny se spravnou
osobou a Identifikdtorem ORCID. Pokud se Clen konsorcia po
uloZeni/Upravé dozvi, Ze Udaje vZaznamu ORCID, které
uloZil/upravil, jsou nespravné, opravi je nebo informuje
pfislusnou osobu a ORCID. Clen konsorcia neni povinen

aktualizovat Zaznamova data jinak neZ opravou Zaznamovych
dat, které nebyly v dobé uloZeni/Upravy pravdivé a spravné,
nebo informovanim ORCID a pfislusné osoby o tom, Ze tato
Zaznamova data jsou nespravnd, a nenese Zadnou odpovédnost
za to, Ze ORCID nadale pouzZiva neopravena Zaznamova data
poté, co je Clen konsorcia opravil nebo informoval pfislu$nou
osobu a ORCID.

(i) Pokud Clen konsorcia ukldda/upravuje odkazy na €lanky,
blogy, soubory dat nebo jina dila, ktera mohou podléhat ochrané
dusevniho vlastnictvi, musi tak ¢init pouze zpUsobem, ktery
podle jeho védomi neporusuje autorska prava nebo jina prava
dusevniho vlastnictvi tfeti strany.

(iv) V souladu s témito Smluvnimi podminkami udéluje kazdy
Clen konsorcia spole¢nosti ORCID bezplatnou, nevyhradni,
celosvétovou, trvalou a neodvolatelnou licenci na veskera prava
potfebna k tomu, aby spolecnost ORCID a vefejnost mohla
pouzivat tato uloZenad/upravend Zaznamova data, s vyhradou
ptipadnych Nastaveni ochrany osobnich udajt.

14 Vyhleddvéni dat, stahovdni dat a stim souvisejici
upozornéni. KaZdy Clen konsorcia ma pfistup k &lenskym
rozhranim API, aby mohl nahliZet do registru ORCID a stahovat
Zaznamova data, véetné Udajl s omezenym pfistupem, pokud
mu prislusné fyzické osoby nebo Dlvéryhodné osoby udéli
prévo. Kromé& toho ma kaidy Clen konsorcia pfistup k
mechanismu pro pravidelnou synchronizaci zmén ve Verejném
datovém souboru.

1.5 Technickd podpora. ORCID poskytne Vedoucimu
konsorcia a Clentim konsorcia technickou podporu stanovenou v
dokumentu Role a povinnosti konsorcia ORCID (k dispozici na
https://info.orcid.org/orcid-for-consortia/roles-and-
responsiblities/ ). Technickd podpora musi byt koordinovana
prostfednictvim kontaktni osoby pro technické zaleZitosti ve
Smlouvé o vedeni konsorcia a v prohlaseni o rolich a
povinnostech.

1.6 Prosazovéni ochrany soukromi. Pokud Clen konsorcia
vyzaduje pouZivani Identifikdtord ORCID a umoiZiiuje jejich
shromazdovani pomoci rozhrani API ORCID, ma Clen konsorcia
pravo, nikoli vSak povinnost, prosazovat jménem jakékoli fyzické
osoby, kterou povéfil pouzivanim ldentifikatoru ORCID, zavazky
ORCID tykajici se ochrany osobnich udajl vici této fyzické osobé,
jak je uvedeno v zasadach ochrany osobnich udaji ORCID.

1.7 Nominace do spravni rady ORCID a ucast na fizeni.
Osoby zastupujici kazdého Clena konsorcia mohou vykonavat
hlasovaci prava Clena konsorcia a byt nominovény do spravni
rady ORCID v souladu se stanovami ORCID, které jsou k dispozici
na internetovych strankach ORCID. Osoba uvedena Vedoucim
konsorcia jako hlavni kontaktni osoba na Seznamu ¢lend
konsorcia pro kazdého Clena je osobou, je? zastupuje Clena
konsorcia pro ucely ozndmeni, hlasovani o clenstvi a jiného
vykonu prav Clena konsorcia podle stanov ORCID. (Clen
konsorcia ~mlzZe zménit jméno hlavniho  kontaktu
prostifednictvim oddéleni podpory Vedouciho konsorcia.)
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1.8 Omezeni ujiti pro Cleny konsorcia. Kaidy Clen
konsorcia souhlasi s nasledujicimi omezenimi:
(i) NeumozZnit Zadnému jinému subjektu pouzivat jeho

Clenské opravnéni APl s vyjimkou piipadd, kdy tak Clen konsorcia
povéril dany subjekt v souladu s témito Smluvnimi podminkami;
(ii) Nezverejiiovat Zadné jiné osobé nebo subjektu Data s
omezenym pfistupem, pokud (a) tato Data nejsou verejné
dostupna z jiného zdroje nebo (b) Clen konsorcia neoznami
fyzické osobé, jak a komu budou tato Data zpfistupnéna;

(iii) Neukladat/neupravovat jiné typy dat, neZz které jsou
povoleny v daném poli, a nezahrnovat do téchto poli plna dila
(jinymi slovy, Ize ukladat pouze metadata a odkazy na dila, nikoli
texty ¢lankd, blogy nebo publikace a datové sady);

(iv) Neukladat ani neupravovat Zadny Zaznam ORCID
zplsobem, ktery by jej védomé udinil nepravdivym, zavadéjicim
nebo pomlouvaénym, a to vcelku nebo z&asti, ani védomé
nepouzivat zadny Zaznam ORCID zpUsobem, ktery by porusoval
vySe uvedené nebo prava na publicitu nebo soukromi jakékoli
osoby;

(v) NepouZivat zadnd Zaznamova data ke kontaktovani
osob pro marketingové Gcely, aniz by tato osoba méla pravo se z
takové marketingové komunikace odhlasit;

(vi) NepouZivat Zdznamova data k rozesilani nevyzadané
posty, spamu, fetézovych dopist, pyramidovych schémat nebo
podobnych schémat;

(vii) NepouZivat Zaznamova data k obtéZovani, zneuzivani
nebo poskozovani jiné osoby;
(viii) Neprekonavat, neobchazet ani nezakdzat Zadné

Sifrovaci funkce nebo softwarové ochrany pouzivané k ochrané
bezpeénosti Clenského opravnéni API, Registru ORCID nebo
Zaznamovych dat;

(ix) Nemanipulovat s Identifikdtory ORCID za ucelem
zakryti pavodu jakychkoli Zdznamovych dat; védomé nenahravat
nebo nezverejiovat Zadna Zaznamova data, ktera obsahuji
softwarové viry nebo jakykoli jiny pocitacovy kdd, soubory nebo
programy urcené k preruseni, zniceni nebo omezeni funkénosti
jakéhokoli softwaru, hardwaru nebo telekomunikaéniho
zatizeni; nebo Umyslné zasahovat do server( nebo siti ORCID
nebo je narusovat;

(x) Nepouzivat 7adné Clenské opravnéni APl nebo jeho
Clenské vyhody k vytvoreni sluiby nebo produktu, ktery
umozfiuje organizacim ziskat uZitky t&chto Clenskych vyhod, aniz
by se jednalo o ¢leny ORCID; a

(xi) Nepouzivat 74dné Clenské opravnéni API, Clenské
vyhody, clenské rozhrani APl nebo Registr ORCID v rozporu
s témito Smluvnimi podminkami nebo zplsobem, ktery je jinak
nezakonny ve Spojenych statech americkych (,USA“) a v
jurisdikci, v niz se Clen konsorcia nachazi, pokud se jedna o jinou
jurisdikci nez USA.

1.9 Omezeni PouZivdni ORCID. ORCID bude pouzZivat a
zpristupfiovat Zaznamova data prostfednictvim Registru ORCID
a Verejny datovy soubor pouze v souladu s témito Smluvnimi
podminkami a v rozsahu, v jakém budou Zaznamova data
upravena nebo odstranéna v souladu stémito Smluvnimi
podminkami, budou tyto zmény zohlednény v zobrazitelném
Registru ORCID a budoucich Vefejnych datovych soubord.

2. Dusevni vlastnictvi.

ORCID Konsorcialni smlouva

21 Vlastnictvi Registru ORCID a oznaceni ORCID. Mezi
stranami vlastni ORCID veskera prdva, tituly a podily, mimo jiné
véetné pfislusnych databdzovych prav, Registru ORCID a
softwaru vyvinutého spolecnosti ORCID, Systémova data,
¢lenské API, Clenské opravnéni APl a oznaceni ORCID, jak jsou
definovany v oddile 2.2 (souhrnné ,,Dusevni vlastnictvi ORCID“);
za predpokladu, Ze dusevni vlastnictvi ORCID nezahrnuje zZadné
jednotlivé datové prvky v Registru ORCID. ORCID poskytuje svij
software registru pod licenci open source, kdykoli je to legdlné
mozné. (Viz Open Source Project na webovych strankach ORCID.)
2.2 Pouzivani ochrannych zndmek ORCID. Clen konsorcia je
opravnén k pouzivani nazvu, loga a dalSich ochrannych znamek
ORCID (dale jen ,oznaceni”) k oznameni pouzivani Registru
ORCID a statusu ¢lena ORCID za pFedpokladu, 7e Clen konsorcia
na zadost ORCID spravné oznaci oznaceni jako ochranné znamky
podle zakond USA a dalSich zakond. (Viz ORCID Brand
Guidelines.) Clen konsorcia nesmi pouZivat oznaceni
zplsobem, ktery by mohl vyvolat zaménu ohledné plvodu zboZi
nebo sluzeb nebo naznacovat podporu ze strany ORCID, s
vyjimkou pfipadd, kdy to ORCID vyslovné pisemné schvali.

3. Dodani a obecna podpora.

3.1 Nedostupnost Registru ORCID. ORCID vynalozi
komercné primérené Usili, aby zajistila nepretrZitou dostupnost
Registru ORCID a Clenskych vyhod. Vedouci konsorcia a vichni
Clenové konsorcia berou na védomi, Ze Registr ORCID a Clenské
vyhody nemusi byt trvale k dispozici z ddvodu udrzby serveru
(serverll), instalace nebo testovani softwaru a odstavek
souvisejicich se zafizenim nebo sluzbami mimo kontrolu ORCID,
mimo jiné véetné telekomunikacnich sluzeb nebo internetovych
uzlG ¢ zafizeni; ORCID v$ak musi vedouciho konsorcia v
pfiméfeném predstihu informovat o viech odstdvkach, které
jsou pod pfimérenou kontrolou ORCID.

3.2 Prémiovi ¢lenové. Kromé dalsich zavazkd stanovenych
vtéchto Smluvnich podminkich poskytne ORCID Clenovi
konsorcia APl pro zpétné volani, vyssi pocet povolenych
pozadavk( na API za den a vlastni zpravy a datové soubory. K
prémiovym vyhodam patfi také moznost, aby kazdému Clenovi
konsorcia bylo vydano a# pét (5) Clenskych opravnéni API pro
pouziti v riznych systémovych integracich ve stejné organizaci.

4, Ochrana soukromi, zabezpeceni a uZivani dat.
4.1 Ochrana udaji. Spoleénost ORCID vynaloZzi komercné

pfimérené Usili na ochranu bezpecnosti a integrity Registru
ORCID (mimo jiné véetné Clenského opravnéni API, hesel,
uZivatelskych jmen a IP adres) a Zaznamovych dat, jak je uvedeno
v jejich Zasadach ochrany osobnich Gdajd, véetné ukladani
informaci v datovém centru s omezenym pfistupem a
monitorovanim, pouzivani zabezpecenych zdsuvek a softwaru
pro detekci naruseni a hashovani hesel. ORCID neprodlené
informuje Vedouciho konsorcia, jakmile se dozvi o jakémkoli
zavazném naruseni bezpecnosti souvisejicim s opravnénimi API
Clena konsorcia nebo jakmile ORCID zjisti, e do3lo k zadvaZznému
naruseni bezpecnosti Registru ORCID obecné.

4.2 Ochrana Clenského opravnéni API, Registru ORCID a
Zaznamovych dat ORCID. Kazdy Clen konsorcia souhlasi s tim, 7e
bude pouzivat své opravnéni APl pouze tak, jak je uvedeno
v téchto Smluvnich podminkéch, a vynaloZi pfimérené usili na
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ochranu svého Clenského opravnéni APl pied jakymkoli
narusenim bezpecnosti nebo jinym pouZzitim, které je v rozporu
stémito Smluvnimi podminkami nebo platnymi pravnimi
predpisy. Vedouci konsorcia nese odpovédnost za své umysiné
pochybeni nebo nedbalost pfi pouZivani Clenského opravnéni
API, s vyjimkou pfipadd, kdy zjisti, Ze k naruseni bezpecnosti
dodlo vinou spole¢nosti ORCID. KaZdy Clen konsorcia je
odpovédny za své Umysiné pochybeni nebo nedbalost pfi
pouzivani svych Clenskych opravnéni API, s vyjimkou pfipadd,
kdy prokaze, 7e k narudeni bezpe&nosti jeho Clenskych opravnéni
API dolo vinou ORCID. Vedouci konsorcia a kazdy Clen konsorcia
jsou povinni neprodlené informovat ORCID, jakmile (i) se dozvédi
o jakémkoli naruseni nebo udajném naruseni téchto Smluvnich
podminek nebo bezpeénosti Clenského opravnéni APl nebo
Registru ORCID nebo (ii) se dozvédi, Ze Zaznamova data, ktera
Clen konsorcia uloZil/upravil, poruduji nebo mohou porusovat
prava na soukromi, publicitu nebo jind prava fyzické osoby.
Vedouci konsorcia a kazdy Clen konsorcia déle pIné spolupracuji
s ORCID pfi vySetfovani a ndpravé naruseni nebo udajnych
naruseni, mimo jiné vcetné pomoci ORCID pfi poskytovani
pozadovanych oznameni jednotlivedim. Kromé toho muiZe ORCID
(aniz by tim byly omezeny jiné opravné prostredky, jez mlze
ORCID pou#it) do¢asné omezit pouzivani Clenského opravnéni
API a pfistup do Registru ORCID, dokud nedojde k ndapravé
naruseni.

4.3 Monitorovani a shromazdovani Udajl o PouZivani. Za
G¢elem ochrany bezpeé&nosti Clenského opravnéni APl a Registru
ORCID pred neopravnénym pouZitim a za Ucelem ziskani
informaci o PouZivani Registru ORCID a Clenského rozhrani API
mdZe ORCID monitorovat ¢&innost a pouZivani Clenského
opravnéni API a ¢lenského rozhrani API.

5. Sporné Udaje; staZeni udaji z registru ORCID. ORCID
pomahd pfi feSeni sporl mezi uZivateli (mimo jiné mezi
jednotlivci, Cleny konsorcia a daldimi ¢leny) Registru ORCID
tykajicich se narokd na vlastnictvi Identifikator ORCID,
ptresnosti a integrity Udajl a identity jednotlivcll v souladu se
zdsadami a postupy stanovenymi v postupech feseni sporl
ORCID - ORCID Dispute Procedures, které jsou do tohoto
dokumentu zaclenény odkazem. Bez ohledu na vyse uvedené
ORCID neposkytuje Zadnd prohlaseni ani zaruky o spravnosti
Udajl uloZenych v Registru ORCID a neodpovida za né. ORCID si
vyhrazuje pravo odstranit z Registru ORCID a jeho serveri
jakakoliv Zaznamovd data nebo zakazat pristup k castem
Registru ORCID, pokud to povaZuje za nezbytné.

6. Obecna prohlaseni a zaruky, vylou¢eni odpovédnosti,
omezeni odpovédnosti. Zastupci Vedouciho konsorcia a ORCID
prohlasuji a zarucuji, Ze jsou opravnéni uzavfit Smlouvu o vedeni
konsorcia a tyto Smluvni podminky a zavdzat svou organizaci
Smlouvou o vedeni konsorcia a témito Smluvnimi podminkami.
Vedouci konsorcia a ORCID prohlasuji a zarucuji, Ze zajistily, aby
Smlouvu o vedeni konsorcia podepsal fadné opravnény
zastupce. Vedouci konsorcia ddle prohlasuje a zarucuje, Ze je
opravnén jednat jménem kazdého Clena konsorcia uvedeného v
Seznamu ¢lend konsorcia a pravné jej zastupovat a zavazovat
ke Smlouvé o vedeni konsorcia a témto Smluvnim podminkam a
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Ze tak podpisem této smlouvy ucinil. S vyjimkou pfipadi
uvedenych v tomto dokumentu ORCID neposkytuje prohlaseni
ani zaruky tykajici se (a) presnosti Zaznamovych dat; (b) zneuZziti
Zaznamovych dat; (c) ochrany pfed pomluvami nebo narusenim
prav na soukromi v dlsledku pouzivani Zaznamovych dat; (d)
absence vird, chyb nebo jinych poskozeni pocitacovych systéml
a softwaru; a (e) odkazl na jiné webové stranky a obsah na nich.
6.1 Odmitnuti odpovédnosti.  KROME VYSLOVNYCH
PROHLASENI A ZARUK UVEDENYCH V TECHTO SMLUVNICH
PODMINKACH, REGISTR ORCID, ZAZNAMOVA DATA, VEREINY
DATOVY SOUBOR, CLENSKE OPRAVNENI API, CLENSKE API
A/NEBO CLENSKE VYHODY (jednotlivé i spole¢né ,SYSTEM
ORCID“) JSOU POSKYTOVANY NA ZAKLADE ,JAK STOJI A LEZi“.
ORCID A JEJi REDITELE, ZAMESTNANCI, AGENTI, DODAVATELE A
ZASTUPCI (jednotlivé i spole¢né ,STRANY ORCID“) SE V
NEJVYSSIM  ROZSAHU POVOLENEM  ZAKONEM  ZRIiKAJI
JAKYCHKOLI A VESKERYCH DALSICH ZAVAZKU A ZARUK
(VYSLOVNYCH, = PREDPOKLADANYCH,  USTNiCH  NEBO
PISEMINYCH) TYKAJICICH SE SYSTEMU ORCID, MIMO JINE
VCETNE JAKYCHKOLI A VSECH PREDPOKLADANYCH ZARUK
KVALITY, VYKONU, KOMPATIBILITY, PRODEJNOSTI A/NEBO
VHODNOSTI PRO KONKRETNI UCEL.

6.2 Omezeni zodpovédnosti. V MAXIMALNIM ROZSAHU
POVOLENEM ZAKONEM NESMi CELKOVA ODPOVEDNOST KAZDE
STRANY (VCETNE JEJICH SPRAvCU, REDITELU, UREDNIKU,
ZAMESTNANCU, AGENTU, DODAVATELU A ZzAsTupcU) V
SOUVISLOSTI S SMLOUVOU O VEDENi KONSORCIA A TEMITO
SMLUVNiIMI ~ PODMINKAMI ~ PREKROCIT ~ DVOJNASOBEK
POPLATKU SPLATNYCH SPOLECNOSTI ORCID PODLE SMLOUVY O
VEDEN{ KONSORCIA BEHEM POCATECNIHO OBDOBI NEBO
AKTUALNIHO PRODLOUZENEHO OBDOBIi. STRANY (VCETNE
JEJICH SPRAVCU, REDITELU, UREDNIKU, ZAMESTNANCU,
AGENTU, DODAVATELU A zAsTuPcU) vV ZADNEM PRIPADE
NENESOU ODPOVEDNOST ZA JAKEKOLI NEPRIME, ZVLASTNI,
NASLEDNE NEBO SANKCNE NAHRAZOVANE SKODY. PRO
VYLOUCEN{ POCHYBNOSTI SE ZA NEPRIMOU NEBO NASLEDNOU
SKODU PRO UCELY PREDCHOZI VETY NEPOVAZUJI JAKEKOLI
PLATBY VEDOUCIHO KONSORCIA NEBO CLENA KONSORCIA
SPOLECNOSTI ORCID V SOUVISLOSTI S NAROKEM TRETI STRANY
VUCI SPOLECNOSTI ORCID.

6.3 Odpovédnost konsorcia. (i) Vedouci konsorcia zajisti, aby
kazdy Clen konsorcia byl plné sezndmen s t&mito Smluvnimi
podminkami, a podnikne ptfimérené kroky k zajisténi toho, aby
kazdy Clen konsorcia pouzival Registr ORCID a vyuzival Clenské
vyhody v souladu s témito Smluvnimi podminkami. Vedouci
konsorcia je odpovédny za své vlastni jedndni, opomenuti a
naruseni podle Smlouvy o vedeni konsorcia a podle téchto
Smluvnich podminek, mimo jiné vcetné své povinnosti platit
Poplatky podle Smlouvy o vedeni konsorcia, svych povinnosti
podle tohoto oddilu 6.3 (i) a svého prohlaseni a zaruky, Ze je
opravnén uzaviit tyto Smluvni podminky. (i) Kaidy Clen
konsorcia je odpovédny za své vlastni jednani, opomenuti a
naruseni téchto Smluvnich podminek.

7. Platnost a ukonceni smlouvy.

7.1 Obdobi/prodlouzené obdobi. Tyto Smluvni podminky
zUstavaji v platnosti po dobu stanovenou ve Smlouvé o vedeni
konsorcia. Pfed koncem Pocéatec¢niho obdobi nebo Obdobi
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obnoveni poskytne ORCID Vedoucimu konsorcia oznameni o
obnoveni s uvedenim data vyprSeni aktualniho obdobi, data
Obdobi obnoveni, pfislusné poplatky za prodlouzené obdobi,
datum splatnosti téchto poplatkd a Seznam ¢len( konsorcia pro
prodlouzené obdobi. Vedouci konsorcia ma 30 dni od data
takového oznameni o prodlouZeni na to, aby (i) predloZil
spolecnosti ORCID protindvrh, pokud ma v timyslu neobnovit
Smlouvu o vedeni konsorcia, nebo (ii) poskytl spole¢nosti
ORCID aktualizovany Seznam ¢lenti  konsorcia pro
prodlouZeni. Kazdé prodlouzené obdobi trva termin stanoveny
v oznameni o obnoveni a zacind prvnim dnem po skonceni
Pocatecniho obdobi nebo Prodlouzeného obdobi (pokud neni v
ozndmeni o prodlouZeni ze strany ORCID uvedeno
jinak). ProdlouZeni nevyzaduje podpis stran a ma se za to, Ze k
nému doslo, pokud Vedouci konsorcia nepredloZi v této
30denni IhGté protindavrh na ukonéeni. Poplatky a ¢lenstvi
budou vychazet ze SloZeni konsorcia uvedeného v ozndmeni o
prodlouzeni, pokud Vedouci konsorcia véas nepredloZi
aktualizovany Seznam ¢lend konsorcia. Neuskute¢néni vcéasné
platby bez vyjimky ze strany ORCID bude mit za ndsledek
automatické ukonceni Smlouvy o vedeni konsorcia na zakladé
oznameni ze strany ORCID.

7.2 Ukonceni bez udani ddvodu. Spole¢nost ORCID ma pravo
ukoncit Smlouvu o vedeni konsorcia na konci Pocatecniho
obdobi nebo jakéhokoli Prodlouzeného obdobi vypovédi
nejméné 60 dni pied koncem aktualniho obdobi. Vedouci
konsorcia mlzZe vypovédét Smlouvu o vedeni konsorcia tim, Zze v
reakci na oznameni o prodlouZeni poskytne spole¢nosti ORCID
protindvrh, jak je popsano v oddile 7.1.

7.3 Ukonceni smlouvy z divodu naruseni. (i) Ukonceni z divodu
na strané Vedouciho konsorcia. V pripadé, Ze se Vedouci
konsorcia domniva, Ze spolecnost ORCID podstatné porusila
jakékoli povinnosti, prohlaseni nebo zaruky podle Smlouvy o
vedeni konsorcia, pisemné to ozndmi spole¢nosti ORCID.
Spole¢nost ORCID ma 10 dnu od obdrZeni tohoto oznameni na
napravu Udajného naruseni a na pisemné ozndmeni Vedoucimu
konsorcia, Ze k napravé doslo. Pokud nedojde k napravé
naruseni v desetidenni Ih(ité, ma Vedouci konsorcia pravo na
zakladé pisemného oznameni okamzZité ukoncit Smlouvu o
vedeni konsorcia. (ii) Ukonceni z divodu na strané ORCID. V
pfipadé, Ze se spolecnost ORCID domniva, Ze Vedouci konsorcia
nebo Clen konsorcia podstatné porusil jakékoli povinnosti,
prohlaseni nebo zaruky podle téchto Smluvnich podminek (nebo
smlouvy o konsorciu v pfipadé Vedouciho konsorcia), pisemné to
oznami Vedoucimu konsorcia. Vedouci konsorcia/Clen
konsorcia méa 10 dnud od obdrZeni tohoto oznameni na népravu
udajného naruseni a na pisemné oznameni (ORCIDU), Ze k
napravé doslo. Pokud nedojde k napravé naruseni béhem
desetidenni lhity, mad ORCID pravo tyto Smluvni podminky ve
vztahu k Clenovi konsorcia okamité vypovédét na zakladé
pisemného oznameni; pokud je vSak stranou porusujici smlouvu
Vedouci konsorcia, ma ORCID pravo vypovédét Smlouvu o
vedeni konsorcia jak ve vztahu k Vedoucimu konsorcia, tak ke
kazdému Clenu konsorcia. Zadné ustanoveni tohoto oddilu 7.3
neomezuje prava spolecnosti ORCID podle oddilu 4.2.

7.4 Uginky ukonéeni. Po ukonéeni nebo vyprieni platnosti
téchto Smluvnich podminek (a/nebo Smlouvy o vedeni konsorcia
s ohledem na vedouciho konsorcia), podle toho, co nastane
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diive, bude ptistup k Clenskym povéienim API a Clenskym
vyhodam pro kazdého Clena konsorcia okam#ité ukon&en.

(a) Ukonceni cinnosti konkrétniho Clena. Pokud se ukonéeni
nebo vyprieni platnosti tykd pouze konkrétniho Clena konsorcia
(a nikoliv vedouciho konsorcia obecné), bude takovy Clen
konsorcia odstranén z pfilohy 1 Smlouvy o vedeni konsorcia a
bude ukonéen pouze pfistup takového Clena konsorcia k
Clenskému opravnéni APl a k Clenskym vyhodam. V rozsahu, v
jakém Clen konsorcia uloZil/upravil jakakoli Zaznamova data,
zUstanou tato Zaznamova data v Registru ORCID, pokud je pred
ukonéenim neodstrani jednotlivec nebo uréena Divéryhodna
osoba (uréené Dlvéryhodné osoby) a Divéryhodné organizace
nebo ORCID podle ¢lanku 5. Bez ohledu na vySe uvedené ma
kazdy Clen konsorcia moZnost opravit jakékoli informace, u nichz
zjisti, Ze jsou nespravné, po ukonceni informovanim ORCID, a
ORCID se bude snaZit nepresnost neprodlené napravit u
jednotlivce a/nebo prostfednictvim FeSeni spord ORCID. V
pripadé ukon&eni nebo vyprieni platnosti konkrétniho Clena
konsorcia tyto Smluvni podminky automaticky nezanikaji ve
vztahu k Vedoucimu konsorcia nebo ostatnim Clentim konsorcia.
(b) Ukonceni ¢innosti Vedouciho konsorcia. V pfipadé ukonceni
nebo vyprieni platnosti Vedouciho konsorcia ma spolecnost
ORCID moZnost ukonéit i prava kazdého Clena konsorcia podle
této Smlouvy a v takovém pFipadé umozni kaidému Clenu
konsorcia, ktery neporusil prava, uzavfit individualni ¢lenskou
smlouvu pro ¢leny ORCID pfimo se spolecnosti ORCID za cenu
pro individudini ¢leny.

7.5 Pokracuiici platnost. Ustanoveni oddilu 1.3 (ii) (Oprava
zdznamovych Udaju), oddilu 1.3 (iv) (Licence pro ORCID), oddilu
1.8 (ii) (Pouziti Udaji s omezenym pfistupem), oddilu 1.9
(Omezeni pouziti ORCID), oddilu 2.1 (Vlastnictvi registru ORCID a
oznaceni), posledni véty oddilu 2.2 (pouZivani ochranné znamky
ORCID), oddilu 5 (Postupy pf¥i FeSeni sportl), oddilu 6 (Obecna
prohlaseni a zaruky, wvylouceni odpovédnosti a omezeni
odpovédnosti), tohoto oddilu 7 (Doba platnosti a ukonceni),
oddilu 8 (Rizné) a oddilu 9 (Definice) plati i po ukonceni nebo
vyprseni platnosti Smlouvy o vedeni konsorcia a téchto
Smluvnich podminek.

8. Ruzné.
8.1 Uplnost smlouvy. Smlouva o vedeni konsorcia, véetné

téchto Smluvnich podminek a ustanoveni, predstavuje Uplnou
dohodu mezi Vedoucim konsorcia a ORCID a nahrazuje jakakoli
pfedchozi pisemna nebo Ustni ujednani s ohledem na jeji
pfedmét. Tyto podminky predstavuji Uplnou dohodu mezi
ORCID a kazdym Clenem konsorcia a nahrazuji jakakoli predchozi
ustni nebo pisemnd ujedndni s ohledem na jejich predmét.
Pokud strany uzavrely Standardni smluvni dolozky souvisejici s
pteddvanim a zpracovanim osobnich Udajd, jsou tato ujednéni
rovnéz nedilnou soucasti smlouvy.

8.2 Upravy smlouvy. Aby bylo moiné zohlednit vyvoj
ORCID a jeho udrzitelnost a fungovat v souladu se zakony v
raznych jurisdikcich, ORCID si vyhrazuje pravo upravit tyto
Smluvni podminky za predpokladu, Ze (i) Zaddna takova uUprava
nebude mit zpétnou platnost; a (ii) ORCID poskytne vedoucimu
konsorcia pisemné ozndmeni 60 dni pfedem o jakychkoli
takovych dpravdch. Novy souhlas stémito Smluvnimi
podminkami je podminkou Clenskych vyhod a licenci udélenych
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podle téchto Smluvnich podminek. Pokud Vedouci konsorcia
vznese namitky proti jakymkoli takovym Upravam, mdze Vedouci
konsorcia ukoncit Smlouvu o vedeni konsorcia (ke dni G¢innosti
takovych zmeén) zaslanim pisemného oznameni ORCID pred
datem Ucinnosti a ORCID poskytne Vedoucimu konsorcia
navraceni pomérné Casti poplatkd. S vyjimkou pFipadd
uvedenych v této Casti 8.2 nebo uvedenych jinde v téchto
Smluvnich podminkdch (napf. zvy$eni Clenskych vyhod,
aktualizace kontaktnich informaci) a zde zahrnutych zésad (napf.
zdsady ochrany osobnich (dajd, postupy pro feseni sporl
ORCID), vsechny dodatky Smlouvy o vedeni konsorcia nebo
jakakoli jeji ¢ast musi byt vyhotoveny pisemné a podepsany
ORCID a Vedoucim konsorcia.

8.3 Oznameni. Veskera ozndmeni, ktera ORCID vyZaduje podle
Smlouvy o vedeni konsorcia nebo jakékoli jeji Casti, se zasilaji
pouze hlavnimu kontaktu Vedouciho konsorcia. Je odpovédnosti
Vedouciho konsorcia udrZovat své kontaktni Gdaje aktuadlni a
véas predat jakékoli takové oznameni kaidému Clenovi
konsorcia. Veskera ozndmeni (ze strany ORCID nebo pro ORCID)
podle Smlouvy o vedeni konsorcia nebo stanov ORCID musi byt
pisemnd, v angli¢tiné a zasilana nasledovné: (i) mezinarodné
uznavanym kuryrem (napt. FedEx, UPS) nebo (ii) elektronickou
postou. Oznameni se povazuje za dorucené a pfijaté nasledujici
pracovni den po planovaném datu doruceni kuryrem a
nasledujici pracovni den po datu odeslani elektronickou postou.
ORCID nebo vedouci konsorcia mohou pribézné zménit jméno a
kontaktni informace ve Smlouvé o vedeni konsorcia a v Seznamu
¢lend konsorcia zaslanim oznameni druhé strané v souladu s
timto oddilem.

8.4 Spory/rozhodné pravo. Smlouva o vedeni konsorcia
nebo jakdkoli jeji ¢ast je vykladana a fidi se zakony statu New
York, Spojené staty americké, s vyjimkou zakon, které by mohly
Fidit aplikaci zdkon( jiné jurisdikce. Pouziti Umluvy Organizace
spojenych narodd o smlouviach o mezindrodni koupi zboZi je
vyslovné vylouceno, je-li to relevantni. S vyjimkou pfipadd
uvedenych v postupech ORCID pro feSeni sporl plati, Ze pokud
strany nemohou vyfesit spory vyplyvajici ze Smlouvy o vedeni
konsorcia nebo s ni souvisejici smirnou cestou, ucini tak
prostfednictvim rozhodc¢iho fizeni vedeného Americkou
arbitrdzni asociaci v pfipadé vnitrostdtnich sporl a
Mezindrodnim centrem pro fesSeni sporli Americké arbitrazni
asociace v pfipadé mezinarodnich sporu (dale jen ,AAA“), které
se fidi jejimi platnymi pravidly, ve znéni nasledujicich ustanoveni:
(i) bez ohledu na vysi sporné c¢astky bude véc rozhodovat jeden
rozhodce znaly odvétvi informacnich technologii na zakladé
pisemnych podani v anglictiné a jednoho nebo vice telefonickych
slySeni v angli¢tiné (podle rozhodnuti rozhodce); (ii) strany
predlozi dokumenty tykajici se rozhodc¢iho fizeni v souladu s
pravidly AAA a podle pokynd rozhodce; a (iii) rozhodce vyda
konecné zdvazné rozhodnuti 14 dni poté, co prohlasi slySeni za
ukoncené. Rozsudek na zakladé nalezu vydaného rozhodcem
muZe byt vydan u kteréhokoli pfislusného soudu. Bez ohledu na
vySe uvedené muze kterdkoli strana pozadat rozhodce o soudni
ptikaz aZ do vydani rozhod¢iho nalezu nebo mize, aniz by se
vzdala jakéhokoli opravného prostfedku podle Smlouvy o vedeni
konsorcia, pozadat kterykoli soud se sidlem v New Yorku, New
York, Spojené staty americké (a ORCID, vedouci konsorcia a
kaidy Clen konsorcia s takovou jurisdikci souhlasi) o soudni
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pfikaz nebo jakykoli jiny druh spravedlivého opatfeni, které je
nezbytné k ochrané prav nebo majetku této strany, a to az do
rozhodciho fizeni nebo konecného rozhodnuti o podstaté sporu
prostFednictvim rozhodéiho fizeni. Vedouci konsorcia a Clenové
konsorcia berou na védomi, e neopravnéné poufiti Clenskych
opravnéni API, registru ORCID a/nebo naruseni bezpeclnosti
muZe zpUsobit spole¢nosti ORCID nenapravitelnou skodu.

8.5 Omezeni_postoupeni. S vyjimkou pfipadd vyslovné
uvedenych v tomto dokumentu nesmi Zadna strana postoupit,
uzavfit subdodavatelskou smlouvu nebo sublicencovat
(souhrnné ,prevést”) sva prava a povinnosti vyplyvajici

z jakékoliv ¢asti Smlouvy o vedeni konsorcia, zcela nebo z&asti,
bez predchoziho pisemného souhlasu Vedouciho konsorcia (v
pfipadé vedouciho konsorcia nebo ¢lena konsorcia) nebo ORCID,
pokud je to relevantni, a takovy souhlas nebude bezdlvodné
odmitnut, a jakykoli opacny prevod je neplatny; avsak za
predpokladu, Ze prevod ze strany ORCID (mimo jiné véetné
pfevodu registru ORCID ze strany ORCID) v pfipadé fuze, jiné
restrukturalizace spolecnosti nebo zruseni spolecnosti je
pfipustny bez predchoziho souhlasu za predpokladu, Ze (a)
nabyvatel souhlasi s tim, Ze bude vazan podminkami Smlouvy o
vedeni konsorcia, (b) oznameni je poskytnuto Vedoucimu
konsorcia (v pFipadé Vedouciho konsorcia nebo Clena konsorcia)

a (c) takovy nabyvatel je neziskovy subjekt schopny plnit
povinnosti ORCID podle této smlouvy a je v souladu s
povinnostmi ORCID podle zdsad ochrany osobnich udajt.

8.6 Vylouéeni zastoupeni, spoleéného podniku nebo
partnerstvi. Nic z toho, co je obsazeno ve Smlouvé o vedeni
konsorcia, se nepovaZuje za zaloZeni zastoupeni, spolecného
podniku nebo partnerstvi. (Bez ohledu na cokoli, co je v této
smlouvé uvedeno jinak, nemaji tyto Smluvni podminky vliv na
jakykoli jiz existujici vztah mezi Vedoucim konsorcia a Clenem
konsorcia.)

8.7 Neexistence oprdvnénych tfetich stran. Smlouva o
vedeni konsorcia byla uzaviena vyhradné ve prospéch ORCID,
Vedouciho konsorcia a Clend konsorcia a neni uréena ve prospéch
zadné treti strany, bez ohledu na jakékoli zakony, které by tomu
branily.

8.8 Vzddni se nebo neplatnost jakéhokoli ustanoveni.
Vzdani se jakéhokoli ustanoveni Smlouvy o vedeni konsorcia
nebude povaZovano za vzdani se jakéhokoli jiného jejiho
ustanoveni, ani vzdani se jakéhokoli poruseni jakékoli ¢asti Smlouvy
o vedeni konsorcia se nepovazuje za trvalé vzdani se dalSich
naruseni stejnych nebo jinych ustanoveni. Pokud bude jakékoli
ustanoveni Smlouvy o vedeni konsorcia povaZovdno za neplatné,
nezakonné, nevymahatelné nebo v rozporu se zakonem jakékoli
jurisdikce, nebude tim nijak dotfena platnost, zakonnost a
vymahatelnost zbyvajicich ustanoveni.

8.9 Vy83i moc. Z4dné ze stran neporuduje Smlouvu o vedeni
konsorcia, pokud nesplnéni zavazku podle této smlouvy vyplyva z
podminek, které jsou mimo primérenou kontrolu této strany, mimo
jiné vcetné stavek, pracovnich spord, teroristickych ¢ind nebo
vladnich pozadavk.

8.10 Etické chovani. KaZda strana prohlasuje a zarucuje, Ze
nejednala a nebude jednat, a pokud je ji znamo, ani Zadna osoba
jednajici jejim jménem, v rozporu s platnymi zakony proti
uplatkarstvi a korupci platnymi v jurisdikci (jurisdikcich), kde
pusobi, nebo s jejimi vlastnimi internimi zasadami tykajicimi se
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téchto zaleZitosti. Bez ohledu na jakdkoli jind ustanoveni této
smlouvy mUZe byt jakékoli naruseni tohoto oddilu jednou ze stran
povaZovano druhou stranou za neschopné napravy a umoznujici
strané, ktera se nedopustila naruseni, okamzité ukoncit tyto
Smluvni podminky (nebo Smlouvu o vedeni konsorcia s ohledem na
vedouciho konsorcia a ORCID) na zakladé vypovédi bez Gjmy na
jejich ostatnich pravech a opravnych prostredcich.

8.11 Pfiprava ndvrhu. Tato smlouva nesmi byt vykladana v
neprospéch ORCID, jenz ji sepsal.

8.12 Vpripadé jakychkoliv nesrovnalosti nebo rozporl mezi
anglickou a ceskou verzi této smlouvy ma prednost anglicka verze.

9. Definice

APl nebo ORCID API: Viz ¢lenské rozhrani API nize.

Datum ucinnosti konsorcia znamend datum ucinnosti stanovené ve
smlouvé o vedeni konsorcia.

Smlouva o vedeni konsorcia znamena (i) dokument nazvany ORCID
Consortium Lead Agreement, (ii) jeho ptilohu 1 (ii) tyto Smluvni
podminky a (iv) vyhody ¢lena ORCID, zasady ochrany osobnich
Udaji ORCID a postupy pro fesSeni spord ORCID, které jsou
zaclenény odkazem v téchto podminkach.

SloZenim konsorcia se rozumi pocet ¢lend konsorcia a vySe
poplatk( kazdého ¢lena.

Seznam ¢lent konsorcia: Znamena seznam aktudlnich clend
konsorcia v online servisnim nastroji ORCID, jak jej stanovil a
aktualizoval vedouci konsorcia a odsouhlasila spole¢nost ORCID.
Datem ucinnosti se u kazdého ¢lena konsorcia rozumi datum, kdy
vedouci konsorcia pfida ¢lena konsorcia na seznam ¢lend konsorcia
(se souhlasem ORCID). V pftipadé vedouciho konsorcia se datem
ucinnosti rozumi datum ucinnosti konsorcia (jak je definovano ve
smlouvé o vedeni konsorcia).

Osobou se rozumi osoba, o niz existuje nebo se vytvari zdznam
ORCID.

Pocdte¢nim obdobim se rozumi doba trvani téchto Smluvnich
podminek, jak je uvedeno ve smlouvé o konsorciu.

Data s omezenym pristupem jsou Udaje o zaznamech, které si
prostfednictvim registru ORCID mUzZe zobrazit pouze jednotlivec,
dlvéryhodna osoba nebo uréené dlvéryhodné organizace.
Clenem se rozumi jakdkoli organizace, kterd uzaviela s ORCID
Smluvni podminky tykajici se pouzivani registru ORCID, ¢lenskych
opravnéni APl a clenskych rozhrani APl nebo jinak spliuje
podminky stanovené ORCID.

Clenskym oprévnénim (opravnénimi) APl se rozumi jedine¢ny
pfistupovy kod, ktery ORCID poskytuje kazdému c¢lenu konsorcia k
pouzivani ¢lenského API.

Clenskymi vyhodami se rozumi vyuzivani aspekt( registru ORCID,
které jsou k dispozici pouze ¢lenlim ORCID, jak je popsano v téchto
Smluvnich podminkach a na internetovych strankdch ORCID, ve
znéni obcasnych zmén provedenych spolecnosti ORCID.
Identifikdtorem ORCID se rozumi globalné jedinecny identifikator
pridéleny jednotlivci sluzbou ORCID.

Postupy ORCID pro feseni spord se rozumi postupy, které ORCID
pouziva na pomoc ¢lendim a dal$im uZivatellim registru ORCID pfi
feSeni sporll o spravnost Udaji o zdznamech, zvefejnéné na
webovych strankdch ORCID na https://info.orcid.org/dispute-
procedures/, ve znéni ob¢asnych zmén provedenych ORCID.
Zaznam ORCID znamena informace o jednotlivci v registru ORCID
jind neZ Systémové udaje.

ORCID Konsorcialni smlouva

Registrem ORCID se rozumi databaze ORCID, kterd obsahuje
vSechny udaje o zaznamech.

Zasadami ochrany osobnich Udaju se rozumi postupy a zavazky
spoleénosti ORCID tykajici se ochrany osobnich (dajd, které
spoleCnost ORCID zvefejiuje pod ndzvem ,zdsady ochrany
osobnich Udaji“ na internetovych strdankach ORCID na
https://info.orcid.org/privacy-policy/, ve znéni, které spolecnost
ORCID ¢as od ¢asu méni.

Nastaveni_ochrany osobnich ddajl znamend volby urcujici, zda
konkrétni Udaje v rdmci zaznamu maiji byt soukromymi udaji, udaji
s omezenym pristupem nebo verejnymi udaji. (Dalsi informace o
nastaveni ochrany osobnich Gdaju naleznete v zasadach ochrany
osobnich udaju.)

Verejné povéreni APl znamend jedinecny pfistupovy kdéd pro
pfistup k bezplatnému verejnému APl spolecnosti ORCID, které
umozniuje jednotlivedim, ktefi nejsou pridruZeni k ¢lenim ORCID,
pfipojit své systémy a aplikace k registru ORCID pomoci
komunikace mezi stroji a Cist vefejna data.

Verejnym datovym souborem se rozumi soubor vsech verejnych
dat v registru ORCID k danému datu, ktery Ize stahnout ze zdznamd
vytvorenych nebo narokovanych jednotlivcem.

Zaznamovymi daty se rozumi jednotlivé datové prvky v zaznamu,
véetné identifikatoru ORCID a metadat spojenych s propojenymi
vyzkumnymi objekty. Za soucast dat zaznamu se povazuje odkaz,
nikoli vSak samotny odkazovany objekt (napf. text nebo Uplna
metadata).

Obdobi obnoveni znamena kazdé nasledujici obdobi nasledujici po
Pocéatecnim obdobi.

Systémovymi Udaji se rozumi Udaje spojené se zaznamem, které
nejsou soucasti viditeIného registru ORCID, napfiklad heslo.
Smluvnimi podminkami se rozumi tyto Podminky Cclenstvi
v konsorciu ORCID.

Dlvéryhodnou osobou se rozumi osoba, které jednotlivec udélil
opravnéni spravovat zaznam ORCID svym jménem, vcietné
nastaveni soukromi, Uprav a ukladani dat a jmenovani
dlvéryhodnych organizaci.

Dlvéryhodnou organizaci se rozumi ¢len, kterému fyzicka osoba
(nebo jeji dGvéryhodna osoba ¢i osoby) udélila prava k ukladani

a upravovani dat zaznamu a/nebo ¢teni dat zdznamu, ktera byla
oznacena jako , data s omezenym pfistupem®”.

PouZitim se rozumi pouZiti, ukladani, poskytovani sublicenci,
reprodukce, Upravy, prenos, distribuce, verejné predvadéni a
verejné vystavovani, vetné komeréniho pouZziti.
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STANDARD CONTRACTUAL CLAUSES FOR THE TRANSFER OF PERSONAL

DATA TO THIRD COUNTRIES
CONTROLLER TO CONTROLLER

WHEREAS, the National Library of Technology (“Consortium Leader”), acting on its own
behalf and as agent for each of its members identified by Consortium Leader in the ORCID self-
service tool at http://orcid.org/self-service (as may be updated from time to time by Consortium
Leader) (collectively, the “Consortium Members”) and ORCID, Inc. (“ORCID”) have entered
into a Consortium Member License Agreement;

WHEREAS, in connection with such agreement, Consortium Leader and Consortium Members
are transferring certain personal data to ORCID, and ORCID is processing such data;

WHEREAS, the European Commission has approved standard contractual clauses in the form
set forth below for such transfer and processing of personal data;

WHEREAS, the Consortium Leader represents and warrants that it has the legal authority and
has obtained legally permissible consents to act as the Consortium Members’ agents and bind
them to these standard contractual clauses;

WHEREAS, Consortium Leader and the Consortium Members are hereinafter referred to
collectively as the ‘data exporter’ for purposes of Clause 1(b) below;

NOW THEREFORE, for good and valuable consideration, the sufficiency of which is
acknowledged, the parties agree (i) on the following standard contractual clauses to ensure
appropriate data protection safeguards for international data transfers and processing in
connection with the Consortium Member License Agreement, and (ii) that Consortium Leader,
Consortium Members and ORCID are hereby contractually bound by these standard contractual
clauses.

SECTION I
Clause 1
Purpose and scope

(a) The purpose of these standard contractual clauses is to ensure compliance with the
requirements of Regulation (EU) 2016/679 of the European Parliament and of the
Council of 27 April 2016 on the protection of natural persons with regard to the
processing of personal data and on the free movement of such data (General Data
Protection Regulation) (1) for the transfer of personal data to a third country.

(b) The Parties:

(1) the natural or legal person(s), public authority/ies, agency/ies or other body/ies
(hereinafter ‘entity/ies’) transferring the personal data, as listed in Annex I.A and in
the ORCID self-service tool at http://orcid.org/self-service (hereinafter each ‘data
exporter’), and



(i) the entity/ies in a third country receiving the personal data from the data exporter,
directly or indirectly via another entity also Party to these Clauses, as listed in
Annex LA (hereinafter each ‘data importer’)

have agreed to these standard contractual clauses (hereinafter: ‘Clauses’).

(c) These Clauses apply with respect to the transfer of personal data as specified in Annex
L.B.

(d) The Appendix to these Clauses containing the Annexes referred to therein forms an
integral part of these Clauses.

Clause 2
Effect and invariability of the Clauses
(a) These Clauses set out appropriate safeguards, including enforceable data subject rights

and effective legal remedies, pursuant to Article 46(1) and Article 46(2)(c) of Regulation
(EU) 2016/679 and, with respect to data transfers from controllers to processors and/or
processors to processors, standard contractual clauses pursuant to Article 28(7) of
Regulation (EU) 2016/679, provided they are not modified, except to select the
appropriate Module(s) or to add or update information in the Appendix. This does not
prevent the Parties from including the standard contractual clauses laid down in these
Clauses in a wider contract and/or to add other clauses or additional safeguards, provided
that they do not contradict, directly or indirectly, these Clauses or prejudice the
fundamental rights or freedoms of data subjects.

(b) These Clauses are without prejudice to obligations to which the data exporter is subject
by virtue of Regulation (EU) 2016/679.

Clause 3
Third-party beneficiaries

(a) Data subjects may invoke and enforce these Clauses, as third-party beneficiaries, against
the data exporter and/or data importer, with the following exceptions:

(1) Clause 1, Clause 2, Clause 3, Clause 6, Clause 7,
(i1)) Clause 8.5 (e) and Clause 8.9(b);

(ii1) Clause 12(a) and (d);

(iv) Clause 13;

(v) Clause 15.1(c), (d) and (e);

(vi) Clause 16(e);



(vii) Clause 18(a) and (b).

(b) Paragraph (a) is without prejudice to rights of data subjects under Regulation (EU)
2016/679.

Clause 4
Interpretation

(a) Where these Clauses use terms that are defined in Regulation (EU) 2016/679, those terms
shall have the same meaning as in that Regulation.

(b) These Clauses shall be read and interpreted in the light of the provisions of Regulation
(EU) 2016/679.

(c) These Clauses shall not be interpreted in a way that conflicts with rights and obligations
provided for in Regulation (EU) 2016/679.

Clause 5

Hierarchy

In the event of a contradiction between these Clauses and the provisions of related agreements
between the Parties, existing at the time these Clauses are agreed or entered into thereafter, these
Clauses shall prevail.

Clause 6

Description of the transfer(s)

The details of the transfer(s), and in particular the categories of personal data that are transferred
and the purpose(s) for which they are transferred, are specified in Annex [.B.

SECTION II - OBLIGATIONS OF THE PARTIES

Clause 8

Data protection safeguards

The data exporter warrants that it has used reasonable efforts to determine that the data importer
is able, through the implementation of appropriate technical and organisational measures, to
satisfy its obligations under these Clauses.

8.1 Purpose limitation

The data importer shall process the personal data only for the specific purpose(s) of the transfer,
as set out in Annex [.B. It may only process the personal data for another purpose:



(1) where it has obtained the data subject’s prior consent;

(i1)) where necessary for the establishment, exercise or defence of legal claims in the context
of specific administrative, regulatory or judicial proceedings; or

(ii1) where necessary in order to protect the vital interests of the data subject or of another
natural person.

8.2 Transparency

(a) In order to enable data subjects to effectively exercise their rights pursuant to Clause 10,
the data importer shall inform them, either directly or through the data exporter:

(1) ofits identity and contact details;
(i1) of the categories of personal data processed;
(ii1) of the right to obtain a copy of these Clauses;

(iv) where it intends to onward transfer the personal data to any third party/ies, of the
recipient or categories of recipients (as appropriate with a view to providing
meaningful information), the purpose of such onward transfer and the ground
therefore pursuant to Clause 8.7.

(b) Paragraph (a) shall not apply where the data subject already has the information,
including when such information has already been provided by the data exporter, or
providing the information proves impossible or would involve a disproportionate effort
for the data importer. In the latter case, the data importer shall, to the extent possible,
make the information publicly available.

(c) On request, the Parties shall make a copy of these Clauses, including the Appendix as
completed by them, available to the data subject free of charge. To the extent necessary
to protect business secrets or other confidential information, including personal data, the
Parties may redact part of the text of the Appendix prior to sharing a copy, but shall
provide a meaningful summary where the data subject would otherwise not be able to
understand its content or exercise his/her rights. On request, the Parties shall provide the
data subject with the reasons for the redactions, to the extent possible without revealing
the redacted information.

(d) Paragraphs (a) to (c) are without prejudice to the obligations of the data exporter under
Articles 13 and 14 of Regulation (EU) 2016/679.

8.3 Accuracy and data minimisation

(a) Each Party shall ensure that the personal data is accurate and, where necessary, kept up to
date. The data importer shall take every reasonable step to ensure that personal data that
is inaccurate, having regard to the purpose(s) of processing, is erased or rectified without
delay.



(b) If one of the Parties becomes aware that the personal data it has transferred or received is
inaccurate, or has become outdated, it shall inform the other Party without undue delay.

(c) The data importer shall ensure that the personal data is adequate, relevant and limited to
what is necessary in relation to the purpose(s) of processing.

8.4 Storage limitation

The data importer shall retain the personal data for no longer than necessary for the purpose(s)
for which it is processed. It shall put in place appropriate technical or organisational measures to
ensure compliance with this obligation, including erasure or anonymisation (2) of the data and all
back-ups at the end of the retention period.

8.5 Security of processing

(a) The data importer and, during transmission, also the data exporter shall implement
appropriate technical and organisational measures to ensure the security of the personal
data, including protection against a breach of security leading to accidental or unlawful
destruction, loss, alteration, unauthorised disclosure or access (hereinafter ‘personal data
breach’). In assessing the appropriate level of security, they shall take due account of the
state of the art, the costs of implementation, the nature, scope, context and purpose(s) of
processing and the risks involved in the processing for the data subject. The Parties shall
in particular consider having recourse to encryption or pseudonymisation, including
during transmission, where the purpose of processing can be fulfilled in that manner.

(b) The Parties have agreed on the technical and organisational measures set out in Annex II.
The data importer shall carry out regular checks to ensure that these measures continue to
provide an appropriate level of security.

(c) The data importer shall ensure that persons authorised to process the personal data have
committed themselves to confidentiality or are under an appropriate statutory obligation
of confidentiality.

(d) In the event of a personal data breach concerning personal data processed by the data
importer under these Clauses, the data importer shall take appropriate measures to
address the personal data breach, including measures to mitigate its possible adverse
effects.

(e) In case of a personal data breach that is likely to result in a risk to the rights and freedoms
of natural persons, the data importer shall without undue delay notify both the data
exporter and the competent supervisory authority pursuant to Clause 13. Such notification
shall contain 1) a description of the nature of the breach (including, where possible,
categories and approximate number of data subjects and personal data records
concerned), i1) its likely consequences, iii) the measures taken or proposed to address the
breach, and iv) the details of a contact point from whom more information can be
obtained. To the extent it is not possible for the data importer to provide all the
information at the same time, it may do so in phases without undue further delay.



(f) In case of a personal data breach that is likely to result in a high risk to the rights and
freedoms of natural persons, the data importer shall also notify without undue delay the
data subjects concerned of the personal data breach and its nature, if necessary in
cooperation with the data exporter, together with the information referred to in paragraph
(e), points ii) to iv), unless the data importer has implemented measures to significantly
reduce the risk to the rights or freedoms of natural persons, or notification would involve
disproportionate efforts. In the latter case, the data importer shall instead issue a public
communication or take a similar measure to inform the public of the personal data
breach.

(g) The data importer shall document all relevant facts relating to the personal data breach,
including its effects and any remedial action taken, and keep a record thereof.

8.6 Sensitive data

Where the transfer involves personal data revealing racial or ethnic origin, political opinions,
religious or philosophical beliefs, or trade union membership, genetic data, or biometric data for
the purpose of uniquely identifying a natural person, data concerning health or a person’s sex life
or sexual orientation, or data relating to criminal convictions or offences (hereinafter ‘sensitive
data’), the data importer shall apply specific restrictions and/or additional safeguards adapted to
the specific nature of the data and the risks involved. This may include restricting the personnel
permitted to access the personal data, additional security measures (such as pseudonymisation)
and/or additional restrictions with respect to further disclosure.

8.7 Onward transfers

The data importer shall not disclose the personal data to a third party located outside the
European Union (3) (in the same country as the data importer or in another third country,
hereinafter ‘onward transfer’) unless the third party is or agrees to be bound by these Clauses,
under the appropriate Module. Otherwise, an onward transfer by the data importer may only take
place if:

(1) itis to a country benefiting from an adequacy decision pursuant to Article 45 of
Regulation (EU) 2016/679 that covers the onward transfer;

(i1) the third party otherwise ensures appropriate safeguards pursuant to Articles 46 or 47 of
Regulation (EU) 2016/679 with respect to the processing in question;

(iii) the third party enters into a binding instrument with the data importer ensuring the same
level of data protection as under these Clauses, and the data importer provides a copy of
these safeguards to the data exporter;

(iv) it is necessary for the establishment, exercise or defence of legal claims in the context of
specific administrative, regulatory or judicial proceedings;

(v) itis necessary in order to protect the vital interests of the data subject or of another
natural person; or



(vi) where none of the other conditions apply, the data importer has obtained the explicit
consent of the data subject for an onward transfer in a specific situation, after having
informed him/her of its purpose(s), the identity of the recipient and the possible risks of
such transfer to him/her due to the lack of appropriate data protection safeguards. In this
case, the data importer shall inform the data exporter and, at the request of the latter,
shall transmit to it a copy of the information provided to the data subject.

Any onward transfer is subject to compliance by the data importer with all the other safeguards
under these Clauses, in particular purpose limitation.

8.8 Processing under the authority of the data importer

The data importer shall ensure that any person acting under its authority, including a processor,
processes the data only on its instructions.

8.9 Documentation and compliance

(a) Each Party shall be able to demonstrate compliance with its obligations under these
Clauses. In particular, the data importer shall keep appropriate documentation of the
processing activities carried out under its responsibility.

(b) The data importer shall make such documentation available to the competent supervisory
authority on request.

Clause 9 — Intentionally left blank
Clause 10

Data subject rights

(a) The data importer, where relevant with the assistance of the data exporter, shall deal with
any enquiries and requests it receives from a data subject relating to the processing of
his/her personal data and the exercise of his/her rights under these Clauses without undue
delay and at the latest within one month of the receipt of the enquiry or request. (10) The
data importer shall take appropriate measures to facilitate such enquiries, requests and the
exercise of data subject rights. Any information provided to the data subject shall be in an
intelligible and easily accessible form, using clear and plain language.

(b) In particular, upon request by the data subject the data importer shall, free of charge:

(i) provide confirmation to the data subject as to whether personal data concerning
him/her is being processed and, where this is the case, a copy of the data relating to
him/her and the information in Annex I; if personal data has been or will be onward
transferred, provide information on recipients or categories of recipients (as
appropriate with a view to providing meaningful information) to which the personal
data has been or will be onward transferred, the purpose of such onward transfers
and their ground pursuant to Clause 8.7; and provide information on the right to
lodge a complaint with a supervisory authority in accordance with Clause 12(c)(i);



(i1) rectify inaccurate or incomplete data concerning the data subject;

(ii1) erase personal data concerning the data subject if such data is being or has been
processed in violation of any of these Clauses ensuring third-party beneficiary rights,
or if the data subject withdraws the consent on which the processing is based.

(c) Where the data importer processes the personal data for direct marketing purposes, it
shall cease processing for such purposes if the data subject objects to it.

(d) The data importer shall not make a decision based solely on the automated processing of
the personal data transferred (hereinafter ‘automated decision’), which would produce
legal effects concerning the data subject or similarly significantly affect him/her, unless
with the explicit consent of the data subject or if authorised to do so under the laws of the
country of destination, provided that such laws lays down suitable measures to safeguard
the data subject’s rights and legitimate interests. In this case, the data importer shall,
where necessary in cooperation with the data exporter:

(1) inform the data subject about the envisaged automated decision, the envisaged
consequences and the logic involved; and

(i1)) implement suitable safeguards, at least by enabling the data subject to contest the
decision, express his/her point of view and obtain review by a human being.

(e) Where requests from a data subject are excessive, in particular because of their repetitive
character, the data importer may either charge a reasonable fee taking into account the
administrative costs of granting the request or refuse to act on the request.

(f) The data importer may refuse a data subject’s request if such refusal is allowed under the
laws of the country of destination and is necessary and proportionate in a democratic
society to protect one of the objectives listed in Article 23(1) of Regulation (EU)
2016/679.

(g) If the data importer intends to refuse a data subject’s request, it shall inform the data
subject of the reasons for the refusal and the possibility of lodging a complaint with the
competent supervisory authority and/or seeking judicial redress.

Clause 11
Redress

(a) The data importer shall inform data subjects in a transparent and easily accessible format,
through individual notice or on its website, of a contact point authorised to handle
complaints. It shall deal promptly with any complaints it receives from a data subject.

(b) In case of a dispute between a data subject and one of the Parties as regards compliance
with these Clauses, that Party shall use its best efforts to resolve the issue amicably in a
timely fashion. The Parties shall keep each other informed about such disputes and,
where appropriate, cooperate in resolving them.



(c) Where the data subject invokes a third-party beneficiary right pursuant to Clause 3, the
data importer shall accept the decision of the data subject to:

(1) lodge a complaint with the supervisory authority in the Member State of his/her
habitual residence or place of work, or the competent supervisory authority pursuant
to Clause 13;

(i) refer the dispute to the competent courts within the meaning of Clause 18.

(d) The Parties accept that the data subject may be represented by a not-for-profit body,
organisation or association under the conditions set out in Article 80(1) of Regulation
(EU) 2016/679.

(e) The data importer shall abide by a decision that is binding under the applicable EU or
Member State law.

(f) The data importer agrees that the choice made by the data subject will not prejudice
his/her substantive and procedural rights to seek remedies in accordance with applicable
laws.

Clause 12
Liability
(a) Each Party shall be liable to the other Party/ies for any damages it causes the other

Party/ies by any breach of these Clauses.

(b) Each Party shall be liable to the data subject, and the data subject shall be entitled to
receive compensation, for any material or non-material damages that the Party causes the
data subject by breaching the third-party beneficiary rights under these Clauses. This is
without prejudice to the liability of the data exporter under Regulation (EU) 2016/679.

(c) Where more than one Party is responsible for any damage caused to the data subject as a
result of a breach of these Clauses, all responsible Parties shall be jointly and severally
liable and the data subject is entitled to bring an action in court against any of these
Parties.

(d) The Parties agree that if one Party is held liable under paragraph (c), it shall be entitled to
claim back from the other Party/ies that part of the compensation corresponding to

its/their responsibility for the damage.

(e) The data importer may not invoke the conduct of a processor or sub-processor to avoid its
own liability.

Clause 13

Supervision



(a) Where the data exporter is established in an EU Member State: The supervisory authority
with responsibility for ensuring compliance by the data exporter with Regulation (EU)
2016/679 as regards the data transfer, as indicated in Annex I.C, shall act as competent
supervisory authority.

Where the data exporter is not established in an EU Member State, but falls within the
territorial scope of application of Regulation (EU) 2016/679 in accordance with its
Article 3(2) and has appointed a representative pursuant to Article 27(1) of Regulation
(EU) 2016/679: The supervisory authority of the Member State in which the
representative within the meaning of Article 27(1) of Regulation (EU) 2016/679 is
established, as indicated in Annex 1.C, shall act as competent supervisory authority.

Where the data exporter is not established in an EU Member State, but falls within the
territorial scope of application of Regulation (EU) 2016/679 in accordance with its
Article 3(2) without however having to appoint a representative pursuant to Article 27(2)
of Regulation (EU) 2016/679: The supervisory authority of one of the Member States in
which the data subjects whose personal data is transferred under these Clauses in relation
to the offering of goods or services to them, or whose behaviour is monitored, are
located, as indicated in Annex 1.C, shall act as competent supervisory authority.

(b) The data importer agrees to submit itself to the jurisdiction of and cooperate with the
competent supervisory authority in any procedures aimed at ensuring compliance with
these Clauses. In particular, the data importer agrees to respond to enquiries, submit to
audits and comply with the measures adopted by the supervisory authority, including
remedial and compensatory measures. It shall provide the supervisory authority with
written confirmation that the necessary actions have been taken.

SECTION III - LOCAL LAWS AND OBLIGATIONS IN CASE OF ACCESS BY
PUBLIC AUTHORITIES

Clause 14
Local laws and practices affecting compliance with the Clauses

(a) The Parties warrant that they have no reason to believe that the laws and practices in the
third country of destination applicable to the processing of the personal data by the data
importer, including any requirements to disclose personal data or measures authorising
access by public authorities, prevent the data importer from fulfilling its obligations
under these Clauses. This is based on the understanding that laws and practices that
respect the essence of the fundamental rights and freedoms and do not exceed what is
necessary and proportionate in a democratic society to safeguard one of the objectives
listed in Article 23(1) of Regulation (EU) 2016/679, are not in contradiction with these
Clauses.

(b) The Parties declare that in providing the warranty in paragraph (a), they have taken due
account in particular of the following elements:

(1) the specific circumstances of the transfer, including the length of the processing
chain, the number of actors involved and the transmission channels used; intended
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onward transfers; the type of recipient; the purpose of processing; the categories and
format of the transferred personal data; the economic sector in which the transfer
occurs; the storage location of the data transferred;

(i1) the laws and practices of the third country of destination— including those requiring
the disclosure of data to public authorities or authorising access by such authorities —
relevant in light of the specific circumstances of the transfer, and the applicable
limitations and safeguards (12);

(ii1) any relevant contractual, technical or organisational safeguards put in place to
supplement the safeguards under these Clauses, including measures applied during
transmission and to the processing of the personal data in the country of destination.

(c) The data importer warrants that, in carrying out the assessment under paragraph (b), it has
made its best efforts to provide the data exporter with relevant information and agrees
that it will continue to cooperate with the data exporter in ensuring compliance with these
Clauses.

(d) The Parties agree to document the assessment under paragraph (b) and make it available
to the competent supervisory authority on request.

(e) The data importer agrees to notify the data exporter promptly if, after having agreed to
these Clauses and for the duration of the contract, it has reason to believe that it is or has
become subject to laws or practices not in line with the requirements under paragraph (a),
including following a change in the laws of the third country or a measure (such as a
disclosure request) indicating an application of such laws in practice that is not in line
with the requirements in paragraph (a).

(f) Following a notification pursuant to paragraph (e), or if the data exporter otherwise has
reason to believe that the data importer can no longer fulfil its obligations under these
Clauses, the data exporter shall promptly identify appropriate measures (e.g. technical or
organisational measures to ensure security and confidentiality) to be adopted by the data
exporter and/or data importer to address the situation. The data exporter shall suspend the
data transfer if it considers that no appropriate safeguards for such transfer can be
ensured, or if instructed by the competent supervisory authority to do so. In this case, the
data exporter shall be entitled to terminate the contract, insofar as it concerns the
processing of personal data under these Clauses. If the contract involves more than two
Parties, the data exporter may exercise this right to termination only with respect to the
relevant Party, unless the Parties have agreed otherwise. Where the contract is terminated
pursuant to this Clause, Clause 16(d) and (e) shall apply.

Clause 15
Obligations of the data importer in case of access by public authorities
15.1 Notification

(a) The data importer agrees to notify the data exporter and, where possible, the data subject
promptly (if necessary with the help of the data exporter) if it:

11



(1) receives a legally binding request from a public authority, including judicial
authorities, under the laws of the country of destination for the disclosure of personal
data transferred pursuant to these Clauses; such notification shall include
information about the personal data requested, the requesting authority, the legal
basis for the request and the response provided; or

(i1)) becomes aware of any direct access by public authorities to personal data transferred
pursuant to these Clauses in accordance with the laws of the country of destination;
such notification shall include all information available to the importer.

(b) If the data importer is prohibited from notifying the data exporter and/or the data subject
under the laws of the country of destination, the data importer agrees to use its best
efforts to obtain a waiver of the prohibition, with a view to communicating as much
information as possible, as soon as possible. The data importer agrees to document its
best efforts in order to be able to demonstrate them on request of the data exporter.

(c) Where permissible under the laws of the country of destination, the data importer agrees
to provide the data exporter, at regular intervals for the duration of the contract, with as
much relevant information as possible on the requests received (in particular, number of
requests, type of data requested, requesting authority/ies, whether requests have been
challenged and the outcome of such challenges, etc.).

(d) The data importer agrees to preserve the information pursuant to paragraphs (a) to (c) for
the duration of the contract and make it available to the competent supervisory authority
on request.

(e) Paragraphs (a) to (c) are without prejudice to the obligation of the data importer pursuant
to Clause 14(e) and Clause 16 to inform the data exporter promptly where it is unable to
comply with these Clauses.

15.2 Review of legality and data minimisation

(a) The data importer agrees to review the legality of the request for disclosure, in particular
whether it remains within the powers granted to the requesting public authority, and to
challenge the request if, after careful assessment, it concludes that there are reasonable
grounds to consider that the request is unlawful under the laws of the country of
destination, applicable obligations under international law and principles of international
comity. The data importer shall, under the same conditions, pursue possibilities of appeal.
When challenging a request, the data importer shall seek interim measures with a view to
suspending the effects of the request until the competent judicial authority has decided on
its merits. It shall not disclose the personal data requested until required to do so under
the applicable procedural rules. These requirements are without prejudice to the
obligations of the data importer under Clause 14(e).

(b) The data importer agrees to document its legal assessment and any challenge to the
request for disclosure and, to the extent permissible under the laws of the country of
destination, make the documentation available to the data exporter. It shall also make it
available to the competent supervisory authority on request.
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(c) The data importer agrees to provide the minimum amount of information permissible
when responding to a request for disclosure, based on a reasonable interpretation of the
request.

SECTION IV - FINAL PROVISIONS
Clause 16
Non-compliance with the Clauses and termination

(a) The data importer shall promptly inform the data exporter if it is unable to comply with
these Clauses, for whatever reason.

(b) In the event that the data importer is in breach of these Clauses or unable to comply with
these Clauses, the data exporter shall suspend the transfer of personal data to the data
importer until compliance is again ensured or the contract is terminated. This is without
prejudice to Clause 14(f).

(c) The data exporter shall be entitled to terminate the contract, insofar as it concerns the
processing of personal data under these Clauses, where:

(1) the data exporter has suspended the transfer of personal data to the data importer
pursuant to paragraph (b) and compliance with these Clauses is not restored within a
reasonable time and in any event within one month of suspension;

(i1) the data importer is in substantial or persistent breach of these Clauses; or

(ii1) the data importer fails to comply with a binding decision of a competent court or
supervisory authority regarding its obligations under these Clauses.

In these cases, it shall inform the competent supervisory authority of such non-
compliance. Where the contract involves more than two Parties, the data exporter may
exercise this right to termination only with respect to the relevant Party, unless the Parties
have agreed otherwise.

(d) Personal data that has been transferred prior to the termination of the contract pursuant to
paragraph (c) shall at the choice of the data exporter immediately be returned to the data
exporter or deleted in its entirety. The same shall apply to any copies of the data. The
data importer shall certify the deletion of the data to the data exporter. Until the data is
deleted or returned, the data importer shall continue to ensure compliance with these
Clauses. In case of local laws applicable to the data importer that prohibit the return or
deletion of the transferred personal data, the data importer warrants that it will continue
to ensure compliance with these Clauses and will only process the data to the extent and
for as long as required under that local law.

(e) Either Party may revoke its agreement to be bound by these Clauses where (i) the
European Commission adopts a decision pursuant to Article 45(3) of Regulation (EU)
2016/679 that covers the transfer of personal data to which these Clauses apply; or (ii)

13



Regulation (EU) 2016/679 becomes part of the legal framework of the country to which
the personal data is transferred. This is without prejudice to other obligations applying to
the processing in question under Regulation (EU) 2016/679.

Clause 17

Governing law

These Clauses shall be governed by the law of one of the EU Member States, provided such law
allows for third-party beneficiary rights. The Parties agree that this shall be the law of Ireland.
Clause 18

Choice of forum and jurisdiction

(a) Any dispute arising from these Clauses shall be resolved by the courts of an EU Member
State.

(b) The Parties agree that those shall be the courts of Ireland.
(c) A data subject may also bring legal proceedings against the data exporter and/or data
importer before the courts of the Member State in which he/she has his/her habitual

residence.

(d) The Parties agree to submit themselves to the jurisdiction of such courts.
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A.

ANNEX 1

LIST OF PARTIES

Data exporter(s): [Identity and contact details of the data exporter(s) and, where applicable, of
its/their data protection officer and/or representative in the European Union].

Role (controller/processor): Controller

Name: National Library of Technology
Address: Technicka 2710/6, 160 80 Praha 6 - Dejvice
Contact person’s name, position and contact details: ............cceevieriiriiiinieniieeeeee e

Activities relevant to the data transferred under these Clauses: Using the ORCID
Member API service to update records held on the ORCID
Registry platform

Signature and date:

On behalf of itself and its Consortium Members.

Data importer(s): /Identity and contact details of the data importer(s), including any contact
person with responsibility for data protection].

B.

Name: ORCID, Inc

Address: 10411 Motor City Drive, Suite 750, Bethesda MD 20817,
USA

Contact person’s name, position and contact details: Wi11 Simpson; Director,
Technology; [ G o,

Activities relevant to the data transferred under these Clauses: Providing the ORCID
Member API service for updating records held on the ORCID
Registry platform.

DESCRIPTION OF TRANSFER

Categories of data subjects whose personal data is transferred

The personal data transferred may concern researchers, staff, students, grant applicants, grant
applicant reviewers, authors, editors, journal reviewers, and other individuals involved in the
activities of the exporter.
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Categories of personal data transferred

e name (including variations of the data subject’s name), email address, online and other
social media profiles;

e details of grants and funding awarded or applied for by data subjects;

e details of research papers and other submissions (e.g. peer reviewed publications) or
works developed or contributed to by data subjects;

e (etails of entities which the data subject is affiliated to or employed by;

e details of the data subject’s education, qualifications, awards, honors, membership,
service and positions (e.g. visiting fellow); and

e any other personal data that may be submitted to ORCID.

Sensitive data transferred (if applicable) and applied restrictions or safeguards that fully take
into consideration the nature of the data and the risks involved, such as for instance strict
purpose limitation, access restrictions (including access only for staff having followed
specialised training), keeping a record of access to the data, restrictions for onward transfers or
additional security measures.

N/A

The frequency of the transfer (e.g., whether the data is transferred on a one-off or continuous
basis).

The data will be transferred on a continuous basis, as determined by the exporter.

Nature of the processing

The personal data transferred will be subject to the following basic processing activities:

Receiving data, including collection, accessing, retrieval, recording, and data entry
Holding data, including storage, organisation and structuring

Using data, including analysing, consultation, and testing

Protecting data, including restricting, encrypting, and security testing

Sharing data, including disclosure, dissemination, allowing access or otherwise making
available

Returning data to the data exporter or data subject

e Erasing data, including destruction and deletion

Purpose(s) of the data transfer and further processing
The transfer is made for the purpose of updating records held on the ORCID Registry platform.

The period for which the personal data will be retained, or, if that is not possible, the criteria
used to determine that period

The personal data will be retained for as long as required for the data importer to perform the
services or as long as required to comply with applicable laws.
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For transfers to (sub-) processors, also specify subject matter, nature and duration of the
processing

N/A
C. COMPETENT SUPERVISORY AUTHORITY

Identify the competent supervisory authority/ies in accordance with Clause 13

Data Protection Commission, Ireland
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ANNEX 11

TECHNICAL AND ORGANISATIONAL MEASURES INCLUDING TECHNICAL AND
ORGANISATIONAL MEASURES TO ENSURE THE SECURITY OF THE DATA

EXPLANATORY NOTE:

The technical and organizational measures must be described in specific (and not generic) terms.
See also the general comment on the first page of the Appendix, in particular on the need to
clearly indicate which measures apply to each transfer/set of transfers.

Description of the technical and organisational measures implemented by the data importer(s)
(including any relevant certifications) to ensure an appropriate level of security, taking into
account the nature, scope, context and purpose of the processing, and the risks for the rights and
freedoms of natural persons.

1. Security Policy and Procedures. Data importer maintains a cybersecurity program that
documents the policies, standards, and controls it uses that secure the information and
resources related to the Services. The documentation includes organizational, administrative,
technical, and physical safeguards and standards appropriate to the size and complexity, the
scope of the activities, and the sensitivity of the Personal Data at issue

2. Network Management.

a.

Event Logging. Data importer has and will log all key security-related events,
including user activities, exceptions, faults, and information security events,
which will be produced, kept and regularly reviewed.

Remote Access. Remote access to a network containing Personal Data or access
to Customer systems will be done via a secure connection (e.g., VPN). All
extranet connectivity into Customer systems will be through Customer-approved
and authorized secure remote connections.

Access Control. Data importer will restrict access to Personal Data to only
authorized individuals. Data importer will regularly review user access
privileges.

Network Controls. Data importer will secure all data and communications
networks to ensure the protection of Personal Data.

Malware Controls. At all times during the provision of any Services, Data
importer will make reasonable efforts to ensure that all Services do not contain
malicious software or malware.

Encryption. Data importer will encrypt all Personal Data in transit and at rest
using industry standard encryption solutions.

Passwords and Multi-Factor Authentication. Data importer personnel will use
unique passwords that are regularly updated. All passwords must remain
confidential and will not be shared between Data importer’s employees,
contractors, or third-party users. Data importer will implement multifactor
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authentication for accounts with access to Personal Data and Controller systems
and networks.

h. Data Backups. To ensure the ability to restore the availability and access to
Personal Data in a timely manner in the event of a physical or technical incident,
Data importer will ensure that backups of essential information and software, and
in particular any Personal Data, are performed on a regular basis and Data
importer shall test the backup process regularly.

3. Physical Security. Data importer will actively manage the physical security controls and
ensure all buildings throughout Data importer’s enterprise that house critical IT functions
(e.g., data centers, network facilities, and key user areas) and store, process or transmit
Personal Data are physically protected from unauthorized access.

4. Training. Data importer will provide training on data security and privacy matters so
that all members of Data importer who handle Personal Data are trained in these matters.

5. Information security incident management. Data importer will maintain policies and
procedures to develop a consistent and effective approach to the management of
information security incidents.
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STANDARD CONTRACTUAL CLAUSES FOR THE TRANSFER OF PERSONAL

DATA TO THIRD COUNTRIES
CONTROLLER TO PROCESSOR

WHEREAS, the National Library of Technology (“Consortium Leader”), acting on its own
behalf and as agent for each of its members identified by Consortium Leader in the ORCID self-
service tool at http://orcid.org/self-service (as may be updated from time to time by Consortium
Leader) (collectively, the “Consortium Members’) and ORCID, Inc. (“ORCID”) have entered
into a Consortium Member License Agreement;

WHEREAS, in connection with such agreement, Consortium Leader and Consortium Members
are transferring certain personal data to ORCID, and ORCID is processing such data;

WHEREAS, the European Commission has approved standard contractual clauses in the form
set forth below for such transfer and processing of personal data;

WHEREAS, the Consortium Leader represents and warrants that it has the legal authority and
has obtained legally permissible consents to act as the Consortium Members’ agents and bind
them to these standard contractual clauses;

WHEREAS, Consortium Leader and the Consortium Members are hereinafter referred to
collectively as the ‘data exporter’ for purposes of Clause 1(b) below)

NOW THEREFORE, for good and valuable consideration, the sufficiency of which is
acknowledged, the parties agree (i) on the following standard contractual clauses to ensure
appropriate data protection safeguards for international data transfers and processing and (ii) that
Consortium Leader, Consortium Members and ORCID are hereby contractually bound by these
standard contractual clauses.

SECTION I
Clause 1
Purpose and scope

(a) The purpose of these standard contractual clauses is to ensure compliance with the
requirements of Regulation (EU) 2016/679 of the European Parliament and of the
Council of 27 April 2016 on the protection of natural persons with regard to the
processing of personal data and on the free movement of such data (General Data
Protection Regulation) (1) for the transfer of personal data to a third country.

(b) The Parties:

(i) the natural or legal person(s), public authority/ies, agency/ies or other body/ies
(hereinafter ‘entity/ies’) transferring the personal data, as listed in Annex LA
(hereinafter each ‘data exporter’), and



(i) the entity/ies in a third country receiving the personal data from the data exporter,
directly or indirectly via another entity also Party to these Clauses, as listed in
Annex LA (hereinafter each ‘data importer’)

have agreed to these standard contractual clauses (hereinafter: ‘Clauses’).

(c) These Clauses apply with respect to the transfer of personal data as specified in Annex
L.B.

(d) The Appendix to these Clauses containing the Annexes referred to therein forms an
integral part of these Clauses.

Clause 2
Effect and invariability of the Clauses
(a) These Clauses set out appropriate safeguards, including enforceable data subject rights

and effective legal remedies, pursuant to Article 46(1) and Article 46(2)(c) of Regulation
(EU) 2016/679 and, with respect to data transfers from controllers to processors and/or
processors to processors, standard contractual clauses pursuant to Article 28(7) of
Regulation (EU) 2016/679, provided they are not modified, except to select the
appropriate Module(s) or to add or update information in the Appendix. This does not
prevent the Parties from including the standard contractual clauses laid down in these
Clauses in a wider contract and/or to add other clauses or additional safeguards, provided
that they do not contradict, directly or indirectly, these Clauses or prejudice the
fundamental rights or freedoms of data subjects.

(b) These Clauses are without prejudice to obligations to which the data exporter is subject
by virtue of Regulation (EU) 2016/679.

Clause 3
Third-party beneficiaries

(a) Data subjects may invoke and enforce these Clauses, as third-party beneficiaries, against
the data exporter and/or data importer, with the following exceptions:

(1) Clause 1, Clause 2, Clause 3, Clause 6, Clause 7,
(i1) Clause 8.1(b), 8.9(a), (c¢), (d) and (e);

(ii1) Clause 9(a), (¢), (d) and (e);

(iv) Clause 12(a), (d) and (f);

(v) Clause 13;

(vi) Clause 15.1(c), (d) and (e);



(vii) Clause 16(e);
(viii) Clause 18(a) and (b).

(b) Paragraph (a) is without prejudice to rights of data subjects under Regulation (EU)
2016/679.

Clause 4
Interpretation

(a) Where these Clauses use terms that are defined in Regulation (EU) 2016/679, those terms
shall have the same meaning as in that Regulation.

(b) These Clauses shall be read and interpreted in the light of the provisions of Regulation
(EU) 2016/679.

(c) These Clauses shall not be interpreted in a way that conflicts with rights and obligations
provided for in Regulation (EU) 2016/679.

Clause 5

Hierarchy

In the event of a contradiction between these Clauses and the provisions of related agreements
between the Parties, existing at the time these Clauses are agreed or entered into thereafter, these
Clauses shall prevail.

Clause 6

Description of the transfer(s)

The details of the transfer(s), and in particular the categories of personal data that are transferred
and the purpose(s) for which they are transferred, are specified in Annex [.B.

SECTION II - OBLIGATIONS OF THE PARTIES

Clause 8

Data protection safeguards

The data exporter warrants that it has used reasonable efforts to determine that the data importer
is able, through the implementation of appropriate technical and organisational measures, to

satisfy its obligations under these Clauses.

8.1 Instructions



(a) The data importer shall process the personal data only on documented instructions from
the data exporter. The data exporter may give such instructions throughout the duration of
the contract.

(b) The data importer shall immediately inform the data exporter if it is unable to follow
those instructions.

8.2 Purpose limitation

The data importer shall process the personal data only for the specific purpose(s) of the transfer,
as set out in Annex [.B, unless on further instructions from the data exporter.

8.3 Transparency

On request, the data exporter shall make a copy of these Clauses, including the Appendix as
completed by the Parties, available to the data subject free of charge. To the extent necessary to
protect business secrets or other confidential information, including the measures described in
Annex II and personal data, the data exporter may redact part of the text of the Appendix to these
Clauses prior to sharing a copy, but shall provide a meaningful summary where the data subject
would otherwise not be able to understand its content or exercise his/her rights. On request, the
Parties shall provide the data subject with the reasons for the redactions, to the extent possible
without revealing the redacted information. This Clause is without prejudice to the obligations of
the data exporter under Articles 13 and 14 of Regulation (EU) 2016/679.

8.4 Accuracy

If the data importer becomes aware that the personal data it has received is inaccurate, or has
become outdated, it shall inform the data exporter without undue delay. In this case, the data
importer shall cooperate with the data exporter to erase or rectify the data.

8.5 Duration of processing and erasure or return of data

Processing by the data importer shall only take place for the duration specified in Annex I.B.
After the end of the provision of the processing services, the data importer shall, at the choice of
the data exporter, delete all personal data processed on behalf of the data exporter and certify to
the data exporter that it has done so, or return to the data exporter all personal data processed on
its behalf and delete existing copies. Until the data is deleted or returned, the data importer shall
continue to ensure compliance with these Clauses. In case of local laws applicable to the data
importer that prohibit return or deletion of the personal data, the data importer warrants that it
will continue to ensure compliance with these Clauses and will only process it to the extent and
for as long as required under that local law. This is without prejudice to Clause 14, in particular
the requirement for the data importer under Clause 14(e) to notify the data exporter throughout
the duration of the contract if it has reason to believe that it is or has become subject to laws or
practices not in line with the requirements under Clause 14(a).

8.6 Security of processing

(a) The data importer and, during transmission, also the data exporter shall implement
appropriate technical and organisational measures to ensure the security of the data,



including protection against a breach of security leading to accidental or unlawful
destruction, loss, alteration, unauthorised disclosure or access to that data (hereinafter
‘personal data breach’). In assessing the appropriate level of security, the Parties shall
take due account of the state of the art, the costs of implementation, the nature, scope,
context and purpose(s) of processing and the risks involved in the processing for the data
subjects. The Parties shall in particular consider having recourse to encryption or
pseudonymisation, including during transmission, where the purpose of processing can be
fulfilled in that manner. In case of pseudonymisation, the additional information for
attributing the personal data to a specific data subject shall, where possible, remain under
the exclusive control of the data exporter. In complying with its obligations under this
paragraph, the data importer shall at least implement the technical and organisational
measures specified in Annex II. The data importer shall carry out regular checks to
ensure that these measures continue to provide an appropriate level of security.

(b) The data importer shall grant access to the personal data to members of its personnel only
to the extent strictly necessary for the implementation, management and monitoring of
the contract. It shall ensure that persons authorised to process the personal data have
committed themselves to confidentiality or are under an appropriate statutory obligation
of confidentiality.

(c) In the event of a personal data breach concerning personal data processed by the data
importer under these Clauses, the data importer shall take appropriate measures to
address the breach, including measures to mitigate its adverse effects. The data importer
shall also notify the data exporter without undue delay after having become aware of the
breach. Such notification shall contain the details of a contact point where more
information can be obtained, a description of the nature of the breach (including, where
possible, categories and approximate number of data subjects and personal data records
concerned), its likely consequences and the measures taken or proposed to address the
breach including, where appropriate, measures to mitigate its possible adverse effects.
Where, and in so far as, it is not possible to provide all information at the same time, the
initial notification shall contain the information then available and further information
shall, as it becomes available, subsequently be provided without undue delay.

(d) The data importer shall cooperate with and assist the data exporter to enable the data
exporter to comply with its obligations under Regulation (EU) 2016/679, in particular to
notify the competent supervisory authority and the affected data subjects, taking into
account the nature of processing and the information available to the data importer.

8.7 Sensitive data

Where the transfer involves personal data revealing racial or ethnic origin, political opinions,
religious or philosophical beliefs, or trade union membership, genetic data, or biometric data for
the purpose of uniquely identifying a natural person, data concerning health or a person’s sex life
or sexual orientation, or data relating to criminal convictions and offences (hereinafter ‘sensitive
data’), the data importer shall apply the specific restrictions and/or additional safeguards
described in Annex [.B.

8.8 Onward transfers



The data importer shall only disclose the personal data to a third party on documented
instructions from the data exporter. In addition, the data may only be disclosed to a third party
located outside the European Union (4) (in the same country as the data importer or in another
third country, hereinafter ‘onward transfer’) if the third party is or agrees to be bound by these
Clauses, under the appropriate Module, or if:

(1) the onward transfer is to a country benefiting from an adequacy decision pursuant to
Article 45 of Regulation (EU) 2016/679 that covers the onward transfer;

(i1) the third party otherwise ensures appropriate safeguards pursuant to Articles 46 or 47
Regulation of (EU) 2016/679 with respect to the processing in question;

(ii1) the onward transfer is necessary for the establishment, exercise or defence of legal
claims in the context of specific administrative, regulatory or judicial proceedings; or

(iv) the onward transfer is necessary in order to protect the vital interests of the data subject
or of another natural person.

Any onward transfer is subject to compliance by the data importer with all the other safeguards
under these Clauses, in particular purpose limitation.

8.9 Documentation and compliance

(a) The data importer shall promptly and adequately deal with enquiries from the data
exporter that relate to the processing under these Clauses.

(b) The Parties shall be able to demonstrate compliance with these Clauses. In particular, the
data importer shall keep appropriate documentation on the processing activities carried
out on behalf of the data exporter.

(c) The data importer shall make available to the data exporter all information necessary to
demonstrate compliance with the obligations set out in these Clauses and at the data
exporter’s request, allow for and contribute to audits of the processing activities covered
by these Clauses, at reasonable intervals or if there are indications of non-compliance. In
deciding on a review or audit, the data exporter may take into account relevant
certifications held by the data importer.

(d) The data exporter may choose to conduct the audit by itself or mandate an independent
auditor. Audits may include inspections at the premises or physical facilities of the data

importer and shall, where appropriate, be carried out with reasonable notice.

(e) The Parties shall make the information referred to in paragraphs (b) and (c), including the
results of any audits, available to the competent supervisory authority on request.

Clause 9

Use of sub-processors



The data importer has the data exporter’s general authorisation for the engagement of
sub-processor(s) from an agreed list. The data importer shall specifically inform the data
exporter in writing of any intended changes to that list through the addition or
replacement of sub-processors at least thirty days in advance, thereby giving the data
exporter sufficient time to be able to object to such changes prior to the engagement of
the sub-processor(s). The data importer shall provide the data exporter with the
information necessary to enable the data exporter to exercise its right to object.

(a) Where the data importer engages a sub-processor to carry out specific processing
activities (on behalf of the data exporter), it shall do so by way of a written contract that
provides for, in substance, the same data protection obligations as those binding the data
importer under these Clauses, including in terms of third-party beneficiary rights for data
subjects. (8) The Parties agree that, by complying with this Clause, the data importer
fulfils its obligations under Clause 8.8. The data importer shall ensure that the sub-
processor complies with the obligations to which the data importer is subject pursuant to
these Clauses.

(b) The data importer shall provide, at the data exporter’s request, a copy of such a sub-
processor agreement and any subsequent amendments to the data exporter. To the extent
necessary to protect business secrets or other confidential information, including personal
data, the data importer may redact the text of the agreement prior to sharing a copy.

(c) The data importer shall remain fully responsible to the data exporter for the performance
of the sub-processor’s obligations under its contract with the data importer. The data
importer shall notify the data exporter of any failure by the sub-processor to fulfil its
obligations under that contract.

(d) The data importer shall agree a third-party beneficiary clause with the sub-processor
whereby — in the event the data importer has factually disappeared, ceased to exist in law
or has become insolvent — the data exporter shall have the right to terminate the sub-
processor contract and to instruct the sub-processor to erase or return the personal data.

Clause 10
Data subject rights

(a) The data importer shall promptly notify the data exporter of any request it has received
from a data subject. It shall not respond to that request itself unless it has been authorised
to do so by the data exporter.

(b) The data importer shall assist the data exporter in fulfilling its obligations to respond to
data subjects’ requests for the exercise of their rights under Regulation (EU) 2016/679. In
this regard, the Parties shall set out in Annex II the appropriate technical and
organisational measures, taking into account the nature of the processing, by which the
assistance shall be provided, as well as the scope and the extent of the assistance
required.

(c) In fulfilling its obligations under paragraphs (a) and (b), the data importer shall comply
with the instructions from the data exporter.



Clause 11
Redress

(a) The data importer shall inform data subjects in a transparent and easily accessible format,
through individual notice or on its website, of a contact point authorised to handle
complaints. It shall deal promptly with any complaints it receives from a data subject.

(b) In case of a dispute between a data subject and one of the Parties as regards compliance
with these Clauses, that Party shall use its best efforts to resolve the issue amicably in a
timely fashion. The Parties shall keep each other informed about such disputes and,
where appropriate, cooperate in resolving them.

(c) Where the data subject invokes a third-party beneficiary right pursuant to Clause 3, the
data importer shall accept the decision of the data subject to:

(1) lodge a complaint with the supervisory authority in the Member State of his/her
habitual residence or place of work, or the competent supervisory authority pursuant
to Clause 13;

(i) refer the dispute to the competent courts within the meaning of Clause 18.

(d) The Parties accept that the data subject may be represented by a not-for-profit body,
organisation or association under the conditions set out in Article 80(1) of Regulation
(EU) 2016/679.

(e) The data importer shall abide by a decision that is binding under the applicable EU or
Member State law.

(f) The data importer agrees that the choice made by the data subject will not prejudice
his/her substantive and procedural rights to seek remedies in accordance with applicable
laws.

Clause 12
Liability
(a) Each Party shall be liable to the other Party/ies for any damages it causes the other

Party/ies by any breach of these Clauses.

(b) The data importer shall be liable to the data subject, and the data subject shall be entitled
to receive compensation, for any material or non-material damages the data importer or
its sub-processor causes the data subject by breaching the third-party beneficiary rights
under these Clauses.

(c) Notwithstanding paragraph (b), the data exporter shall be liable to the data subject, and
the data subject shall be entitled to receive compensation, for any material or non-
material damages the data exporter or the data importer (or its sub-processor) causes the



data subject by breaching the third-party beneficiary rights under these Clauses. This is
without prejudice to the liability of the data exporter and, where the data exporter is a
processor acting on behalf of a controller, to the liability of the controller under
Regulation (EU) 2016/679 or Regulation (EU) 2018/1725, as applicable.

(d) The Parties agree that if the data exporter is held liable under paragraph (c) for damages
caused by the data importer (or its sub-processor), it shall be entitled to claim back from
the data importer that part of the compensation corresponding to the data importer’s
responsibility for the damage.

(e) Where more than one Party is responsible for any damage caused to the data subject as a
result of a breach of these Clauses, all responsible Parties shall be jointly and severally
liable and the data subject is entitled to bring an action in court against any of these
Parties.

(f) The Parties agree that if one Party is held liable under paragraph (e), it shall be entitled to
claim back from the other Party/ies that part of the compensation corresponding to
its/their responsibility for the damage.

(g) The data importer may not invoke the conduct of a sub-processor to avoid its own
liability.

Clause 13
Supervision

(a) Where the data exporter is established in an EU Member State: The supervisory authority
with responsibility for ensuring compliance by the data exporter with Regulation (EU)
2016/679 as regards the data transfer, as indicated in Annex I.C, shall act as competent
supervisory authority.

Where the data exporter is not established in an EU Member State, but falls within the
territorial scope of application of Regulation (EU) 2016/679 in accordance with its
Article 3(2) and has appointed a representative pursuant to Article 27(1) of Regulation
(EU) 2016/679: The supervisory authority of the Member State in which the
representative within the meaning of Article 27(1) of Regulation (EU) 2016/679 is
established, as indicated in Annex 1.C, shall act as competent supervisory authority.

Where the data exporter is not established in an EU Member State, but falls within the
territorial scope of application of Regulation (EU) 2016/679 in accordance with its
Article 3(2) without however having to appoint a representative pursuant to Article 27(2)
of Regulation (EU) 2016/679: The supervisory authority of one of the Member States in
which the data subjects whose personal data is transferred under these Clauses in relation
to the offering of goods or services to them, or whose behaviour is monitored, are
located, as indicated in Annex 1.C, shall act as competent supervisory authority.

(b) The data importer agrees to submit itself to the jurisdiction of and cooperate with the
competent supervisory authority in any procedures aimed at ensuring compliance with
these Clauses. In particular, the data importer agrees to respond to enquiries, submit to



audits and comply with the measures adopted by the supervisory authority, including
remedial and compensatory measures. It shall provide the supervisory authority with
written confirmation that the necessary actions have been taken.

SECTION III - LOCAL LAWS AND OBLIGATIONS IN CASE OF ACCESS BY
PUBLIC AUTHORITIES

Clause 14
Local laws and practices affecting compliance with the Clauses

(a) The Parties warrant that they have no reason to believe that the laws and practices in the
third country of destination applicable to the processing of the personal data by the data
importer, including any requirements to disclose personal data or measures authorising
access by public authorities, prevent the data importer from fulfilling its obligations
under these Clauses. This is based on the understanding that laws and practices that
respect the essence of the fundamental rights and freedoms and do not exceed what is
necessary and proportionate in a democratic society to safeguard one of the objectives
listed in Article 23(1) of Regulation (EU) 2016/679, are not in contradiction with these
Clauses.

(b) The Parties declare that in providing the warranty in paragraph (a), they have taken due
account in particular of the following elements:

(1) the specific circumstances of the transfer, including the length of the processing
chain, the number of actors involved and the transmission channels used; intended
onward transfers; the type of recipient; the purpose of processing; the categories and
format of the transferred personal data; the economic sector in which the transfer
occurs; the storage location of the data transferred;

(i1) the laws and practices of the third country of destination— including those requiring
the disclosure of data to public authorities or authorising access by such authorities —
relevant in light of the specific circumstances of the transfer, and the applicable
limitations and safeguards (12);

(ii1) any relevant contractual, technical or organisational safeguards put in place to
supplement the safeguards under these Clauses, including measures applied during
transmission and to the processing of the personal data in the country of destination.

(c) The data importer warrants that, in carrying out the assessment under paragraph (b), it has
made its best efforts to provide the data exporter with relevant information and agrees
that it will continue to cooperate with the data exporter in ensuring compliance with these
Clauses.

(d) The Parties agree to document the assessment under paragraph (b) and make it available
to the competent supervisory authority on request.

(e) The data importer agrees to notify the data exporter promptly if, after having agreed to
these Clauses and for the duration of the contract, it has reason to believe that it is or has
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become subject to laws or practices not in line with the requirements under paragraph (a),
including following a change in the laws of the third country or a measure (such as a
disclosure request) indicating an application of such laws in practice that is not in line
with the requirements in paragraph (a).

(f) Following a notification pursuant to paragraph (e), or if the data exporter otherwise has
reason to believe that the data importer can no longer fulfil its obligations under these
Clauses, the data exporter shall promptly identify appropriate measures (e.g. technical or
organisational measures to ensure security and confidentiality) to be adopted by the data
exporter and/or data importer to address the situation. The data exporter shall suspend the
data transfer if it considers that no appropriate safeguards for such transfer can be
ensured, or if instructed by the competent supervisory authority to do so. In this case, the
data exporter shall be entitled to terminate the contract, insofar as it concerns the
processing of personal data under these Clauses. If the contract involves more than two
Parties, the data exporter may exercise this right to termination only with respect to the
relevant Party, unless the Parties have agreed otherwise. Where the contract is terminated
pursuant to this Clause, Clause 16(d) and (e) shall apply.

Clause 15
Obligations of the data importer in case of access by public authorities
15.1 Notification

(a) The data importer agrees to notify the data exporter and, where possible, the data subject
promptly (if necessary with the help of the data exporter) if it:

(i) receives a legally binding request from a public authority, including judicial
authorities, under the laws of the country of destination for the disclosure of personal
data transferred pursuant to these Clauses; such notification shall include
information about the personal data requested, the requesting authority, the legal
basis for the request and the response provided; or

(i) becomes aware of any direct access by public authorities to personal data transferred
pursuant to these Clauses in accordance with the laws of the country of destination;
such notification shall include all information available to the importer.

(b) If the data importer is prohibited from notifying the data exporter and/or the data subject
under the laws of the country of destination, the data importer agrees to use its best
efforts to obtain a waiver of the prohibition, with a view to communicating as much
information as possible, as soon as possible. The data importer agrees to document its
best efforts in order to be able to demonstrate them on request of the data exporter.

(c) Where permissible under the laws of the country of destination, the data importer agrees
to provide the data exporter, at regular intervals for the duration of the contract, with as
much relevant information as possible on the requests received (in particular, number of
requests, type of data requested, requesting authority/ies, whether requests have been
challenged and the outcome of such challenges, etc.).
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(d) The data importer agrees to preserve the information pursuant to paragraphs (a) to (c) for
the duration of the contract and make it available to the competent supervisory authority
on request.

(e) Paragraphs (a) to (c) are without prejudice to the obligation of the data importer pursuant
to Clause 14(e) and Clause 16 to inform the data exporter promptly where it is unable to
comply with these Clauses.

15.2 Review of legality and data minimisation

(a) The data importer agrees to review the legality of the request for disclosure, in particular
whether it remains within the powers granted to the requesting public authority, and to
challenge the request if, after careful assessment, it concludes that there are reasonable
grounds to consider that the request is unlawful under the laws of the country of
destination, applicable obligations under international law and principles of international
comity. The data importer shall, under the same conditions, pursue possibilities of appeal.
When challenging a request, the data importer shall seek interim measures with a view to
suspending the effects of the request until the competent judicial authority has decided on
its merits. It shall not disclose the personal data requested until required to do so under
the applicable procedural rules. These requirements are without prejudice to the
obligations of the data importer under Clause 14(e).

(b) The data importer agrees to document its legal assessment and any challenge to the
request for disclosure and, to the extent permissible under the laws of the country of
destination, make the documentation available to the data exporter. It shall also make it
available to the competent supervisory authority on request.

(c) The data importer agrees to provide the minimum amount of information permissible
when responding to a request for disclosure, based on a reasonable interpretation of the
request.

SECTION 1V — FINAL PROVISIONS
Clause 16

Non-compliance with the Clauses and termination

(a) The data importer shall promptly inform the data exporter if it is unable to comply with
these Clauses, for whatever reason.

(b) In the event that the data importer is in breach of these Clauses or unable to comply with
these Clauses, the data exporter shall suspend the transfer of personal data to the data
importer until compliance is again ensured or the contract is terminated. This is without
prejudice to Clause 14(f).

(c) The data exporter shall be entitled to terminate the contract, insofar as it concerns the
processing of personal data under these Clauses, where:
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(1) the data exporter has suspended the transfer of personal data to the data importer
pursuant to paragraph (b) and compliance with these Clauses is not restored within a
reasonable time and in any event within one month of suspension;

(i1) the data importer is in substantial or persistent breach of these Clauses; or

(ii1) the data importer fails to comply with a binding decision of a competent court or
supervisory authority regarding its obligations under these Clauses.

In these cases, it shall inform the competent supervisory authority of such non-
compliance. Where the contract involves more than two Parties, the data exporter may
exercise this right to termination only with respect to the relevant Party, unless the Parties
have agreed otherwise.

(d) Personal data that has been transferred prior to the termination of the contract pursuant to
paragraph (c) shall at the choice of the data exporter immediately be returned to the data
exporter or deleted in its entirety. The same shall apply to any copies of the data. The
data importer shall certify the deletion of the data to the data exporter. Until the data is
deleted or returned, the data importer shall continue to ensure compliance with these
Clauses. In case of local laws applicable to the data importer that prohibit the return or
deletion of the transferred personal data, the data importer warrants that it will continue
to ensure compliance with these Clauses and will only process the data to the extent and
for as long as required under that local law.

(e) Either Party may revoke its agreement to be bound by these Clauses where (i) the
European Commission adopts a decision pursuant to Article 45(3) of Regulation (EU)
2016/679 that covers the transfer of personal data to which these Clauses apply; or (ii)
Regulation (EU) 2016/679 becomes part of the legal framework of the country to which
the personal data is transferred. This is without prejudice to other obligations applying to
the processing in question under Regulation (EU) 2016/679.

Clause 17

Governing law

These Clauses shall be governed by the law of the EU Member State in which the data exporter
is established. Where such law does not allow for third-party beneficiary rights, they shall be
governed by the law of another EU Member State that does allow for third-party beneficiary
rights. The Parties agree that this shall be the law of Ireland

Clause 18

Choice of forum and jurisdiction

(a) Any dispute arising from these Clauses shall be resolved by the courts of an EU Member
State.

(b) The Parties agree that those shall be the courts of Ireland.
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(c) A data subject may also bring legal proceedings against the data exporter and/or data
importer before the courts of the Member State in which he/she has his/her habitual
residence.

(d) The Parties agree to submit themselves to the jurisdiction of such courts.
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ANNEX 1

A. LIST OF PARTIES

Data exporter(s): [Identity and contact details of the data exporter(s) and, where applicable, of
its/their data protection officer and/or representative in the European Union].

Name: National Library of Technology
Address: Technicka 2710/6, 160 80 Praha 6 - Dejvice
Contact person’s name, position and contact details: ............cceevieriiriiiinieniieeeeee e

Activities relevant to the data transferred under these Clauses: Using the service
provided to enable management of the exporter’s ORCID
membership, and tools for updating records held on the ORCID
Registry platform

Role (controller/processor): Controller

On behalf of itself and its Consortium Members.

Data importer(s): /Identity and contact details of the data importer(s), including any contact
person with responsibility for data protection].

Name: ORCID, Inc

Address: 10411 Motor City Drive, Suite 750, Bethesda MD 20817,
USA

Contact person’s name, position and contact details: Wi11 Simpson; Director,
Technology; || G e,

Activities relevant to the data transferred under these Clauses: Providing a service
to the importer to enable management of itsr ORCID membership,
and tools for updating records held on the ORCID Registry

platform
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B. DESCRIPTION OF TRANSFER

Categories of data subjects whose personal data is transferred

The personal data transferred may concern researchers, staff, students, grant applicants, grant
applicant reviewers, authors, editors, journal reviewers, and other individuals involved in the
activities of the exporter.

Categories of personal data transferred

e name (including variations of the data subject’s name), email address, online and other
social media profiles

e details of grants and funding awarded or applied for by data subjects

e details of researcher papers and other submissions (e.g. peer reviewed publications) or
works developed or contributed to by data subjects
details of entities which the data subject is affiliated to or employed by

e details of the data subject’s education, qualifications, awards, honors, membership, service
and positions (e.g. visiting fellow)

e any other personal data that may be submitted to ORCID

Sensitive data transferred (if applicable) and applied restrictions or safeguards that fully take
into consideration the nature of the data and the risks involved, such as for instance strict
purpose limitation, access restrictions (including access only for staff having followed
specialised training), keeping a record of access to the data, restrictions for onward transfers or
additional security measures.

N/A

The frequency of the transfer (e.g., whether the data is transferred on a one-off or continuous
basis).

The data will be transferred on a continuous basis, as determined by the exporter.

Nature of the processing

The personal data transferred will be subject to the following basic processing activities:

Receiving data, including collection, accessing, retrieval, recording, and data entry
Holding data, including storage, organisation and structuring

Using data, including analysing, consultation, and testing

Protecting data, including restricting, encrypting, and security testing

Sharing data, including disclosure, dissemination, allowing access or otherwise making
available

Returning data to the data exporter or data subject

e Erasing data, including destruction and deletion

Purpose(s) of the data transfer and further processing
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Providing a service to the importer to enable management of its ORCID membership, and tools
for updating records held on the ORCID Registry platform.

The period for which the personal data will be retained, or, if that is not possible, the criteria
used to determine that period.

The personal data will be retained for as long as required for the data importer to perform the
services or as long as required to comply with applicable laws.

For transfers to (sub-) processors, also specify subject matter, nature and duration of the
processing

The subject matter, nature, and duration of the processing of Personal Data is as described above.

C. COMPETENT SUPERVISORY AUTHORITY

Identify the competent supervisory authority/ies in accordance with Clause 13

Data Protection CommisSion, ITXELlaNd . eean e
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ANNEX 11

TECHNICAL AND ORGANISATIONAL MEASURES INCLUDING TECHNICAL AND
ORGANISATIONAL MEASURES TO ENSURE THE SECURITY OF THE DATA

Description of the technical and organisational measures implemented by the data importer(s)
(including any relevant certifications) to ensure an appropriate level of security, taking into
account the nature, scope, context and purpose of the processing, and the risks for the rights and
freedoms of natural persons.

1. Security Policy and Procedures. Data importer maintains a cybersecurity program that
documents the policies, standards, and controls it uses that secure the information and
resources related to the Services. The documentation includes organizational, administrative,
technical, and physical safeguards and standards appropriate to the size and complexity, the
scope of the activities, and the sensitivity of the Personal Data at issue

2. Network Management.

a.

Event Logging. Data importer has and will log all key security-related events,
including user activities, exceptions, faults, and information security events,
which will be produced, kept and regularly reviewed.

Remote Access. Remote access to a network containing Personal Data or access
to Customer systems will be done via a secure connection (e.g., VPN). All
extranet connectivity into Customer systems will be through Customer-approved
and authorized secure remote connections.

Access Control. Data importer will restrict access to Personal Data to only
authorized individuals. Data importer will regularly review user access
privileges.

Network Controls. Data importer will secure all data and communications
networks to ensure the protection of Personal Data.

Malware Controls. At all times during the provision of any Services, Data
importer will make reasonable efforts to ensure that all Services do not contain
malicious software or malware.

Encryption. Data importer will encrypt all Personal Data in transit and at rest
using industry standard encryption solutions.

Passwords and Multi-Factor Authentication. Data importer personnel will use
unique passwords that are regularly updated. All passwords must remain
confidential and will not be shared between Data importer’s employees,
contractors, or third-party users. Data importer will implement multifactor
authentication for accounts with access to Personal Data and Controller systems
and networks.

Data Backups. To ensure the ability to restore the availability and access to
Personal Data in a timely manner in the event of a physical or technical incident,
Data importer will ensure that backups of essential information and software, and
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in particular any Personal Data, are performed on a regular basis and Data
importer shall test the backup process regularly.

3. Physical Security. Data importer will actively manage the physical security controls and
ensure all buildings throughout Data importer’s enterprise that house critical IT functions
(e.g., data centers, network facilities, and key user areas) and store, process or transmit
Personal Data are physically protected from unauthorized access.

4. Training. Data importer will provide training on data security and privacy matters so
that all members of Data importer who handle Personal Data are trained in these matters.

5. Information security incident management. Data importer will maintain policies and
procedures to develop a consistent and effective approach to the management of
information security incidents.

For transfers to (sub-) processors, also describe the specific technical and organisational
measures to be taken by the (sub-) processor to be able to provide assistance to the controller
and, for transfers from a processor to a sub-processor, to the data exporter:

Data importer requires its sub-processors to maintain technical and organisational measures at
least as protective as those described in this Annex 2.
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ANNEX 111
LIST OF SUB-PROCESSORS
The importer has authorized the list of sub-processors published on the following web page:
https://info.orcid.org/sub-processors

The importer will notify the exporter of any changes to the list of sub-processors, by email 30
days prior to the start of processing by any new sub-processor.

Any objections to the changes should be raised with the importer’s contact person named in
Annex L.
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