smlouva – Upgrade stávajícího řešení centrálního řízení přístupu do sítě VFN


Simac Technik ČR, a.s. 
Zapsána v obchodním rejstříku vedeném Městským soudem v Praze, sp. zn. B 3190                      
se sídlem:	Praha - Praha 5, Radlická 740/113c, PSČ 15800   
IČ:      63079496   	DIČ: CZ63079496
zastoupena:  	Ing. Dušan Bruoth – předseda představenstva
Ing. Jaroslav Štefl – člen představenstva
Ing. Martin Jireček – člen představenstva
Jménem společnosti jednají vždy dva členové představenstva společně.
bankovní spojení: 	ČSOB a.s.
číslo účtu:	8010-0616133653/0300  

jako dodavatel na straně jedné (dále jen „dodavatel“)

a

Všeobecná fakultní nemocnice v Praze
se sídlem:  	U Nemocnice 499/2, 128 08 Praha 2
IČ: 000 64 165    	DIČ: CZ00064165
zastoupena:           	prof. MUDr. Davidem Feltlem, Ph.D., MBA, ředitelem 
bankovní spojení: 	ČNB
číslo účtu:	24035021/0710

jako objednatel na straně druhé (dále jen „objednatel“)

uzavírají dnešního dne na základě výsledků veřejné zakázky malého rozsahu s názvem „Upgrade stávajícího řešení centrálního řízení přístupu do sítě VFN“, realizované poptávkovým řízením systémové číslo P20V00183441 (dále jen „veřejná zakázka"), v souladu s ustanovením §1746 odst. 2, § 2079 a násl. a § 2586 a násl. č. 89/2012 Sb., občanský zákoník, v platném znění, (dále jen „zákon č. 89/2012 Sb."), tuto smlouvu (dále jen „smlouva")


I. Předmět plnění smlouvy
1. Předmětem plnění smlouvy je upgrade stávajícího řešení centrálního řízení přístupu objednatele pomocí protokolu 802.1X – Cisco ISE včetně jeho dodávky, instalace, implementace, uvedení do provozu a záručního servisu.
2. Dodavatel se zavazuje, že:
a) dodaný systém navazuje na stávající systém objednatele „Cisco ISE“, 
b) dodaný systém bude nasazen ve formě dvou nezávislých HW appliance v místě plnění objednatele,
c) součástí implementace je i migrace stávajícího systému objednatele guest access postaveném na freeware systému Chilli na guest portál systému Cisco ISE a konfigurace BYOD portálu pro připojování soukromých zařízení.
3. Dodavatel se zavazuje v rámci předmětu plnění dodat objednateli vybavení v této minimální konfiguraci:
a) 2 x appliance, jehož technická specifikace je uvedena v příloze č. 2 této smlouvy včetně aktuálního doporučeného SW výrobcem dodávaných appliance a včetně zajištění podpory výrobce na 5 (pět) let od dodání. 
b) 200 ks licencí (nevýhradní časově neomezená práva k užití) PN: L-ISE-PLS-LIC= na časově neomezenou dobu, včetně zajištění podpory výrobce na 5 (pět) let od dodání. Licence software jsou poskytovány bez územního omezení. Dodavatel předá objednateli rovněž příslušnou dokumentaci. Objednatel je oprávněn software užít pouze k účelu vyplývajícímu z této smlouvy a v souladu s určením software. V případě provedení úprav (patches), aktualizací (updates), vylepšení (upgrades) či jiných změn software ze strany dodavatele je licence poskytnuta k takto změněnému software. Objednatel bere na vědomí, že software je chráněn autorským právem. Objednatel se zavazuje, že nebude vykonávat žádnou činnost, která by mohla jemu nebo třetím osobám umožnit neoprávněné užití software.
c) Dodavatel nezajišťuje dodání propojovacích kabelů, které zajišťuje objednatel.
d) Dodavatel bere na vědomí, že dodávané technické nebo programové prostředky nesmí být mezi prostředky, které jsou zveřejněny na stránkách Národního centra kybernetické bezpečnosti (provozované NÚKIB, https://www.govcert.cz/) a označeny jako varování nebo hrozba, v době uzavření smlouvy. Veškeré poskytované služby nesmí být provozované na technických nebo programových prostředcích označených NÚKIB jako varování nebo hrozba.
4. Dodavatel prohlašuje, že veškeré práce a postupy dodavatele, budou realizovány bez narušení provozu systému, který je v provozu non-stop v rozsahu 24 hodin denně, sedm dní v týdnu (24x7). V případě odstávky nutných komponent systému je dodavatel povinen využít HA komponenty systému tak, aby byl zajištěn bezvýpadkový non-stop provoz.
5. V případě výpadku sítě v důsledku provedených konfiguračních úprav musí dodavatel problém odstranit na své náklady nejpozději do 3 hodin od nahlášení incidentu objednatelem.


II. Fáze plnění předmětu smlouvy
1. Dodavatel je povinen vytvořit během jednotlivých fází projektovou dokumentaci, která se bude skládat z těchto dokumentů:
· Plán projektu
· Analýza rizik
· Technicko-realizační dokument včetně návrhu postupu migrace
· Seznam akceptačních testů 
· Dokumentace skutečného provedení včetně konfiguračního nastavení
· Úprava stávající administrátorské příručky objednatele

2. Dodavatel je povinen realizovat předmět plnění smlouvy v těchto fázích:
a) Fáze 1 – analýza současného stavu, úprava autentizačních a autorizačních politik
V rámci této fáze se dodavatel zavazuje:
· Předložit plán projektu a analýzu rizik
· Provést revizi stávajících pravidel nakonfigurovaných na appliance Cisco ISE.
· Zoptimalizovat cca 400 ACL pravidel.
· Navrhnout úpravy a prodiskutovat navržené řešení se zástupci objednatele.
· V režimu Proof of concept (PoC) nakonfigurovat na vlastním HW v aktuální verzi systém ISE a jeho funkčnost demonstrovat objednateli.
· Vypracovat technicko - realizační dokument včetně časového harmonogramu.
· Navrhnout akceptační testy.

b) Fáze 2 - instalace a konfigurace nových HW appliance
Nový systém bude nasazen paralelně ke stávajícímu systému Cisco ISE objednatele. Součástí této fáze je:
· Instalace a konfigurace nových HW appliance podle vzoru POC vzniklého ve fázi 1.
· Propojení na stávající síťové služby objednatele.
· Otestování funkce na vybraných klinikách (cca 5). Test se bude týkat jak běžných zařízení (stanice, ntb), tak i různých typů lékařských zařízení a ostatních zařízení (kamery, čtečky karet u vstupů, čidla, teploměry atd.). Celkový počet typů lékařských přístrojů a ostatních zařízení je cca 50.
· Zalicencování obou nových appliance. Base licence se převedou z původních appliance objednatele.
· Veškeré konfigurační úpravy musí být předem diskutovány se servisní organizací VFN, která bude specifikována objednatelem po uzavření této smlouvy.
· Předání dokumentace skutečného provedení včetně konfiguračního nastavení a upravené administrátorské příručky.
Dodavatel bere na vědomí, že tato fáze nesmí ohrozit běžný síťový provoz. Testovací provoz musí běžet minimálně 14 dnů bez jakýchkoliv nedostatků. 

c) Fáze 3 - akceptační testy 
V rámci této fáze proběhnou úvodní akceptační testy, které zahrnují i testování vysoké dostupnosti řešení.
V případě zjištění nedostatků bude dle povahy nedostatku rozhodnuto po jeho opravě:
· zda bude opakován testovací provoz (Fáze 2),
· adekvátně opravena dokumentace, konfigurace a administrátorská příručka,
· opakovány akceptační testy, nebo
· zanesen nedostatek do akceptačního protokolu jako výhrada s termínem odstranění.

d) Fáze 4 – nasazení systému do provozu.
V této fázi zároveň musí dodavatel zahájit provoz helpdeskového systému 24x7 za následujících podmínek:
· Operátoři dodavatele musí být schopni poradit koncovým uživatelům objednatele s případnými problémy. 
· V případě potřeby bude během pracovních dnů po – pá, 8:00 – 16:00 vyžadován zásah konzultantů v místě instalace, případně přímo u koncových uživatelů objednatele.

e) Fáze 5 – finální akceptační testy a vyřazení původních appliance z provozu.

Po splnění každé fáze bude sepsán a příslušnými osobami bude podepsán dílčí akceptační protokol který bude obsahovat níže uvedené náležitosti: 
· označení akceptačního protokolu a jeho číslo, 
· název a sídlo dodavatele a objednatele, 
· číslo této smlouvy, 
· označení dodaného předmětu plnění (fáze předmětu plnění), včetně množství dodaného vybavení,  
· datum dodání služby, 
· výsledek akceptačního řízení, 
· jiné náležitosti důležité pro předání a převzetí dodané služby. 
Pro akceptaci dílčího protokolu se obdobně použije ustanovení čl. III. odst. 9.


III. Specifické požadavky a doba dodání předmětu plnění
1. Součástí plnění předmětu smlouvy bude v případě potřeby a uvážení objednatele také: 
· úprava konfigurace aktivních prvků, pokud to bude nutné,
· úprava konfigurace suplikantů na koncových zařízeních, pokud to bude nutné,
· propojení na stávající FW Cisco FTD 4110 v rámci licence PLUS.
2. Dodavatel se zavazuje, že nový guest portál zmigrovaný ze systému Chilli bude splňovat tyto požadavky:
· Samostatný portál pro anonymní návštěvníky s omezenou dobou připojení na 2 hod během 24 hodin.
· Portál pro pacienty zaregistrované v nemocničním systémy Medea. Pacienti budou mít neomezený přístup do internetu po celou dobu hospitalizace.
· Portál pro speciální účty registrovaných pacientů a zařízení s omezeným přístupem do internetu a vnitřní sítě.
· Všechny stávající účty (zaměstnanecké i pacientské) budou přesunuty ze starého systému na nový portál.
3. Smluvní strany se dohodly, že dodání a instalaci celého předmětu plnění musí řídit projektový tým složený ze zástupců dodavatele splňujících požadovanou certifikaci dle odst. 4 tohoto článku a zástupců objednatele, vedoucího odpovědného za dodání a instalaci předmětu plnění zajistí dodavatel.
4. Dodavatel prohlašuje, že je partnerem společnosti Cisco SYSTEMS (Czech Republic) s.r.o. a to na minimální úrovni certifikace CISCO Gold a taktéž jeho pracovníci zajišťující předmět plnění jsou držiteli osobní technické certifikace v úrovni Cisco CCDP a CWDP. Platnost a rozsah podpory výrobce Cisco SYSTEMS (Czech Republic) s.r.o. byla doložena předložením certifikátu min. v úrovni CISCO Gold v rámci podání nabídek do VZ. Dodavatel prohlašuje, že údaje uvedené v certifikátu jsou ke dni uzavření této smlouvy platné a aktuální.
5. Smluvní strany se dohodly na časovém harmonogramu jednotlivých fází:
	Fáze
	Předpokládaná doba trvání

	1.
	4MD

	2.
	3MD

	3.
	5MD

	4.
	30MD

	5.
	3MD

	MD
	ManDay - práce jednoho člověka na jeden den


Smluvní strany se dohodly, že po vzájemné dohodě lze dobu trvání jednotlivých fází upravovat, s tím, že k předání celého předmětu plnění zakončené úspěšným ukončením fáze 5 (tedy mimo následného poskytování technické podpory) dojde nejpozději do doby dodání dle odst. 6 tohoto článku.
6. Dodavatel se zavazuje dodat objednateli celý předmět plnění této smlouvy nejpozději do 45 kalendářních dnů ode dne účinnosti smlouvy.  
7. Dodávka předmětu plnění se považuje podle této smlouvy za splněnou, pokud: 
· předmět plnění dle čl. I., čl. II. a čl. III této smlouvy byl řádně zrealizován v místě plnění, 
· předmět plnění byl řádně předán a převzat způsobem sjednaným v tomto článku. 
8. Po zrealizování předmětu plnění vystaví dodavatel celkový akceptační protokol, který bude obsahovat níže uvedené náležitosti: 
· označení akceptačního protokolu a jeho číslo, 
· název a sídlo dodavatele a objednatele, 
· číslo této smlouvy, 
· označení dodaného předmětu plnění, včetně množství dodaného vybavení  
· datum dodání služby, 
· výsledek akceptačního řízení, 
· jiné náležitosti důležité pro předání a převzetí dodané služby. 
9. Objednatel není povinen akceptovat řádné předání a převzetí předmětu plnění v případě, že předmět plnění bude vykazovat vady a nedodělky. Pokud vada nebo nedodělek nebrání převzetí předmětu plnění smlouvy, musí být vždy uveden v akceptačním protokolu s uvedením data odstranění. Nebude-li objednatelem akceptováno řádné předání a převzetí předmětu plnění z důvodů vad a nedodělků, bude o této skutečnosti sepsán zápis s výčtem zjištěných vad nebo nedodělků, které zjistil objednatel včetně způsobu a lhůty k jejich odstranění. Tento zápis bude současně podepsán zástupci obou smluvních stran. 
10. Dodavatel se zavazuje, že bude poskytovat služby s vynaložením veškeré odborné péče, že bude dodržovat obecně závazné předpisy a vnitřní předpisy objednatele uvedené v příloze č. 3 a 4 této smlouvy nebo pod odkazy v rámci přílohy č. 3 nebo 4 této smlouvy, se kterými byl prokazatelným způsobem seznámen před podpisem této smlouvy. 
11. [bookmark: _Hlk55916482]Odpovědnou osobou ve věci plnění této smlouvy je za dodavatele xxxxxxxxxxx a za objednatele xxxxxxxxxxxxxx . 
12. Technologie objednatele jsou umístěny v sídle objednatele na adrese: Všeobecná fakultní nemocnice v Praze, U Nemocnice 499/2, Praha 2. 


IV. Záruční doba a technická podpora
1. Dodavatel se zavazuje poskytovat objednateli minimálně 5 letou záruku výrobce na dodaný hardware (HW) a software (SW).
2. Po celou záruční dobu dodavatel poskytuje na předmět plnění bezplatně záruční servis v místě plnění a v případě poruchy HW bude dodána náhrada za vadný díl do místa plnění objednatele nejpozději následující pracovní den od písemného nahlášení požadavku včetně případného zalicencování nového dílu. 
3. Dodavatel se zavazuje v rámci záručního servisu poskytovat aktualizace a opravy systému. Případné upgrady bude objednatel provádět svépomocí nebo s využitím technické podpory dodavatele.
4. Po dobu záruky je objednatel povinen využívat dodaná zařízení dle pokynů dodavatele, popřípadě dle pokynů výrobce dodávané technologie, výlučně v souladu s jejich posláním a příslušnými technickými podmínkami. Případná technická zlepšení nebo úpravy může vykonat jen na základě písemného souhlasu dodavatele.
5. [bookmark: _Hlk55916493]Kontaktní osobou za dodavatele ve věci servisu xxxxxxxxxxxxxx
6. Dodavatel se zavazuje po dobu záruky také:
· Poskytovat všechny relevantní SW releases a verze SW nabízené výrobcem tak, aby dodaný předmět plnění vyhovoval zadání objednatele a fungoval bez závad.
· Informovat objednatele o nových verzích SW a funkčnostech, které mohou rozšiřovat dodaný předmět plnění způsobem, který objednatel shledá ve shodě s potřebami dalšího rozvoje dodaného předmětu plnění. 
· Zajistit objednateli přístup k dokumentaci výrobce zařízení a znalostní bázi. 
7. Dodavatel se zavazuje zajistit po dobu trvání záruční lhůty podporu objednateli v tomto minimálním rozsahu:
· Službu Hot-line  - určenou k telefonickému nebo emailovému nahlašování nežádoucích provozních stavů (incidentů) a požadavků objednatele v pracovní dny v rozmezí 8:00 – 16:00,
· Službu Helpdesk - základní formou komunikace mezi dodavatelem a objednatelem musí být elektronický systém objednatele (dále jen „Helpdesk") a Hot Line dodavatele na tel. čísle +420 732 275 485 . Součástí Helpdesku bude popis procesu zpracování požadavku dodavatele. V případě přímého přístupu dodavatele do Helpdesku objednatele, objednatel zajistí neomezený dálkový přístup do Helpdesku objednatele pro zaměstnance dodavatele, kteří mohou pracovat s Helpdeskem objednatele. V případě integrace Helpdesku objednatele s Helpdeskem dodavatele, objednatel dodá přesnou podobu strukturované e-mailové komunikace, kterou musí Helpdesk dodavatele reflektovat. Elektronická adresa dodavatele pro příjem informací z Helpdesku objednatele (doplní dodavatel).
· V případě technických potíží, které zabraňují objednateli komunikovat prostřednictvím Helpdesku nebo Hot-line dle předchozího odstavce, lze požadavky odeslat formou elektronické pošty na adresu dodavatele: (doplní dodavatel) 
Služba poskytování podpory SW části řešení musí splňovat požadavky na termíny řešení vyjádřené v tabulce v příloze č. 1, která je nedílnou součástí této smlouvy.
8. Dodavatel musí dále zajistit v rámci předmětu plnění technickou podporu po dobu trvání záruční lhůty, a to v minimálním rozsahu 120 člověkohodin za celou dobu zajišťování technické podpory, s reakční dobou do dalšího pracovního dne od nahlášení požadavku na technickou podporu a vyřešením maximálně do 5 pracovních dnů. Technická podpora zahrnuje profylaktickou činnost, údržbu a optimalizace systému dle požadavků objednatele. 


V. Cena a platební podmínky
1. Cena za předmět plnění byla sjednána ve výši: 
Celková cena bez DPH 980 211,35 Kč 
DPH 205 844,39 Kč 
Cena vč. DPH 1 186 055,74 Kč ( dále jen „cena") 
Celková cena je stanovena jako konečná a zahrnuje cenu za celý předmět plnění a veškeré náklady dodavatele na plnění dle této smlouvy. 
2. Objednatel nebude poskytovat zálohy. Cena za plnění dle této smlouvy bude uhrazena až po ukončení a předání celého předmětu plnění této smlouvy.
3. Objednatel se zavazuje zaplatit cenu na základě faktury vystavené dodavatelem do 14 dnů po řádném předání a převzetí dle této smlouvy celého předmětu plnění čl. I., čl. II., čl. III. smlouvy. Splatnost faktury činí 60 dnů od jejího doručení objednateli. Faktura může být zaslána elektronicky ve formátu PDF nebo ISDOC na e-mailovou adresu: faktury@vfn.cz nebo zaslána poštou ve dvou vyhotoveních na Ekonomický úsek objednatele, odbor účetnictví. K faktuře bude přiložena kopie řádně opatřeného dodacího listu způsobem sjednaným níže. V případě zaslání faktury elektronicky bude dodací list přiložen v neskenované podobě. 
4. Faktura musí obsahovat všechny údaje uvedené v § 29 zákona č. 235/2004 Sb., o dani z přidané hodnoty, dle zákona č. 563/1991 Sb., o účetnictví. V případě, že dodavatelem vystavená faktura bude obsahovat nesprávné či neúplné údaje, je právem objednatele takovou fakturu do 15 dnů od jejího převzetí vrátit dodavateli. Ten podle charakteru nedostatku fakturu opraví anebo vystaví novou. U opravené nebo nové faktury běží nová lhůta splatnosti. 
5. Platby budou probíhat výhradně v CZK (česká koruna) a rovněž veškeré cenové údaje budou v této měně. 
6. Faktury se platí bankovním převodem na účet druhé smluvní strany uvedený na faktuře. Povinnost objednatele zaplatit dodavateli vyúčtovanou dohodnutou cenu je splněna dnem odeslání platby z účtu objednatele. 


VI. Odstoupení od smlouvy
1. Kterákoliv ze smluvních stran je oprávněna od této smlouvy odstoupit v případě jejího podstatného porušení druhou smluvní stranou. Pro účely této smlouvy se za podstatné porušení smluvních povinností považuje takové porušení, u kterého strana porušující smlouvu měla nebo mohla předpokládat, že při takovémto porušení smlouvy, s přihlédnutím ke všem okolnostem, by druhá smluvní strana neměla zájem smlouvu uzavřít, zejména: 
· na straně objednatele nezaplacení ceny plnění podle této smlouvy ve lhůtě delší 60 dní po dni splatnosti příslušné faktury,
· na straně dodavatele, jestliže nedodá řádně a včas předmět plnění a pokud nezjednal nápravu, přestože byl objednatelem na neplnění této smlouvy písemně upozorněn. 
2. Odstoupení od smlouvy musí být provedeno písemným oznámením o odstoupení, které musí obsahovat důvod odstoupení a musí být doručeno druhé smluvní straně. Účinky odstoupení nastanou okamžikem doručení písemného vyhotovení odstoupení druhé smluvní straně. 


VII. Sankce
1. Pro případ prodlení objednatele s úhradou řádné fakturované ceny je dodavatel oprávněn požadovat zaplacení smluvního úroku z prodlení ve výši 0,01% z dlužné částky za každý den prodlení. Smluvní strany se dohodly, že dodavatel je oprávněn požadovat zaplacení úroku z prodlení až po uplynutí 30 dnů od sjednané lhůty splatnosti.
2. Dodavatel je v případě nedodržení termínu plnění dle čl. III. odst. 6 této smlouvy povinen uhradit objednateli smluvní pokutu ve výši 0,1 % z celkové ceny plnění dle této smlouvy za každý i započatý den prodlení, jestliže se s objednatelem nedohodne jinak. Objednatel je dále v těchto případech oprávněn odstoupit od smlouvy. 
3. V případě havárie po dobu trvání záruky je objednatel oprávněn za nedodržení termínu uvedeného v Tabulce č. 1 Přílohy č. 1 této smlouvy požadovat smluvní pokutu ve výši 5.000,- Kč za každý i započatý pracovní den prodlení za každý jednotlivý případ. 
4. V případě poruchy po dobu trvání záruky je objednatel oprávněn za nedodržení termínu uvedeného v Tabulce č. 1 Přílohy č. 1 této smlouvy požadovat smluvní pokutu ve výši 2.000,- Kč za každý i započatý pracovní den prodlení za každý jednotlivý případ. 
5. V případě chyby po dobu trvání záruky je objednatel oprávněn za nedodržení termínu uvedeného v Tabulce č. 1 Přílohy č. 1 této smlouvy požadovat smluvní pokutu ve výši 1.000,- Kč za každý i započatý pracovní den prodlení za každý jednotlivý případ. 
6. V případě výpadku sítě v důsledku provedených konfiguračních úprav po dobu trvání záruky je objednatel oprávněn za nedodržení termínu uvedeného v čl. I. odst. 5 této smlouvy požadovat smluvní pokutu ve výši 50.000,- Kč za každou i započatou hodinu prodlení. 
7. Na výše uvedené smluvní pokuty nemá objednatel nárok, prokáže-li se, že havárie, porucha, chyba nebo výpadek sítě, byly způsobeny jednáním objednatele, selháním nebo jinými problémy na straně objednatele či vyšší mocí. 
8. V případě poruchy HW po dobu trvání záruky je objednatel oprávněn v případě nedodržení termínu dodání náhrady vadného dílu do místa plnění požadovat smluvní pokutu ve výši 5.000,- Kč za každý i započatý den prodlení. 
9. V případě nedodržení doby vyřešení požadavku na technickou podporu uvedenou v čl. IV. odst. 8 po dobu trvání záruky je objednatel oprávněn požadovat smluvní pokutu ve výši 5.000,- Kč za každý i započatý den prodlení. 
10. V případě porušení povinnosti dle čl. XI. odst. 3 a 4 této smlouvy, je objednatel oprávněn požadovat uhrazení smluvní pokuty ve výši 10.000,- Kč. 
11. V případě nedodržení povinnosti stanovené v čl. XI. odst. 5 smlouvy má objednatel právo účtovat smluvní pokutu ve výši pohledávky, která byla postoupena v rozporu s touto smlouvu. Objednatel má zároveň právo odstoupit od smlouvy.
12. Smluvní pokuta bude vyúčtovaná samostatným daňovým dokladem a její splatnost činí 30 dní ode dne doručení daňového dokladu. Zaplacením smluvní pokuty není dotčeno právo na náhradu škody vzniklé smluvní straně požadující zaplacení smluvní pokuty. 
13. Uplatněním nároku na zaplacení smluvní pokuty ani jejím skutečným uhrazením nezanikne povinnost dodavatele splnit povinnost, jejíž plnění bylo zajištěno smluvní pokutou, a dodavatel tak bude nadále povinen ke splnění takovéto povinnosti. 



VIII. Závazky objednatele
1. Objednatel se zavazuje zaplatit dodavateli dohodnutou cenu za plnění zrealizované dle této smlouvy. 
2. Objednatel se zavazuje, že umožní dodavateli poskytování předmětu plnění v místě plnění v sídle objednatele Všeobecná fakultní nemocnice v Praze, U Nemocnice 499/2, Praha 2, jakož i vzdáleným přístupem.
3. Objednatel se zavazuje zajistit dodavateli jím požadované potřebné informace věcného i systémového charakteru pro plnění této smlouvy. 
4. Objednatel je povinen určit oprávněné osoby pro styk s dodavatelem, které budou po dobu platnosti této smlouvy zabezpečovat nezbytnou součinnost mezi dodavatelem a objednatelem a k zajištění potřebných informací k plnění této smlouvy. Objednatel může tyto oprávněné osoby zaměnit jinými, které budou vhodné pro výkon prací, a to po předchozím písemném vyrozumění dodavatele. Oprávněné osoby objednatele odpovídají za obsah a správnost předaných požadavků a informací. 

IX. Závazky dodavatele
1. Dodavatel se zavazuje dodat plnění specifikované touto smlouvou a odpovídá za kvalitu a včasnost zrealizovaných prací ve smyslu výše uvedených ustanovení. 
2. Dodavatel je odpovědný za škodu, která objednateli vznikne prokazatelným neplněním nebo vadným plněním jeho závazků vyplývajících z této smlouvy. 
3. Dodavatel neodpovídá za jakékoli škody, opožděná nebo neposkytnutá plnění, pokud toto bude zapříčiněno neposkytnutím potřebných informací či dokumentů objednatelem nebo zásahem třetí strany do systému. 

X. Mlčenlivost
1. Dodavatel se zavazuje zachovávat mlčenlivost ve vztahu ve vztahu ke všem informacím a skutečnostem, které se dozví o objednateli, jeho zaměstnancích atd. v souvislosti s uzavřením a plněním smlouvy, pokud tyto informace mají povahu obchodního tajemství, osobních údajů nebo mají být z jiných důvodů chráněny před zveřejněním. Dodavatel je povinen nakládat s osobními údaji v souladu s Nařízením Evropského parlamentu a Rady (EU) 2016/679 (dále jen GDPR) a příslušnými ustanoveními zákona č. 110/2019 Sb., o zpracování osobních údajů. 
2. Pokud dodavatel přijde při plnění Smlouvy do styku s osobními údaji a bude v postavení zpracovatele ve smyslu GDPR a Zákona o zpracování osobních údajů, zavazuje se nakládat s údaji pouze za účelem splnění závazků z této smlouvy a žádným jiným způsobem, a to v souladu s příslušnými ustanoveními GDPR a Zákona o zpracování osobních údajů. Zpracovávání osobních údajů v rozsahu údajů poskytnutých objednatelem a týkajících se zaměstnanců objednatele dodavatelem může zahrnovat odstranění potíží za účelem zabránění, vyhledávání a opravy problémů zjištěných při poskytování služeb dle této smlouvy, může také zahrnovat zlepšování funkcí informačních systémů, vyhledávání hrozeb uživatelům a ochrany uživatelů informačních systémů. Osobní údaje nebudou použity k jinému účelu, ani z nich nebudou odvozovány informace pro žádné reklamní či jiné komerční účely. Dodavatel se zavazuje za účelem ochrany osobních údajů objednatele a jeho zaměstnanců před neoprávněným přístupem, použitím, zveřejněním nebo zničením, resp. před jejich náhodnou ztrátou či změnou uplatňovat technická a organizační bezpečnostní opatření, interní kontroly a rutiny zabezpečení osobních údajů zajišťující splnění všech povinností dle GDPR a Zákona o zpracování osobních údajů, zejména zajistit, aby data obsažená ve HR systému byla šifrována způsobem, který znemožní nahlížení do těchto údajů neoprávněným osobám. 
3. Dodavatel se zavazuje zajistit informovanost svých pracovníků (včetně poddodavatelů) o povinnostech vyplývajících z této Smlouvy. Dodavatel se zavazuje zajistit, aby jeho pracovníci, kteří budou přicházet do styku s osobními údaji, byli smluvně vázáni povinností mlčenlivosti ve smyslu GDPR a Zákona o zpracování osobních údajů a poučeni o možných následcích porušení těchto povinností s tím, že povinnost důvěrnosti bude jimi dodržována i po skončení jejich smluvního vztahu k objednateli. Toto ujednání je sjednáno ve smyslu ustanovení článku 28 GDPR. Dodavatel se zavazuje informovat své poddodavatele o povinnosti mlčenlivosti dle této smlouvy. V případě porušení mlčenlivosti za strany poddodavatele, odpovídá dodavatel objednateli za vzniklou škodu, jako kdyby povinnost porušil sám. 
4. Smluvní strany se zavazují zachovat mlčenlivost též o všech ostatních skutečnostech, ve vztahu k nimž o to budou druhou stranou písemně požádány. Smluvní strany se též zavazují nevyužít informace podle prvé věty tohoto odstavce ve svůj prospěch nebo ve prospěch třetích osob v rozporu s účelem jejich předání. Povinnost mlčenlivosti o informacích a skutečnostech obchodního charakteru trvá po dobu 6 měsíců od uzavření této smlouvy, o informacích obsahujících osobní údaje zaměstnanců objednatele trvá bez časového omezení. 
5. Smluvní strany jsou povinny zajistit, že nebudou neoprávněně pořizovány kopie informací či jiné záznamy nad rámec plnění dle této smlouvy, a nebudou zjišťovány informace, které nejsou nezbytně nutné ke splnění povinností vyplývajících z této smlouvy. 
6. Smluvní strany se zavazují pro případ, že se v průběhu plnění dle této smlouvy dostanou do kontaktu s údaji druhé smluvní strany vyplývajícími z její provozní činnosti, tyto údaje v žádném případě nezneužít, nezměnit ani jinak nepoškodit, neztratit či neznehodnotit. 

XI. Ostatní ujednání
1. Dodavatel bere na vědomí, že objednatel je povinen dle ustanovení § 219 odst. 1 zákona č. 134/2016 Sb., o zadávání veřejných zakázek a dle zákona č. 340/2015 Sb., o registru smluv uveřejnit tuto smlouvu včetně případných dodatků zákonem stanoveným způsobem. 
2. Dodavatel je povinen v souladu s ustanovením § 105 z. č. 134/2016 Sb. předložit do 10 pracovních dnů od doručení oznámení o výběru dodavatele objednateli seznam, ve kterém uvede, jaké části předmětu plnění a v jakém rozsahu bude plnit prostřednictvím poddodavatele, spolu s identifikací poddodavatele a uvedením rozsahu jeho plnění, pokud mu jsou známi. Poddodavatelé, kteří nebyli tímto způsobem identifikováni a kteří se následně zapojí do plnění veřejné zakázky, musí být identifikováni dodatečně, a to nejpozději před zahájením plnění veřejné zakázky tímto poddodavatelem. 
3. Dodavatel je povinen mít v platnosti a udržovat pojištění odpovědnosti za škodu způsobenou objednateli či třetím osobám při výkonu podnikatelské činnosti, která je předmětem této smlouvy, s limitem pojistného plnění v minimální výši 50.000.000,-Kč. 
4. Dodavatel je povinen udržovat výše uvedené pojištění po celou dobu trvání smlouvy. V případě porušení této povinnosti je objednatel oprávněn od smlouvy, která bude uzavřena na základě výsledku tohoto zadávacího řízení odstoupit. Na žádost objednatele je dodavatel povinen předložit objednateli dokumenty prokazující, že pojištění v požadovaném rozsahu a výši trvá. Pokud by v důsledku pojistného plnění nebo jiné události mělo dojít k zániku pojištění, k omezení rozsahu pojištěných rizik, ke snížení stanovené min. výše pojistného plnění, nebo k jiným změnám, které by znamenaly zhoršení podmínek oproti původnímu stavu, je dodavatel povinen učinit příslušná opatření tak, aby pojištění bylo udrženo tak, jak je požadováno v tomto ustanovení. 
5. Dodavatel je oprávněn postoupit pohledávku vyplývající z plnění dle této smlouvy na třetí osobu pouze s předchozím písemným souhlasem objednatele. 

XII. Závěrečná ujednání
1. Tato smlouva nabývá platnosti dnem jejího podpisu oběma smluvními stranami a účinnosti dnem uveřejnění v registru smluv. 
2. Veškeré právní vztahy založené, resp. vyplývající z této smlouvy, které zde nejsou výslovně upravené, včetně eventuálních řešení vzájemných sporů, se řídí ustanoveními příslušných právních předpisy České republiky. Změny a doplnění této smlouvy lze učinit pouze na základě písemné dohody smluvních stran. Takové dohody musí mít podobu datovaných, vzestupně číslovaných dodatků této smlouvy podepsanými jejich statutárními zástupci. 
3. Tato smlouva včetně příloh je vyhotovena ve 2 stejnopisech, z nichž každá strana obdrží po jednom vyhotovení. Obě vyhotovení jsou rovnocenná a mají platnost originálu. 
4. Autentičnost této smlouvy potvrzují smluvní strany svými vlastnoručními podpisy.
5. Nedílnou součástí této smlouvy jsou tyto přílohy:
Příloha č. 1: Specifikace podpory
Příloha č. 2: Technická specifikace (nabídka dodavatele) 
Příloha č. 3: Požadavky systému řízení bezpečnosti informací na dodavatele
Příloha č. 4: Používání sítě VFN externími uživateli  


V Praze dne:             						V Praze dne:




______________________________                                                             ____________________________
Všeobecná fakultní nemocnice v Praze					Simac Technik ČR, a.s. 
prof. MUDr. David Feltl, Ph.D., MBA, ředitel				Ing. Dušan Bruoth
								Ing. Martin Jireček
								Ing. Jaroslav Štefl

















Příloha č. 1
Služba poskytování podpory po dobu záruční lhůty SW části řešení musí splňovat požadavky na termíny řešení vyjádřené v následující tabulce:   
Tabulka č. 1 
   
	Úroveň závady 
	Parametry služby 

	
	Provozní doba služby Hot-line 
	Reakční doba od nahlášení požadavku: 
	Maximální doba odstranění závady od nahlášení 

	Havárie 
	24x7
	1 hodina
	do 12 hodin vyřešit alespoň dočasným řešením, které zajistí změnu kategorie na kategorii 2 nebo 3. 

	Porucha  
	24x7
	8 hodin  
	do 24 hodin  

	Chyba 
	24x7
	1 pracovní den 
	do 20 pracovních dní nebo dle vzájemné dohody objednatele a dodavatele



· Havárie - závada, která znemožní využívání jakékoliv základní funkce nebo znemožní využívání systému jako celku.
· Porucha – závada, která znemožní používat některé z ostatních funkcí řešení.  
· Chyba – závada, která znamená dílčí omezení některých funkcí řešení nebo se jedná o nepodstatnou funkční poruchu.   

Max. doba na odstranění závady se počítá od okamžiku zadání hlášení závady do systému Helpdesk objednatele.  
Do doby na odstranění závady se nezapočítává doba, po kterou jsou dodávány objednatelem doplňující či upřesňující informace nutné pro řešení. 
Řešení chyb a provozních problémů není omezeno počtem hodin / měsíc.
PO 1237/S/20
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Příloha č. 2
Nabídka dodavatele.

[image: ]

[image: ]

Příloha č. 3
Požadavky systému řízení bezpečnosti  informací na dodavatele
1 Účel
Účelem toho dokumentu je stanovit požadavky vyplývající ze systému řízení bezpečnosti informací ve VFN pro dodavatele jako provozovatele, poskytovatele služeb nebo zajištující podporu základních služeb: zdravotních služeb dle zákona č. 181/2014 Sb., o kybernetické bezpečnosti (dále jen ZKB).
Dokument  vymezuje  obecná   pravidla   a   zásady   bezpečnosti   informací   vztahující   se na dodavatele, pokud nejsou detailně specifikovány Smlouvou. Dle povahy služby nebo poskytované podpory se na dodavatele vztahují ze zde uvedených bezpečnostních požadavků pouze relevantní požadavky.
Dodavatel  je  povinen  prokazatelně  seznámit  všechny  své  zainteresované  zaměstnance
s relevantními požadavky uvedenými v tomto dokumentu.

2 Bezpečnostní požadavky
2.1 Obecná pravidla bezpečnosti informací
· vydefinovaní  rozsahu  prací/služeb/podpory  v  kompetenci  dodavatele  a  podmínky spolupráce mezi smluvními stranami,
· popis používání každé služby provozované nebo spravované dodavatelem,
· cílová úroveň služby a neakceptovatelné nebo zakázané úrovně služby,
· seznam jednotlivců, kteří vzhledem ke svým předdefinovaným právům a privilegiím
jsou oprávněni zajišťovat smluvní služby,
· právo monitorovat nebo auditovat smluvní povinnosti i u dodavatele,
· popis eskalace problému v případech řešení havárie s popisem pravidel pro řešení havarijních situací,
· školení uživatelů a správců v metodách, postupech a v bezpečnosti,
· podmínky spolupráce externího subjektu se subdodavateli (třetí stranou),
· informovat o způsobu řízení rizik a o zbytkových rizicích,
· informovat o významné změně dle § 71 a násl. zákona č. 90/2012 Sb., o obchodních korporacích, či ekvivalentním postavení, nebo o změně vlastnictví zásadních aktiv, popřípadě změně oprávnění nakládat s těmito aktivy,
· hlášení bezpečnostních událostí a slabin,

2.2 Fyzická bezpečnost
· nastavení komplexních opatření fyzické bezpečnosti dodavatele, jež zabrání nebo sníží pravděpodobnost vzniku ohrožení IS základní služby, ztrát dat a jiného duševního vlastnictví, přerušení činností či poškozování jiných důležitých zájmů VFN,
Bezpečnostní požadavky na dodavatele
Příloha č. 1 k SM-VFN-ÚI-03 Způsob hodnocení dodavatelů, verze č. 1
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· dodržování režimových nebo organizační opatření VFN při vjezdu do objektů nebo vstupu do prostor nebo překonávání fyzických/logických zábran těchto objektů nebo prostor VFN,
· dobrovolně se podrobit případným kontrolám vnášených/vynášených osobních věcí nebo jakýchkoliv předmětů při vstupu nebo odchodu z objektů nebo prostor VFN prováděné oprávněnými zaměstnanci VFN (ostraha, vrátný, recepce apod.),
· neprovádět fotografování, video/audio záznam nebo kopírování/scanování dokumentů bez souhlasu oprávněného zaměstnance VFN. V prostorách kategorie zóny „C“ (např. serverovna) pouze na základě písemného povolení vedení VFN,

2.3 Bezpečnost lidských zdrojů
· prokazatelné seznámení s dodržováním bezpečnostních pravidel a zásad požadovaných VFN,
· dodržovaní ochrany aktiv před neautorizovaným přístupem, vyzrazením, modifikací, zničením nebo narušením,
· [bookmark: _GoBack]povinnost zachovávat mlčenlivost o důvěrných údajích nebo sděleních VFN a o jejich
ochraně,
· stanovení odpovědností zaměstnanců pro nakládání s informacemi,
· hlášení zjištěných bezpečnostních událostí nebo jiných bezpečnostních rizik,
· pravidelné školení zaměstnanců v souvislosti s bezpečností informací,
· při porušení pracovních povinnosti ve vztahu k bezpečnosti informací nebo způsobení bezpečnostního incidentu, musí být zahájeno formální disciplinární řízení. Způsob řízení odpovídá povaze porušení nebo incidentu a jeho dopadu na VFN,

2.4 Řízení přístupu
· dodržován princip minimálních oprávnění: přidělována oprávnění na nejnižší možné úrovni, která umožní jejich správnou funkci,
· požadavky na řízení přístupu:
· definovány procesy přidělování, správy oprávnění, pravidelné provádění auditu přidělených oprávnění a odstraňovány účty při odchodu zaměstnance nebo změně jeho zařazení,
· privilegovaná oprávnění musí být přidělovány takovým způsobem, aby byla zajištěna jednoznačná auditovatelnost všech kroků provedených pod těmito účty ve vztahu ke konkrétním osobám,

2.5 Bezpečného chování uživatelů
· nesmí šířit a vědomě používat SW získaný v rozporu s právními předpisy, zejména s autorským zákonem a SW, získaný v souladu s těmito předpisy nesmí užívat v rozporu se smlouvou,
· používat počítačové prostředky a SW vybavení VFN jen v rámci smluvního ujednání a jemu stanovené kompetence,
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· je povinen respektovat pravidla tvorby a nakládání s přístupovými hesly, zachování důvěrnosti hesel jemu přidělených v rámci své kompetence,
· nesmí žádnými prostředky se pokusit získat přístupová práva či privilegovaný stav, který mu nebyl přidělen,
· nesmí se pokusit získat přístup k chráněným informacím a datům jiných uživatelů nebo systémů,
· musí dbát předepsaným opatřením (aktualizace systému, spuštěný FW a antivir, využití veřejných sítí apod.) pro užití prostředků pro vzdálený přístup,

2.6 Bezpečnost mobilních zařízení a vzdáleného přístupu
· přístup externích zařízení je po provedení registrace zařízení při dodržení postupu
„Přístup do počítačové sítě VFN pro externí zaměstnance/firmy“ a zde uvedených povinností,
· uživatel připojení do sítě VFN je povinen:
· používat je pouze k účelům a po dobu souvisejícím s výkonem smluvní činnosti
v takovém rozsahu, který odpovídá potřebám uživatele pro výkon této činnosti,
· používat své připojení takovým způsobem, který nenaruší funkci sítě ani práva
ostatních uživatelů,
· chránit svá hesla před vyzrazením, a v případě podezření, že heslo zná jiná osoba, tuto situaci neprodleně nahlásit poskytovateli připojení,
· zabránit využití či zneužití jeho vzdáleného připojení třetí osobou,
· chovat se v souladu s dobrými mravy a právním řádem České republiky,

2.7 Ochrana před škodlivým kódem
· ochrana vnějšího perimetru dodavatele, komunikace, IS, úložišť a koncových stanic nebo mobilních zařízení před škodlivým kódem ve vztahu dodavatelským pracím a službám zajišťující provoz a fungování základních služeb VFN,

2.8 Zálohování a obnova dat
· provádět zálohování dat a informací v provozovaných nebo spravovaných HW, IS a jejich dat k zajištění jejich dostupnosti v případě nestandardních událostí (chyba paměťového média, havárie systému, poškození integrity dat atp.), aby bylo možné zálohovaná data použít pro jejich obnovu nebo přesun do jiného prostředí,
· zálohovaná data musí splňovat požadavky:
· na kompletní obnovu dat,
· dodržet maximálně tolerovaný prostoj (MTD) definovaný ve smlouvě,
· pravidelné provádění záloh a testování jejich obnovy,
· zajištění ochrany záloh a obsažených dat včetně jejich integrity,
· vydefinovaná správa (včetně řízení přístupu), doba uchování, cykly a počet kopií zálohovaných dat,


2.9 Technické zranitelnosti
· identifikovat a odstraňovat technické zranitelnosti spojené s bezpečnostním nastavením nebo fungováním jím provozovaných/spravovaných zařízení nebo systémů,
· upozorňovat VFN na identifikované zranitelnosti zařízení nebo systémů ve správě VFN nebo třetích stran,
· preferovat provedení ověření/testování opravy zranitelnosti v testovacím nebo integračním prostředí před instalací opravy programového vybavení do produkčního prostředí,

2.10 Bezpečnost komunikační sítě
· omezit riziko napadení systémů nebo služeb prostřednictvím počítačové sítě, např.:
· šifrováním,
· řízená kontrola přístupu,
· zamezení napadení aktivním útočníkem,
· řízení zátěže,
· zajištění integrity dat,
· samostatné lokální sítě,
· víceúrovňová bezpečnost,
· využití vhodné sítě,

2.11 Bezpečnostní zásady pro práci s daty
· dodržovat stanovená pravidla ochrany dat zahrnující speciální nakládání s tajnými, důvěrnými, osobními  a  citlivými  údaji  dle  jednotlivých  zákonů  (např.  nařízení č. 2016/679 - GDPR, zákona č. 110/2019 Sb., zákon č. 412/2005 Sb. apod.),
· řízení přístupu k datům s využitím principu minimálních oprávnění,
· ochrana dat při přenosu, předání a v datovém úložišti,
· povinnost ochrany osobních údajů, a to především splnění technických nebo organizačních opatření, hlášení úniku osobních údajů, spolupráce na řešení incidentů nebo auditu ochrany osobních údajů apod.,
· závazek dodavatele (a třetí strany) neporušovat integritu a dostupnost aktiv,
· omezení platná pro kopírování a šíření informací,
· opatření zajišťující vrácení či zničení informací po ukončení smluvního vztahu nebo v jeho průběhu,
· definovat postupy bezpečné likvidace dat,

2.12 Používání kryptografické ochrany
· využívání úrovně ochrany s ohledem na typ a sílu kryptografického algoritmu ve vztahu k citlivosti jednotlivých informačních aktiv,

· zohledňovat známá nebo odhalená rizika a zranitelnosti pro použité typy a síly kryptografických algoritmů výměnou za „bezpečné“ (neprolomené) kryptografické algoritmy,

2.13 Akvizice, vývoj a údržba informačních systémů
· dodržování bezpečnostních pravidel, norem a best practices (např. OWASP - Open Web Application Security Project) v rámci celého životního cyklu nákupu a vývoje SW od zadání, návrhu, přes vývoj a testování až po nasazení do provozu,
· zavedení oddělení rolí vývoje, testu a provozu,
· vývojové, integrační, testovací a provozní prostředí musí být zcela oddělena v sítích
a musí být podporována oddělenými stroji,
· zohlednění bezpečnostních požadavků VFN na dodávaný nebo vyvíjený SW, a to především:
· podporované frameworky a platformy v prostředí VFN,
· nefunkční bezpečnostní požadavky,
· provedení ověření codereview v jednotlivých fázích vývoje a testování,
· spolupráce na bezpečnostním testování včetně penetračních testů,
· dodání systémové a provozní bezpečnostní dokumentace,
· vyjasnění vlastnictví a licenčních podmínek dodávaného nebo vyvíjeného kódu a jeho dat,
· stanoven způsob převzetí, akceptace a instalaci do produkčního prostředí,
· jasný a specifikovaný proces řízení změn,

2.14 Zvládání bezpečnostních incidentů
· zavedený systém hlášení, upozorňování a vyšetřování bezpečnostních nebo kybernetických incidentů a případů prolomení bezpečnosti,
· neprodlené oznámení bezpečnostním nebo kybernetickém incidentu a prolomení bezpečnosti,
· spolupráce  na  vyšetření,  vyhodnocení  a  přijetí  opatření  z bezpečnostního  nebo
kybernetického incidentu,

2.15 Řízení kontinuity činností
· vytvoření takových postupů a fungujícího prostředí, které umožní zajistit kontinuitu a obnovu klíčových procesů a činností základních služeb VFN provozovaných nebo spravovaných dodavatelem HW, IS a jejich dat v případě jejich narušení nebo ztráty,
· provádění pravidelného testování, vyhodnocování a případně aktualizování havarijních plánů obnovy (DRP),

2.16 Legislativní a normativní požadavky
· splnění legislativních a normativních požadavků:
· zákon č. 181/2014 Sb., o kybernetické bezpečnosti

· vyhlášky č. 82/2018Sb., o kybernetické bezpečnosti,
· nařízení EU č. 2016/679, o ochraně fyzických osob v souvislosti se zpracováním osobních údajů a o volném pohybu těchto údajů (GDPR),
· zákona č. 110/2019 Sb., zpracování osobních údajů,
· směrnice EU č. 2016/1148, o opatřeních k zajištění vysoké společné úrovně bezpečnosti sítí a informačních systémů (NIS),
· nařízení EU č. 910/2014, o elektronické identifikaci a službách vytvářejících důvěru pro elektronické transakce na vnitřním trhu (eIDAS),
· standardy systému řízení bezpečnosti řady ISO/IEC 27000 – Information Security Management System (ISMS), především ISO/IEC 27001, ISO/IEC 27002 a ISO/IEC 27799,
· a souvisejících norem nebo best-practice,

2.17 Kontroly zavedení bezpečnostních opatření
· provádění kontroly zavedených bezpečnostních opatření dodavatelem v pravidelných intervalech a následné přijímání odpovídajících preventivních nebo systémových nebo organizačních opatření na zjištěné nedostatky nebo zranitelnosti,
· umožnit VFN ověření provádění kontrol a aplikaci následných opatření,

2.18 Audity plnění bezpečnostních požadavků
· umožnit VFN provedení auditu plnění požadavků uvedených v tomto dokumentu nebo s kterými byl prokazatelně dodavatel seznámen, a to po předchozím upozorněním. Audit je proveden zaměstnanci VFN nebo jím smluvně pověřeným subjektem.
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Poznamky:
ID Kod Popis Mnozstvi Kusovacena Sleva% Cena/ jedn. po slevé Castka DPH % CastkaDPH  Castka vé. DPH
1 SNS-3615-K9 Small Secure Network Server for 2,00ks 399080,34 55 179 586,16 35917231 21 75 426,19 434 598,50
ISE Applications
2 CON-PSRT-SNS3615K PRTNR SS 8X5XNBD Small Secure 2,00ks 13174643 20 105 397,14 21079428 21 44 266,80 255061,08
Network Server for ISE Appl
3 CAB-9K10A-EU Power Cord, 250VAC 10A CEE 7/7 2,00ks 0,00 0 0,00 0,00 21 0,00 0,00
Plug, EU
4 SNS-CPU-4110 2.1 GHz 4110/85W 8C/11MB 2,00ks 0,00 0 0,00 0,00 21 0,00 0,00
Cache/DDR4 2400MHz
5 SNS-HD600G10K12N 600GB 12G SAS 10K RPM SFF HDIL 2,00ks 0,00 0 0,00 0,00 21 0,00 0,00
6 SW-36X5-ISE-K9 Cisco ISE Software Load on 2,00ks 0,00 0 0,00 0,00 21 0,00 0,00
SNS-36x5-K9 appliance
7 SNS-PSU1-770W 770W power supply 2,00ks 000 0 0,00 000 21 0,00 0,00
8 SNS-PCIE-IRJ45 Intel i350 Quad Port 1Gb Adapter 2,00ks 0,00 0 0,00 0,00 21 0,00 0,00
9 R2XX-RAIDO Enable RAID 0 Setting 2,00ks 0,00 0 0,00 0,00 21 0,00 0,00
10 SNS-RAID-M5 Cisco 12G Modular RAID controller 2,00ks 0,00 0 0,00 0,00 21 0,00 0,00
with 2GB cache
11 SNS-MR-X16G1RT-H 16GB DDR4-2933-MHz 4,00 ks 0,00 0 0,00 0,00 21 0,00 0,00
RDIMM/1 Rx4/1.2v
12 L-ISE-PLS-LIC= Cisco ISE Plus License 200,00 ks 0,00 0 0,00 0,00 21 0,00 0,00
13 L-ISE-PLS-5Y-81 Cisco ISE Plus License, 5Y, 100- 200,00 ks 647,16 55 291,22 5824476 21 12 231,40 70476,16

249 Sessions

Vystavil: Tvrz Michal
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ID Kod Popis Mnozstvi Kusovacena Sleva% Cena/ jedn. po slevé Castka DPH % CastkaDPH  Castka v&. DPH
14 Implementace v&. migrace stavajiciho 1,00 ks 352 000,00 0 352 000,00 352000,00 21 73 920,00 425 920,00
systému guest access, projektova
dokumentace dle fazi 1-5, uprava
konfiguraci AP, fizeni projektu
Délka podpory - 5 let
980 211,35 205 844,39 1186 055,74
Celkem CZK véetné DPH 1186 055,74
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