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DOHODA O OCHRANĚ INFORMACÍ U DODAVATELE A PODDODAVATELŮ 

Článek I. 
Základní ustanovení 

1. Ministerstvo vnitra České republiky (dále jen „MV ČR“) a RELSIE spol. s r.o. spolu jako 
nedílnou součást smlouvy o poskytování služeb pod č. j. [doplní zadavatel] uzavírají tuto 
„Dohodu o ochraně informací u dodavatele a poddodavatelů“ (dále jen „Dohoda“) s cílem 
zajistit dodržování požadavků zákona č. 181/2014 Sb., o kybernetické bezpečnosti a o 
změně souvisejících zákonů a prováděcích předpisů. 

2. Dodavatel je při poskytování plnění ze smlouvy odpovědný za dodržování obecně 
platných právních předpisů a bezpečnostních politik stanovených v Systému řízení 
bezpečnosti informací MV ČR (dále jen „ISMS“) uvedených v čl. II Dohody. Dodavatel 
odpovídá za seznámení svých zaměstnanců a poddodavatelů s požadavky uvedenými 
v této Dohodě. 

3. Dodavatel smluvně zajistí plnění požadavků uvedených v této Dohodě ze strany 
poddodavatelů. 

Článek II. 
Dokumenty ISMS 

Dodavatel se zavazuje v oblasti ochrany informací dodržovat bezpečnostní zásady 
a provádět bezpečnostní opatření specifikovaná v těchto bezpečnostních politikách ISMS: 

a) ISMS 02.03.01 Řízení dokumentů a záznamů; 
b) ISMS 03.01.02 Politika klasifikace aktiv; 
c) ISMS 03.01.03 Politika bezpečnosti lidských zdrojů; 
d) ISMS 03.01.04 Politika řízení provozu a komunikací; 
e) ISMS 03.01.05 Politika řízení přístupu; 
f) ISMS 03.01.06 Politika bezpečného chování uživatelů; 
g) ISMS 03.01.08 Politika bezpečného předávání a výměny informací; 
h) ISMS 03.01.09 Politika řízení technických zranitelností; 
i) ISMS 03.01.10 Politika bezpečného používání mobilních zařízení; 
j) ISMS 03.01.11 Politika poskytování a nabývání licencí programového 

vybavení; 
k) ISMS 03.01.13 Politika ochrany osobních údajů; 
l) ISMS 03.01.14 Politika fyzické bezpečnosti; 
m) ISMS 03.01.15 Politika bezpečnosti komunikační sítě; 
n) ISMS 03.01.16 Politika ochrany před škodlivým kódem; 
o) ISMS 03.01.19 Politika bezpečného používání kryptografické ochrany; 
p) ISMS 03.03.01 Zvládání kybernetických bezpečnostních incidentů. 

Článek III. 
Audit 

MV ČR je oprávněno provést u dodavatele a jeho poddodavatelů kontrolu plnění 
povinností v oblasti ochrany informací v souvislosti s plněním povinností podle smlouvy. 
Dodavatel je povinen takovou kontrolu (dále jen „audit“) umožnit. MV ČR oznámí 
dodavateli minimálně deset (10) pracovních dní předem svůj úmysl zahájit provedení 
auditu. Audit bude spočívat v provedení kontroly dokumentace, praktické realizaci činností 
a fyzické kontrole prostor, kde jsou činnosti pro MV ČR prováděny. Činnosti spojené s 
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auditem budou ze strany MV ČR prováděny tak, aby měly minimální dopad na provoz 
dodavatele. Dodavatel určí k provedení auditu minimálně jednu osobu, která bude po 
dobu provádění auditu k dispozici MV ČR, přičemž se bude jednat o osobu, která bude 
mít přístup do příslušných prostor a k potřebným dokumentům. Dodavatel je povinen 
zajistit pro pracovníky provádějící audit vstup do prostor v jeho dispozici i do prostor jeho 
poddodavatelů, pokud jsou v nich vyvíjeny jakékoli činnosti ve spojení s plněním 
povinností podle smlouvy uvedené v čl. I. této Dohody. Náklady vzniklé na provedení 
auditu nese ta strana, které takové náklady vznikly. 

Článek IV 

Závěrečné ustanovení 
Dodavatel prohlašuje, že se seznámil s dokumenty ISMS uvedenými v čl. II. této Dohody, 
zavazuje se je dodržovat a zavazuje se umožnit MV ČR audit podle čl. III. této Dohody. 


