SMLOUVA

podle § 1746 odst. 2 zákona č. 89/2012 Sb., občanský zákoník ve znění pozdějších předmětů (dále jen „NOZ“), (tato smlouva dále jen „smlouva“)

SMLUVNÍ STRANY

**Česká republika – Ministerstvo vnitra**

Sídlo: Nad Štolou 963/3, 170 34 Praha 7

Zastoupený: PhDr. Jiří Úlovec

IČ: 00007064

Bankovní spojení: Česká národní banka

Číslo účtu: 3605-881/0710

Kontaktní osoba: Mgr. Josef Hora

E-mail: **[-anonymizováno-]**

Telefon: **[-anonymizováno-]**, mobil: **[-anonymizováno-]**

(dále jen *„****Objednatel****“*)

a

**Equica, a.s.**

Sídlo: Rubeška 215/1, 190 00 Praha 9 - Vysočany

Zapsaná v OR vedeném městským soudem v Praze, oddíl B, vložka 7407

Zastoupený: **[-anonymizováno-]**

IČ: 26490951

DIČ: CZ26490951

Plátce DPH: Ano

Bankovní spojení: FIO Banka Praha

Číslo účtu: 2201535190/2010

Kontaktní osoba: **[-anonymizováno-]**

E-mail: **[-anonymizováno-]**

Telefon: **[-anonymizováno-]**

(dále jen ***„Poskytovatel“***)

1. PREAMBULE

Smluvní strany prohlašují, že tato Smlouva je uzavřena na základě výsledků otevřeného řízení s názvem „**PEvA, VZ 04: Atestace dlouhodobého řízení ISVS, atestace referenčních rozhraní ISVS, posouzení bezpečnosti dat a shody se zákonem o kybernetické bezpečnosti**“, pod ev. č. veřejné zakázky N006/19/V00030150 (dále jen *„veřejná zakázka“*). Jednotlivá ustanovení této Smlouvy tak budou vykládána v souladu se zadávacími podmínkami veřejné zakázky.

1. PŘEDMĚT SMLOUVY
   1. Předmětem této Smlouvy je závazek Poskytovatele provést na svůj náklad a nebezpečí ve sjednaném termínu dále specifikované služby a závazek Objednatele zaplatit za tyto služby sjednanou cenu.
   2. Předmětem závazku Poskytovatele je:

2.2.1 provedení Atestace dlouhodobého řízení ISVS. Služba zahrnuje provedení Atestace dlouhodobého řízení ISVS PEvA II v souladu s požadavky zákona č. 365/2000 Sb., o informačních systémech veřejné správy v účinném znění (zejména novelizace zákonem č. 81/2006 Sb.), prováděcí vyhlášky č. 529/2006 Sb., o požadavcích na strukturu a obsah informační koncepce a provozní dokumentace a o požadavcích na řízení bezpečnosti a kvality informačních systémů veřejné správy (vyhláška o dlouhodobém řízení informačních systémů veřejné správy) a další navazující legislativy v účinném znění. Součástí plnění budou rovněž doporučení k řešení identifikovaných neshod a slabých míst. (dále jen „**Atestace DŘ ISVS**“),

2.2.2 provedení Atestace referenčních rozhraní ISVS. provedení Atestace referenčních rozhraní ISVS PEvA II v souladu s požadavky zákona č. 365/2000 Sb., o informačních systémech veřejné správy v účinném znění (zejména novelizace zákonem č. 81/2006 Sb.), prováděcí vyhlášky č. 529/2006 Sb., o požadavcích na strukturu a obsah informační koncepce a provozní dokumentace a o požadavcích na řízení bezpečnosti a kvality informačních systémů veřejné správy (vyhláška o dlouhodobém řízení informačních systémů veřejné správy), vyhláškou MV ČR č. 53/2007 Sb., o technických a funkčních náležitostech uskutečňování vazeb mezi informačními systémy veřejné správy prostřednictvím referenčního rozhraní (vyhláška o referenčním rozhraní), vyhláškou MV ČR č. 52/2007 Sb., o postupech atestačních středisek při posuzování způsobilosti k realizaci vazeb informačních systémů veřejné správy prostřednictvím referenčního rozhraní a další navazující legislativy v účinném znění. Součástí plnění budou rovněž doporučení k řešení identifikovaných neshod a slabých míst. (dále jen „**Atestace RR ISVS**“),

2.2.3 provedení Posouzení bezpečnosti dat a shody ze ZoKB. Služba zahrnuje provedení posouzení shody ISVS PEvA II s požadavky zákona č. 181/2014 Sb. (zákon o kybernetické bezpečnosti, dále jen „ZoKB“) v účinném znění, prováděcí vyhlášky č. 82/2018 Sb. o bezpečnostních opatřeních, kybernetických bezpečnostních incidentech, reaktivních opatřeních, náležitostech podání v oblasti kybernetické bezpečnosti a likvidaci dat (vyhláška o kybernetické bezpečnosti), dále pak s požadavky zákona č. 101/2000 Sb. (zákon o ochraně osobních údajů) v účinném znění, nařízením Evropského parlamentu a Rady EU č. 2016/679 o ochraně fyzických osob v souvislosti se zpracováním osobních údajů a o volném pohybu těchto údajů (GDPR) a další navazující legislativy v účinném znění. Cílem zadavatele je získat přehled požadavků uvedených právních norem a míru jejich naplnění, přičemž součástí plnění budou rovněž doporučení k řešení identifikovaných neshod a slabých míst. Cílem zadavatele je získat přehled požadavků uvedených právních norem a míru jejich naplnění, přičemž součástí plnění budou rovněž doporučení k řešení identifikovaných neshod a slabých míst. (dále jen „**Posouzení bezpečnosti dat a shody se ZoKB**“).

* 1. Objektem posouzení (atestace) bude tento informační systém Objednatele:
* IS PEvA (Informační systém Evidence Národního archivního dědictví na Národním portálu)

Podrobný popis tohoto ISVS je uveden v **Příloze č. 1: Stručný popis IS**.

* 1. Služba Atestace DŘ ISVS zahrnuje následující:
     + Atestaci IS v souladu s požadavky zákona č. 365/2000 Sb. v účinném znění, vyhlášky č. 529/2006 Sb. v účinném znění a další navazující legislativy v účinném znění.
     + Vypracování sady doporučení k řešení identifikovaných neshod a slabých míst.
  2. Výstupem služby Atestace DŘ ISVS bude:
* Zpráva o výsledku posouzení shody dlouhodobého řízení informačních systémů veřejné správy s požadavky zákona č. 365/2000 Sb., o ISVS, a prováděcích právních předpisů k tomuto zákonu.
* Přehled identifikovaných neshod a slabých míst spolu s doporučeními k jejich řešení.
  1. Služba Atestace RR ISVS zahrnuje následující:
     + Atestaci IS v souladu s požadavky zákona č. 365/2000 Sb. v účinném znění, vyhlášky č. 529/2006 Sb. v účinném znění, vyhláškou MV ČR č. 53/2007 Sb. v účinném znění, vyhláškou MV ČR č. 52/2007 Sb. v účinném znění a další navazující legislativy v účinném znění.
     + Vypracování sady doporučení k řešení identifikovaných neshod a slabých míst.
  2. Výstupem služby Atestace RR ISVS bude:
* Zpráva o výsledku posouzení shody způsobilosti k realizaci vazeb informačního systému veřejné správy s jinými informačními systémy prostřednictvím referenčního rozhraní.
* Přehled identifikovaných neshod a slabých míst spolu s doporučeními k jejich řešení.
  1. Služba Posouzení bezpečnosti dat a shody se ZoKB zahrnuje následující:
     + Provedení posouzení shody s požadavky zákona č. 181/2014 Sb. v účinném znění, prováděcí vyhlášky č. 82/2018 Sb. v účinném znění.
     + Provedení posouzení shody s požadavky zákona č. 101/2000 Sb. v účinném znění.
     + Provedení posouzení shody s nařízením Evropského parlamentu a Rady EU č. 2016/679 o ochraně fyzických osob v souvislosti se zpracováním osobních údajů a o volném pohybu těchto údajů (GDPR).
     + Provedení posouzení shody s další navazující legislativou v oblasti kybernetické bezpečnosti, ochrany dat a ochrany osobních údajů.
  2. Výstupem služby Posouzení bezpečnosti dat bude:
     + Zpráva o výsledku posouzení shody s požadavky zákona č. 181/2014 Sb. v účinném znění, vyhlášky č. 82/2018 Sb. v účinném znění.
     + Zpráva o výsledku posouzení shody s požadavky zákona č. 101/2000 Sb. v účinném znění.
     + Zpráva o výsledku posouzení shody s nařízením Evropského parlamentu a Rady EU č. 2016/679 o ochraně fyzických osob v souvislosti se zpracováním osobních údajů a o volném pohybu těchto údajů (GDPR).
     + Zpráva o výsledku posouzení shody s další navazující legislativou v oblasti kybernetické bezpečnosti, ochrany dat a osobních údajů.
     + Přehled identifikovaných neshod a slabých míst spolu s doporučeními k jejich řešení.
  3. Poskytovatel je při provádění Atestace RR ISVS povinen dodržet Metodický pokyn MV ČR k posuzování způsobilosti k realizaci vazeb ISVS prostřednictvím referenčního rozhraní. Pokyn je dostupný na URL https://www.mvcr.cz/clanek/metodicky-pokyn-k-posuzovani-zpusobilosti-k-realizaci-vazeb-isvs-prostrednictvim-referencniho-rozhrani-98.aspx

1. MÍSTO A TERMÍNY PLNĚNÍ
   1. Místem plnění je hlavní město Praha.
   2. Poskytovatel zahájí plnění do jednoho týdne poté, co bude Objednatelem vyzván k zahájení plnění. Objednatel může Poskytovatele vyzvat k zahájení poskytování plnění nejdříve v den následující po dni, kdy tato Smlouva nabyde účinnosti.
   3. Poskytovatel je povinen plnění specifikované v článku II. této Smlouvy ukončit a předat Objednateli nejpozději do tří kalendářních měsíců ode dne, kdy byl Objednatelem vyzván k zahájení plnění.
   4. Jestliže nevhodné nebo neúplné podklady nebo pokyny brání v řádném provádění služeb, Poskytovatel tyto skutečnosti bezodkladně oznámí Objednateli a v nezbytném rozsahu přeruší provádění služeb do doby změny nebo doplnění podkladů nebo pokynů Objednatelem nebo do doby doručení písemného sdělení Objednatele, že trvá na provádění služeb s použitím předaných podkladů nebo za dodržování jeho pokynů. Poskytovatel je povinen pokračovat v provádění služeb v rozsahu, ve kterém mu v tom nebrání nevhodné nebo neúplné podklady nebo pokyny. O dobu, po kterou bylo nutné provádění služeb přerušit z důvodů uvedených v tomto odstavci, se prodlužuje lhůta pro provedení závazku vymezená v článku 3.3 této Smlouvy.
2. REALIZACE SLUŽBY A AKCEPTAČNÍ ŘÍZENÍ
   1. Povinnost poskytovatele realizovat služby dle této Smlouvy je splněna řádným a včasným předáním výsledků provedení Atestace DŘ ISVS, výsledků provedení Atestace RR ISVS, provedením Posouzení bezpečnosti dat a shody se ZoKB a přehledu neshod a slabých míst spolu s doporučeními řešení Objednateli, včetně předání veškerých dokladů a certifikátů.
   2. Poskytovatel je povinen realizovat služby specifikované v článku II. této Smlouvy a předat jejich výstupy dle článku 2.5., 2.7. a 2.9 této Smlouvy Objednateli. Výstupem předávacího řízení je předávací protokol podepsaný zástupci obou smluvních stran. Okamžikem podpisu předávacího protokolu se považuje plnění ze strany Poskytovatele za řádně předané a ze strany Objednatele za převzaté.
   3. Smluvní strany sjednávají, že služby poskytnuté Poskytovatelem budou podrobeny akceptačnímu řízení.
   4. Výstupem akceptačního řízení je akceptační protokol podepsaný oběma smluvními stranami. Okamžikem podpisu akceptačního protokolu se považuje plnění ze strany Objednatele za zkontrolované a akceptované (s výhradou či bez výhrad).
   5. V rámci akceptačního řízení Objednatel posoudí, zda výstupy poskytnutých služeb splňují požadavky dle platné legislativy, této Smlouvy, nebo podmínek výše uvedeného zadávacího řízení veřejné zakázky.
3. CENA SLUŽEB
   1. Smluvní strany se dohodly, že celková cena za celé plnění specifikované v článku II. této Smlouvy činí 245.000,- Kč bez DPH. Tato cena je podrobně rozčleněna v příloze č. 2 této Smlouvy (dále jen „položková cena“).
   2. Cena je stanovena jako závazná, nejvýše přípustná a nepřekročitelná s výjimkou změny daňových právních předpisů týkajících se DPH. Do ceny jsou zahrnuty veškeré náklady či poplatky a další výdaje, které Poskytovateli při realizaci služeb vzniknou nebo mohou vzniknout.
   3. V ceně je zahrnuta cena za veškeré práce, dodávky, služby, činnosti a výkony, kterých je třeba pro včasné a kompletní provedení služeb a veškeré další náklady Poskytovatele, nutné pro včasnou a kompletní realizaci služeb dle této Smlouvy, včetně nákladů na dopravu, stravné, cestovné, je-li touto Smlouvou, jejími přílohami nebo Objednatelem požadován.
   4. Fakturace bude provedena po úspěšném dokončení akceptačního řízení. Po podpisu akceptačního protokolu oběma stranami vyzve Objednatel Poskytovatele k vystavení daňového dokladu. Objednatel neposkytuje jakékoliv zálohy.
   5. Poskytovatel je povinen vystavit daňový doklad (dále jen „faktura“) v souladu s § 28 zákona č. 235/2004 Sb., o dani z přidané hodnoty, ve znění pozdějších předpisů (dále jen „zákon o DPH“). Splatnost faktury musí činit minimálně 21 dnů.
   6. Vystavená faktura musí splňovat náležitosti daňového dokladu dle § 29 zákona o DPH, náležitosti stanovené § 13a obchodního zákoníku 435 NOZ a náležitosti stanovené touto Smlouvou vč. dohodnutých příloh a nedílných součástí. Na faktuře bude uveden název a číslo projektu Evidence Národního archivního dědictví na Národním portálu“, CZ.06.3.05/0.0/0.0/15\_019/0006081.
   7. Nebude-li faktura obsahovat některou povinnou nebo dohodnutou náležitost vč. dohodnutých příloh nebo nedílných součástí, nebo bude-li chybně stanovena cena, DPH nebo jiná náležitost faktury, je Objednatel oprávněn tuto fakturu vrátit Poskytovateli k provedení opravy  s vyznačením důvodu vrácení. Poskytovatel provede opravu vystavením nové faktury, jejím doručením začíná opětovně běžet lhůta splatnosti minimálně 21 dnů.
   8. Okamžikem zaplacení ceny podle této Smlouvy se rozumí datum odepsání příslušné částky odpovídající ceně díla z účtu Objednatele ve prospěch účtu Poskytovatele.
   9. Veškeré úhrady Objednatele na základě této Smlouvy budou prováděny bezhotovostním převodem na bankovní účet Poskytovatele.
4. ZÁRUČNÍ PODMÍNKY
   1. Poskytovatel odpovídá za to, že Atestace DŘ ISVS proběhla v souladu s požadavky zákona č. 365/2000 Sb., o informačních systémech veřejné správy v účinném znění (zejména novelizace zákonem č. 81/2006 Sb.), prováděcí vyhlášky č. 529/2006 Sb., o požadavcích na strukturu a obsah informační koncepce a provozní dokumentace a o požadavcích na řízení bezpečnosti a kvality informačních systémů veřejné správy v účinném znění a další navazující legislativy v účinném znění.
   2. Poskytovatel odpovídá za to, že Atestace RR ISVS proběhla v souladu s požadavky zákona č. 365/2000 Sb., o informačních systémech veřejné správy v účinném znění (zejména novelizace zákonem č. 81/2006 Sb.), prováděcí vyhlášky č. 529/2006 Sb., o požadavcích na strukturu a obsah informační koncepce a provozní dokumentace a o požadavcích na řízení bezpečnosti a kvality informačních systémů veřejné správy v účinném znění, vyhláškou MV ČR č. 53/2007 Sb., o technických a funkčních náležitostech uskutečňování vazeb mezi informačními systémy veřejné správy prostřednictvím referenčního rozhraní (vyhláška o referenčním rozhraní), vyhláškou MV ČR č. 52/2007 Sb., o postupech atestačních středisek při posuzování způsobilosti k realizaci vazeb informačních systémů veřejné správy prostřednictvím referenčního rozhraní a další navazující legislativou v účinném znění.
   3. Poskytovatel odpovídá za to, že posouzení shody s požadavky zákona č. 181/2014 Sb. (zákon o kybernetické bezpečnosti) v účinném znění, prováděcí vyhlášky č. 82/2018 Sb., o bezpečnostních opatřeních, kybernetických bezpečnostních incidentech, reaktivních opatřeních, náležitostech podání v oblasti kybernetické bezpečnosti a likvidaci dat (vyhláška o kybernetické bezpečnosti) v účinném znění, dále pak s požadavky zákona č. 101/2000 Sb. (zákon o ochraně osobních údajů) v účinném znění, nařízením Evropského parlamentu a Rady EU č. 2016/679 o ochraně fyzických osob v souvislosti se zpracováním osobních údajů a o volném pohybu těchto údajů (GDPR) a další navazující legislativy v účinném znění provedl řádně a informace uvedené ve výsledné zprávě odpovídají zjištěným skutečnostem.
   4. Na poskytované služby a spotřební materiál poskytuje Poskytovatel záruku  v délce 6 (šest) měsíců.
5. **ODPOVĚDNOST ZA ŠKODU**
6. Poskytovatel odpovídá Objednateli za škodu, způsobenou zaviněným porušením povinností vyplývajících z této Smlouvy nebo z obecně závazného právního předpisu. Poskytovatel je povinen nahradit takto vzniklou škodu v plném rozsahu, včetně případných sankcí udělených Objednateli správními orgány, jejichž příčinou bylo porušení povinností Poskytovatele dle této Smlouvy.
7. Poskytovatel neodpovídá za škodu, která byla způsobena jinou osobou než Poskytovatelem, či jím pověřeným subjektem, nesprávným nebo neadekvátním přístupem Objednatele a  v důsledku událostí vyšší moci.
8. Smluvní strany se výslovně dohodly, že celková výše náhrady škody z jedné škodní události nebo série vzájemně propojených škodných událostí, které by v příčinné souvislosti s plněním této Smlouvy mohly vzniknout, se limituje u skutečné škody a u ušlého zisku celkem do výše hodnoty plnění podle této Smlouvy. Tyto částky představují současně maximální předvídatelnou škodu, která může případně vzniknout porušením povinností Poskytovatele.
9. Za tvorbu, využívání a provozování dat v informačním systému nese odpovědnost výhradně Objednatel. Objednatel je zároveň povinen provádět bezpečnostní zálohy dat v souladu  s pravidly běžnými pro nakládání s daty v informačních systémech. Poskytovatel nenese odpovědnost za ztrátu nebo poškození dat nebo datových struktur Objednatele.
10. Zařízení pro ukládání a zpracování dat jsou technická zařízení, jejichž poruchovost je objektivním jevem a má stochastický charakter. Poskytovatel nepřebírá žádné záruky ani odpovědnost za data uložená na paměťových médiích.
11. OSTATNÍ PODMÍNKY PLNĚNÍ PŘEDMĚTU SMLOUVY
12. Poskytovatel se zavazuje, že Objednateli předloží před podpisem této Smlouvy pojistnou smlouvu, jejímž předmětem bude pojištění odpovědnosti poskytovatele za škodu způsobenou při poskytování služby třetí osobě s pojistným plněním ve výši minimálně 2.000.000,- Kč. Poskytovatel se v této souvislosti zavazuje udržovat pojištění alespoň v uvedené výši  v platnosti až do okamžiku, kdy dojde k podpisu předávacího protokolu oběma smluvními stranami a do stejné doby řádně hradit pojistné z výše uvedené pojistné smlouvy.
13. Poskytovatel je povinen při plnění této Smlouvy postupovat v souladu s platnými a účinnými právními předpisy ČR a EU.
14. Objednatel je oprávněn kontrolovat provádění služby Poskytovatelem. Objednatel je oprávněn zejména:
    * + kontrolovat, zda jsou služby poskytovány v souladu se smluvními podmínkami, přílohou č. 1 této Smlouvy, příslušnými obecně závaznými právními předpisy;
      + upozorňovat Poskytovatele na zjištěné nedostatky a kontrolovat termíny a způsob jejich odstranění;
      + kontrolovat dodržování právních předpisů, směrnic apod.
15. Poskytovatel je povinen zachovávat mlčenlivost o všech skutečnostech a informacích, které mu byly v souvislosti s touto Smlouvou nebo jejím plněním, jakkoliv zpřístupněny, předány či sděleny, nebo o nichž se jakkoliv dozvěděl, vyjma těch, které jsou v okamžiku, kdy se s nimi Poskytovatel seznámil, prokazatelně veřejně přístupné nebo těch, které se bez zavinění Poskytovatele veřejně přístupnými stanou (dále jen „důvěrné informace“). Poskytovatel nesmí důvěrné informace použít v rozporu s jejich účelem, nesmí je použít ve prospěch svůj nebo třetích osob a nesmí je použít ani v neprospěch Objednatele. Povinnosti dle tohoto odstavce je Poskytovatel povinen zachovávat i po zániku této Smlouvy, vyjma případů, kdy se důvěrné informace stanou prokazatelně veřejně přístupné bez zavinění Poskytovatele. Povinnosti dle tohoto odstavce se nevztahují na případy, kdy je Poskytovatel povinen zveřejnit důvěrnou informaci na základě povinnosti uložené Poskytovateli právním předpisem nebo rozhodnutím orgánu veřejné moci.
16. Povinnost mlčenlivosti zahrnuje také mlčenlivost Poskytovatele ohledně osobních údajů. Bude-li Poskytovatel s osobními údaji nakládat při realizaci předmětu této Smlouvy, odpovídá Poskytovatel za to, že z jeho strany bude případné nakládání s těmito osobními údaji v souladu s příslušnými právními předpisy o ochraně osobních údajů, zejm. v souladu s nařízením Evropského parlamentu a Rady (EU) 2016/679 ze dne 27. dubna 2016 o ochraně fyzických osob v souvislosti se zpracováním osobních údajů a o volném pohybu těchto údajů a o zrušení směrnice 95/46/ES (obecné nařízení o ochraně osobních údajů; GDPR).
17. O získání dat dle odstavce 8.5. této Smlouvy je Poskytovatel povinen Objednatele informovat bez zbytečného odkladu, nejpozději však do 2 (dvou) pracovních dnů.
18. Poskytovatel se zavazuje, že na poskytování služby dle této Smlouvy vytvoří realizační tým složený z následujících osob:
    * + Vladimír Matějíček na pozici Vedoucí projektového týmu
      + Luděk Ondík na pozici Konzultant – Atestační odborník
      + Matěj Vala na pozici Konzultant – Odborník kybernetická bezpečnost
19. Jakákoliv změna osoby uvedené v odstavci 8.7. této Smlouvy musí být předem odsouhlasena Objednatelem. Nová osoba musí splňovat podmínky technické kvalifikace dle zadávacích podmínek veřejné zakázky.
20. Poskytovatel se zavazuje označovat veškeré vydané faktury číslem projektu uvedeným v článku V., odstavci 5.6. této Smlouvy.
21. Poskytovatel je povinen minimálně do roku 2030 poskytovat požadované informace a dokumentaci související s realizací projektu zaměstnancům nebo zmocněncům pověřených orgánů (CRR, MMR ČR, MF ČR, Evropské komise, Evropského účetního dvora, Nejvyššího kontrolního úřadu, příslušného orgánu finanční správy a dalších oprávněných orgánů státní správy) a je povinen vytvořit výše uvedeným osobám podmínky k provedení kontroly vztahující se k realizaci projektu a poskytnout jim při provádění kontroly součinnost.
22. Poskytovatel je povinen uchovávat veškerou dokumentaci související s realizací projektu včetně faktur minimálně do konce roku 2030. Pokud je v českých právních předpisech stanovena lhůta delší, musí ji žadatel /příjemce použít.
23. UKONČENÍ SMLOUVY
    1. Objednatel je oprávněn (kromě případů uvedených v § 2001 a násl. NOZ) od této Smlouvy písemně odstoupit:
       * byl-li pravomocně zjištěn úpadek Poskytovatele a rozhodnuto o způsobu řešení úpadku konkursem, nebo byl-li insolvenční návrh pravomocně zamítnut pro nedostatek majetku Poskytovatele;
       * jestliže se Poskytovatel ocitne v prodlení s poskytnutím služeb delším než 20 (dvacet) kalendářních dní;
    2. Poruší-li Poskytovatel některou z povinností stanovených v této Smlouvě nebo zjistí-li Objednatel, že Poskytovatel porušuje své povinnosti při poskytování výše uvedených služeb, má Objednatel právo od této Smlouvy bez dalšího odstoupit, může však předtím poskytnout lhůtu k nápravě. Odstoupením od této Smlouvy se tato Smlouva zrušuje od počátku v celém rozsahu.
    3. V případě odstoupení Objednatele od této Smlouvy má Poskytovatel nárok na zaplacení poměrné části ceny poskytnutých služeb v závislosti na jejich rozsahu.
    4. Poskytovatel má právo odstoupit od této Smlouvy podle zákona, jestliže to tato Smlouva nevylučuje.  V případě odstoupení Poskytovatele od této Smlouvy má Poskytovatel nárok na zaplacení poměrné části ceny služeb v závislosti na rozsahu, v jakém již byly poskytnuty.
24. SANKCE
25. Poskytovatel odpovídá za jakékoli porušení jeho povinností stanovených touto Smlouvou a je povinen uhradit veškeré pokuty udělené mu příslušnými správními orgány.
26. Pokud je poskytovatel v prodlení s provedením služeb ve lhůtě podle článku III., odstavce 3.3. této Smlouvy, je povinen zaplatit Objednateli smluvní pokutu ve výši 0,05 % z ceny plnění bez DPH podle článku V., odstavce 5.1. této Smlouvy za každý započatý den prodlení.
27. Ocitne-li se Objednatel v prodlení s úhradou ceny služeb podle článku V., odstavce 5.1 této Smlouvy, je povinen zaplatit Poskytovateli smluvní pokutu ve výši 0,05 % z dlužné částky za každý započatý den prodlení.
28. Poruší-li Poskytovatel povinnost dle článku VIII., odstavce 8.1. této Smlouvy, článku VIII., odstavce 8.4. této Smlouvy, článku VIII., odstavce 8.5. této Smlouvy a článku VIII., odstavce 8.6. této Smlouvy, je povinen zaplatit Objednateli smluvní pokutu ve výši 10.000 (desettisíc) Kč.
29. Kterákoliv smluvní strana je oprávněna požadovat po druhé smluvní straně náhradu škody způsobené porušením povinnosti, na kterou se vztahuje smluvní pokuta, a to v rozsahu, v němž škoda sjednanou smluvní pokutu přesahuje, pokud není v této smlouvě stanoveno jinak.
30. V případě, že Objednateli vznikne nárok na smluvní pokutu dle této Smlouvy vůči Poskytovateli, je objednatel oprávněn započíst pohledávku z titulu smluvní pokuty oproti nároku Poskytovatele na úhradu jím vystavené faktury.
31. ZÁVĚREČNÁ USTANOVENÍ
32. Smluvní strany se dohodly, že Poskytovatel není oprávněn postoupit nebo zastavit pohledávku za Objednatelem z této Smlouvy bez předchozího písemného souhlasu Objednatele. Poskytovatel není oprávněn svou pohledávku za Objednatelem z této Smlouvy nebo pohledávku na zaplacení smluvní pokuty vzniklé na základě této Smlouvy použít  k jednostrannému započtení na pohledávku Objednatele za Poskytovatelem.
33. Poskytovatel na sebe bere nebezpečí změny okolností ve smyslu § 1765 odst. 2 NOZ.
34. Smluvní strany se dohodly, že § 1912 a § 1921 NOZ se nepoužijí.
35. Poskytovatel výslovně prohlašuje, že souhlasí se zveřejněním této Smlouvy v rozsahu a za podmínek vyplývajících z příslušných právních předpisů.
36. Tato Smlouva nabývá platnosti dnem jejího podpisu oběma smluvními stranami a účinnosti dnem jejího uveřejnění v registru smluv. Platnost této Smlouvy končí 24 měsíců (2 roky) od data zveřejnění této Smlouvy v registru smluv.
37. Tato Smlouva může být měněna pouze písemnými dodatky k této smlouvě podepsanými objednatelem a poskytovatelem.
38. Tato Smlouva je vyhotovena ve dvou stejnopisech s platností originálu, z nichž každá ze smluvních stran obdrží po jednom vyhotovení.
39. Smluvní strany prohlašují, že tato Smlouva je souhlasným, svobodným a vážným projevem jejich pravé vůle a že ji neuzavřely v tísni za nápadně nevýhodných podmínek, což stvrzují svými podpisy v jejím závěru.
40. Nedílnou součástí této Smlouvy jsou tyto přílohy:

Příloha č. 1 – Stručný popis IS

Příloha č. 2 – Položková cena

|  |  |
| --- | --- |
| V Praze dne 14. 2. 2020 | V Praze dne 14. 2. 2020 |
|  |  |
| **PhDr. Jiří Úlovec**,  ředitel odboru archivní správy a spisové služby | **[-anonymizováno-]**,  Obchodní ředitel Equica, a.s. |

**Příloha č. 1**

Popis informačních systémů

Systém Národního digitálního archivu (NDA) se sestává ze dvou samostatných informačních systémů: Informačního systému Archivní portál (IS Archivní portál) a Informačního systému NDA (dále též IS NDA). Oba informační systémy spolu komunikují pouze vyhrazenými kanály prostřednictvím WSDL.

Archivní portál je určen pro komunikaci digitálního archivu s vnějšími uživateli. IS PEvA II je jedním z modulů Archivního portálu. IS PEvA II je pro vnější uživatele zcela uzavřen a je přístupný jen pro omezený okruh uživatelů prostřednictvím Archivního portálu.

Atestace způsobilosti dodaného řešení IS PEvA II k realizaci vazeb s jinými IS prostřednictvím referenčního rozhraní bude spočívat především v prověření úkonů spojených s komunikací s příslušnými moduly IS NDA a IS Archivního portálu a dále i se specializovanými IS archivů.

Informační systém NDA (IS NDA)

Informační systém Národního digitálního archivu je vybudován na základě konceptuálního modelu OAIS (Open Archival Information System) a je určen pro dlouhodobé uchovávání digitálních dokumentů. Systém je modulární složený ze 7 modulů: Příjem, Správa dat, Archivematica, Přístup, Distribuce, Administrace a Záložní úložiště.

Informační systém Archivní portál

Informační systém Archivní portál je určen pro komunikaci vnějších uživatelů s digitálním archivem a pro jejich přístup k digitálním archiváliím, které jsou uloženy v IS NDA. Systém je budován jako modulární a každý modul je tvořen aplikačním serverem (zpravidla virtualizovaným) s databází a ukládacím prostorem. Jednotlivé moduly spolu komunikují prostřednictvím WSDL a REST.

IS Archivní portál je umístěn v demilitarizované zóně oddělené firewally od sítě Internet na jedné straně a sítě IS NDA na straně druhé. V některých částech dokumentace se o IS Archivní portál mluví jako o IS Národní portál, jde o totožný IS.

Informační systém pro vedení evidence Národního archivního dědictví - PEvA II

Hlavní funkcí IS PEvA II je vedení evidence Národního archivního dědictví (dále také "NAD") na Archivním portálu. Evidence NAD je prostřednictvím IS PEvA II navázána na evidenci původců, evidenci archivů a dalších subjektů, které vedou základní evidenci NAD podle § 16 archivního zákona. Rovněž je vytvořena vazba NAD na další funkce Archivního portálu, a to zvláště v oblasti elektronického výběru archiválií a zveřejňovaných archivních pomůcek. Provoz Archivního portálu zajišťuje Národní archiv.

Pro IS PEvA II je definován seznam skupin uživatelů (rolí), které se liší souborem povolených aktivit, ke kterým může IS PEvA II používat. Skupiny (role) jsou:

* + - * Občané

Primární role pro odbornou i širokou veřejnost. IS PEvA II umožní prostřednictvím Archivního portálu zpřístupnění (veřejnou publikaci) vybraných údajů z evidence listů NAD, záznamů archivních pomůcek a elektronických archivních pomůcek. Odhadovaný rozsah 1000 až 15 000 přístupů/měsíc.

* + - * Podnikatelé (soukromoprávní subjekty)

Primární pro soukromé archivy, případně i kulturně vědecké instituce (KVI), jejichž zřizovatelé jsou soukromoprávními subjekty a které povedou evidenci NAD prostřednictvím IS PEvA II.

* + - * Zaměstnanci ve veřejné správě

Primární role pro zaměstnance ve veřejné správě, např. Ministerstvo vnitra, archivy všech typů včetně Národního archivu a kulturně vědecké instituce (muzea, galerie, památníky, vědecko-výzkumné instituce, vysoké školy, které spravují archiválie) jejichž zřizovatelé jsou orgány veřejné moci a které povedou evidenci NAD prostřednictvím IS PEvA II.

**Příloha č. 2**

**Položková cena**

|  |  |
| --- | --- |
| **Název veřejné zakázky:** | **PEvA, VZ 04: Atestace dlouhodobého řízení ISVS, atestace referenčních rozhraní ISVS, posouzení bezpečnosti dat a shody se zákonem o kybernetické bezpečnosti** |
| **Zadavatel:** | Česká republika – Ministerstvo vnitra |

|  |  |
| --- | --- |
| **Účastník, včetně uvedení své právní formy:** | Equica, a.s. |
| **Sídlo:** | Rubeška 215/1, 190 00 Praha 9 - Vysočany |
| **IČ:** | 26490951 |
| **Osoba oprávněná jednat jménem účastníka:** | **[-anonymizováno-]** |

|  |  |  |  |
| --- | --- | --- | --- |
| položka | cena bez DPH | výše DPH | cena včetně DPH |
| Atestace dlouhodobého řízení ISVS | 25.000,- Kč | 5.250,- Kč | 30.250,- Kč |
| Atestace referenčních rozhraní ISVS | 175.000,- Kč | 36.750,- Kč | 211.750,- Kč |
| Posouzení bezpečnosti dat  a shody se ZoKB | 45.000,- Kč | 9.450,- Kč | 54.450,- Kč |
| **Celkem** | **245.000,- Kč** | **51.450,- Kč** | **296.450,- Kč** |

Účastník je povinen uvést všechny ceny v měně Česká koruna (CZK). Za správnost určení sazby DPH a její výpočet nese odpovědnost dodavatel.