
ŘEDITELSTVÍ SILNIC A DÁLNIC ČR

Příloha č. 2
Základní požadavky eSSL

Č. Požadavku Požadavky zadavatele  - zák lad n í
Součásti
eSSL

S lo v n í popis způsobu n a p ln ě n í požadavku  
(d o p ln í D odavatel)
Popis bude proveden form ou výstižného, 
srozum ite lného a vyče rp ávajíc íh o  textu  
bez p o u žití odkazů na jin é  te xty  či 
m ateriály.

ZP_01 eSSL musí garantovat zajištění 
stanoveného rozsahu ochrany 
osobních údajů podle nařízení 
GDPR.

ANO Systém je v souladu s příslušnou 
legislativou a podporuje, bude 
implementováno na základě popisu 
zpracování osobních údajů dodaného 
zadavatelem s ohledem na 
parametrizovatelnost řešení.

ZP_02 eSSL musí plně vést a podporovat 
elektronické ukládání dokumentů 
dle platné legislativy.

ANO Systém eSSL splňuje požadavky na platnou 
legislativu, navíc je v rámci nabízeného 
řešení nabízeno řešení pro repository 
ECM/DMS plně odpovídající požadavkům 
na důvěryhodné úkládání elektronických 
dokumentů způsobem zajišťující jejich 
použitelnost i v důkazním řízení.

ZP_03 eSSL musí umožnit provedení 
skartačního řízení dokumentů 
fyzicky rozdělených do vícero 
lokalit a to bez nutnosti jejich 
fyzického převozu.

ANO Skartační řízení lze realizovat elektronicky 
bez závislosti na lokalitě a umožňuje i 
takové řízení, že není nutnost převozu 
analogových dokumentů.

ZP_04 eSSL musí umožnit vést spisy, u 
kterých jsou originální dokumenty 
fyzicky uloženy v různých lokalitách 
(např. úložiště převedených 
dokumentů)

ANO Lze definovat čísleník spisoven a uvedením 
konkrétního místa uložení ve spisovně a to 
i pro různé lokality.

ZP_05 eSSL musí umožnit automatickou 
skartaci vybraných dokumentů dle 
skartační lhůty a znaku to i 
dokumentů fyzicky rozdělených do

ANO Automatickou skartaci lze aktivovat pro 
vybrané spisové znaky. Po provedení 
automatické skartace je zástupce příslušné
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vícero lokalit a to bez nutnosti 
jejich fyzického převozu.

spisovny informován Protokolem o 
provedení skartace zaslaným emailem.

ZP_06 eSSL musí automaticky kontrolovat 
metadata, která jsou povinná 
vyplnit, před předáním 
dokumentů/spisů do spisovny a v 
případě nevyplnění na tuto 
skutečnost upozornit a takový 
dokument/spis neumožnit předat 
dokud nebudou povinná metadata 
doplněna.

ANO Metadata jsou kontrolována v průběhu 
celého života dokumentu. Ke kompletní 
kontrole dochází již v momentě označení 
dokumentu za vyřízený, kdy je ještě v 
gestci odborného útvaru, který je schopen 
okamžitě provést případnou korekci.

ZP_07 eSSL musí umožnit automatický 
převod dokumentů do výstupních 
datových formátů (u formátů, kde 
to bude možné) před jejich 
předáním do spisovny nebo před 
uzavřením spisu/dokumentu; 
nicméně převod do výstupního 
formátu bude vždy podléhat 
kontrole uživatele.

ANO Řešení podporuje konverzi do výstupních 
datových formátů v souladu s požadavky 
uvedenými ve spisovém řádu, který je 
přílohou ZD například textové digitální 
komponenty jsou automaticky 
konvertovány do PDF/A-1b v momentě 
uzavření dokumentu - platí pro formáty 
uvedené v č. 8 spisového řádu. Do 
formátu PDF/A-1b je možné konvertovat i 
další datové formáty u kterých je to 
technicky možné.

ZP_08 eSSL musí umožnit hromadné 
předávání dokumentů/spisů do 
spisovny.

ANO Spisy se do spisovny předávájí pomocí tzv. 
Archivních dávek, které sestavuje určený 
uživatel každého útvaru (typicky 
sekretářka).

ZP_09 eSSL musí umožnit evidenci 
vkládání spisů do krabic, možnost 
tisku štítků na krabice, možnost 
tisku spisového přehledu krabic 
(čísel jednacích ve spisu, jejich 
název, skartační znak, skartační 
lhůta, spisový znak).

ANO Na dokumentu lze textově uvést místo 
uložení. Konkrétní vzhled tiskové sestavy 
Obsahu místa uložení bude řešení v rámci 
analýzy, nicméně systém obsahuje 
předdefinované řešení, které lze 
customizovat.

ZP_10 Součástí eSSL musí být evidence 
výpůjček dokumentů/spisů ze 
spisovny.

ANO Výše uvedenou funkcionalitu obsahuje 
modul Zápůjčky ze spisovny, který je 
součástí nabídky

ZP_11 eSSL musí umožnit 
schválit/zamítnout výpůjčku 
dokumentu/spisu ze spisovny.

ANO Výše uvedenou funkcionalitu obsahuje 
modul Zápůjčky ze spisovny, který je 
součástí nabídky

ZP_12 eSSL musí umožnit vygenerovat a 
tisknou tiskovou sestavu pro tisk 
štítků na ukládací jednotky do 
spisovny v takové podobě, aby 
obsahovaly spisový znak, skartační 
znak a rok skartace a výčet čj. 
dokumentů/spisů.

ANO Systém splňuje výše uvedené, přičemž 
konkrétní vzhled tiskové sestavy Obsahu 
místa uložení bude řešen v rámci analýzy a 
detailního návrhu řešení.

ZP_13 eSSL musí umožnit evidovat 
informaci o fyzickém uložení 
ukládací jednotky ve spisovně.

ANO Systém eviduje místo uložení v textové 
podobě a lze do něj uvést libovolné
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informace o fyzickém uložení včetně 
kombinace přípustných znaků.

ZP_14 eSSL musí umožnit tisknout tzv. 
předávací protokoly (seznamy 
dokumentů/spisů a sezamy 
dokumentů ve spisech).

ANO Protokoly předání dokumentů do spisovny 
lze tisknout buď za celé spisy, nebo včetně 
metadat všech do spisů vložených 
dokumentů.

ZP_15 eSSL musí umožnit vygenerovat 
všechny dokumenty ze spisu a 
vytisknout všechny tisknutelné 
dokumenty hromadně.

ANO Nabízené řešení obsahuje pro tento 
požadavek specializované funkce modulu, 
který je součástí nabídky.

ZP_16 eSSL musí umožnit načtením 
jednoznačného identifikátoru na 
vrácené dodejce její přiřazení 
k příslušnému adresátovi dané 
odeslané zásilky.

ANO Identifikátor lze načíst z dodejky, 
identifikovat podle něj odeslanou zásilku a 
informaci přidat k jejím metadatům.
Pokud je to technicky možné, lze pomocí 
čteček kódů operaci zjednodušit.

ZP_17 eSSL musí umožnit v metadatech 
odeslaného dokumentu 
zaznamenat datum a doručení 
listinné dodejky, jednotlivě i 
hromadně.

ANO V nastavení lze určit, pro které typy 
expedice lze datum doručení 
zaznamenatd. U ISDS se datum dočení 
zapisuje automaticky v souladu s právními 
předpisy.

ZP_18 eSSL musí automaticky vytvářet a 
ukládat potvrzení o odeslání a 
vyzvednutí zpráv z e-mailu.

ANO Systém umožňuje realizovat načtením 
příslušné informace z emailového serveru. 
Konkrétní rozsah se nastvuje dle typu a 
způsobu řešení emailového serveru.

ZP_19 eSSL musí umět zobrazit informaci 
o důvodu nedoručení e-mailu.

ANO Informace o nedoručení emailu může být 
zaslána na email elektronické podatelny, 
kde je v souladu s legislativou evidována. 
Rozsah lze customizovat v rámci konkrétní 
realizace.

ZP_20 eSSL musí automaticky ukládat 
potvrzení o odeslání a vyzvednutí 
zpráv z ISDS (dodejku/doručenku) 
k danému číslu jednacímu.

ANO Do datového úložiště dokumentu se 
ukládá se nejen doručenka, ale i binární 
obsah každé odeslané datové zprávy.

ZP_21 eSSL musí umožnit vrátit záznam o 
zásilce a dokument z výpravny zpět 
na útvar (např. z důvodu opravy 
záznamu) v případě nedoručení 
zásilky.

ANO Obdobně jako se evidují doručenky, lze 
evidovat a zpracovávat i nedoručenky.

ZP_22 eSSL musí umožnit opakované 
odeslání dokumentu.
- v případě nedoručení - zadáním 
náhradního adresáta, opravením 
adresy, odesláním jiným 
způsobem/formou
- dalšímu adresátovi (bez možnosti 
změnit dokument a přílohy)

ANO Počet vypravení dokumentu není nijak 
omezen. Stejně jako lze dokument 
vypravit na více adresátů, lze vypravit i na 
jednoho adresáta opakovaně. Paramatry 
lze customizovat.

ZP_23 eSSL musí umožnit pracovníkovi 
výpravny převzít a vypravit zásilku 
určenou k odeslání načtením 
jednoznačného identifikátoru.

ANO V seznamu zásilek k vypravení lze 
vyhledávat pomocí identifikátoru 
dokumentu, který lze v případě využívání
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technických prostředků i načíst (typicky 
čtečka čárového kódu).

ZP_24 eSSL musí generovat podací arch 
dle aktuálních požadavků České 
pošty, s.p.

ANO Standarní tisková sestava, která je 
pravidelně aktualizována.

ZP_25 eSSL musí umožnit vytisknout na 
samolepící etiketu (v případě 
rozměrné obálky nebo balíku) 
následující údaje: adresu adresáta, 
jednoznačný identifikátor, případně 
adresu odesílatele.

ANO Součástí dodávky je správcovský modul s 
možností individuálního nastavení tisku 
obálek a štítků expedice. Je umožněno 
tisknout všechny požadované údaje.

ZP_26 eSSL musí umožnit hromadně 
vytisknout samolepící etikety (v 
případě rozměrné obálky nebo 
balíku) k vybraným zásilkám.

ANO Uživatel může hromadně vytisknout 
obálky/štítky ze seznamu vypravení k 
odeslání.

ZP_27 eSSL musí zajistit, aby nebylo 
možné editovat údaje o vypravení 
dokumentu po jeho předání 
výpravně.

ANO Po označení zásilky "Připravena k 
odeslání" dojde k uzamčení odpovídajících 
metadat způsobem zabraňujícím jejich 
editaci.

ZP_28 eSSL musí umožnit napojení na 
frankovací stroj.

ANO Podporován je frankovací stroj ALBACON, 
nicméně je možné řešení customizovat i 
pro jiná zařízení - lze upřesnit v rámci 
analýzy a podrobného návrhu řešení.

ZP_29 eSSL musí umožnit správu 
organizační struktury v administraci 
bez nutné součinnosti dodavatele.

ANO Záznamy v organizační struktuře (včetně 
časové platnosti) může editovat správce 
aplikace bez součinnosti dodavatele.

ZP_30 eSSL musí umožnit:
- uživateli zobrazení přehledu všech 
jemu přidělených dokumentů, 
vlastních dokumentů, spisů a 
rovněž těch, na kterých se podílel, 
spolupracoval nebo je má 
nasdílené či na vědomí,
- vybraným rolím (jednotlivé role 
budou definovány v dokumentu 
"Návrh řešení projektu eSSL v ŘSD") 
zobrazení přehledu všech 
dokumentů/spisů přiřazených 
podřízeným uživatelům (správcům 
dokumentu).

ANO Pomocí seznamů dostupných z hlavního 
menu. Pomocí filtru lze přehledy dále 
zužovat a upřesňovat rozsah výběru. 
Počítá se i s možností zohledněním rolí.

ZP_31 eSSL musí vést historii činností s 
dokumenty a spisy v rozsahu: kdo, 
kdy a popis činnosti, kterou 
provedl. Např. 10.1.2019, 8:24 
předáno ke schválení, Novák, 11.1., 
10:28, schváleno, Jandák a pod. 
Změny stavu se budou 
zaznamenávat i do metadat 
dokumentu a spisu.

ANO Je veden podrobný log všech operací 
provedených s dokumentem splňujícím i 
požadavky uvedené v příkladu.
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ZP_32 eSSL musí umožnit zobrazení 
historie řešení a zpracování 
dokumentu (stavy dokumentu). 
Stavy dokumentu jsou zadávány 
automaticky dle číselníku stavu 
dokumentu. Výsledná podoba 
tohoto číselníku bude definována 
v dokumentu "Návrh řešení 
projektu eSSL v ŘSD".

ANO Na základě definovaného číselníku stavů 
jsou stavy dokumentů automaticky 
identifikovány aplikací a zaznamenány do 
transakčního protokolu, ze kterého je 
možné následně zobrazit přehled. Číselník 
lze customizovat dle požadavku, tj. po 
schváleném Návrhu řešení projektu eSSL v 
ŘSD bude nastaveno.

ZP_33 eSSL musí umožnit budoucí změny 
v číselnících. Číselníky budou 
nadefinovány v dokumentu "Návrh 
řešení projektu eSSL v ŘSD".

ANO Číselníky jsou po celou dobu provozu 
definovatelné správcem aplikace.

ZP_34 eSSL musí umožnit definici 
přednastavených oběhů. 
Přednastavený oběh musí 
umožňovat např.: 
definovat pravidla, za kterých je 
dokument vytvořen, např. vazbou 
na přiřazení agendy, typu 
dokumentu (nebo nastavení jiných 
relevantních metadat dokumentu). 
Systém musí umožňovat definovat 
tato pravidla i pro kombinaci 
hodnot atributů.

ANO Systém umožňuje tento požadavek jak na 
bázi předdefinovaných schémat tak i na 
bázi customizovaných schémat. 
Customizace je možná i speciálně 
vyškoleným pracovníkem uživatele. 
Typicky jsou k dispozici předdefinované 
sady pro možnost automatického 
zpracování příchozích podání.

ZP_35 eSSL musí uživateli (podle určené 
role) umožnit úpravu oběhu 
dokumentu, který byl vytvořen dle 
přednastavených pravidel.

ANO Oběd dokumentu definovaný 
schvalovacím scénářem lze v průběhu 
schvalování operativně upravovat.

ZP_36 eSSL musí uživateli umožnit vyřídit 
dokument a uzavřít spis pokud jsou 
vyplněny všechna povinná 
metadata (budou definována části 
dokumentu "Návrh řešení projektu 
eSSL v ŘSD"). Jinak bude uživatel 
vyzván k doplnění a bude přesně 
stanoveno, která metadata musí 
být doplněna. Povinná metadata 
musí eSSL hlídat již v průběhu 
životního cyklu/vyřizování 
dokumentů.

ANO Kontroly zadání metadat probíhají 
průběžně. Validační mechanismy budou 
customizovány na základě analýzy a dle 
návrhu řešení.

ZP_37 V eSSL musí mít uživatel možnost 
v systému sledovat stav vyřizování 
dokumentů, a to jak dokumentů 
svých, tak dokumentů podřízeného 
uživatele - kontrola průběhu 
vyřizování dokumentu (umožňuje 
nadřízenému kontrolovat, jak 
podřízený vyřizuje spisy a 
dokumenty).

ANO Nadřízení uživatelé mají kompletní 
nadhled nad agendou všech podřízených. 
Mohou detailně sledovat i průběh 
vyřízování.
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ZP_38 eSSL musí umožnit nastavit lhůty 
pro vyřízení dokumentu, spisu a to 
jak automaticky (podle zvolených 
agend, tak manuálně u jednotlivých 
dokumentů, spisů.)

ANO Lhůty lze u dokumentu nastavit manuálně, 
nebo automaticky. Dle typu dokumentu 
lze definovat lhůtu na počet kalendářních, 
nebo pracovních dnů.

ZP_39 eSSL musí umožnit nastavené lhůty 
editovat podle rolí a zadat různé 
druhy lhůt (jiné právo editace lhůty 
- bude definováno v dokumentu 
"Návrh řešení projektu eSSL v 
ŘSD").

ANO Různé druhy lhůt k jednomu dokumentu 
lze realizovat pomocí agendy úkolů, která 
je součástí nabídky. Úkoly lze vytvářet i 
automatizovaně, v rámci předání 
dokumentu.

ZP_40 eSSL musí umožnit uživateli nejen 
přijmout přidělený dokument/spis, 
ale i odmítnout. Při odmítnutí musí 
být možnost přidat odůvodnění 
odmítnutí převzetí 
dokumentu/spisu.

ANO Předaný dokument lze odmítnout. Při 
odmítnutí je umožněno zadání 
zdůvodnění.

ZP_41 eSSL musí umožnit uskutečnit 
předání dokumentu jinému 
uživateli/útvaru než tomu, kterému 
byl prvotně předán.

ANO Systém umožňuje jak na straně 
odesílatele, tak i na straně příjemce, 
například za původního adresáta mohou 
přijmout/odmítnout předání dokumentu 
jeho nadřízení.

ZP_42 Pokud je předáván 
dokument/dokumenty, které jsou 
již zařazeny do spisu, musí eSSL 
zajistit předání celého spisu nebo 
umožnit vyjmutí daného 
dokumentu/dokumentů ze spisu, 
pokud je ještě vyjmout lze (nejsou 
schváleny, odeslány).

ANO Systém umožňuje předávání dokumentů a 
vyjímání dokumentů ze spisu. Konkrétní 
způsob nastavení bude upřesněn v rámci 
analýzy a customizován dle návrhu řešení.
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ZP 43 eSSL musí umožnit vést o 
dokumentech veškeré údaje 
(metadata), která se k dokumentu 
vztahují. Např.:
- pořadové číslo dokumentu, pod 
nímž je evidován v eSSL, číslo 
jednací, jedinečný identifikátor,
- datum doručení dokumentu, čas 
(hodina, minuta, vteřina) jeho 
doručení nebo datum vytvoření 
dokumentu, datem vytvoření 
dokumentu se rozumí datum jeho 
zaevidování v evidenci dokumentů,
- údaje o odesílateli v rozsahu 
údajů stanoveném pro vedení 
údajů o odesílateli dokumentu ve 
jmenném rejstříku,
- počet listů dokumentu
v analogové podobě, počet listů 
nebo počet svazků jeho příloh 
v listinné podobě; u příloh 
v nelistinné podobě, s výjimkou 
příloh v digitální podobě, jejich 
počet a druh; u dokumentu 
v digitální podobě počet příloh,
- stručný obsah dokumentu 
(předmět, věc), označení 
dokumentu ("Přijatý", "Vlastní", 
Stanovisko), způsob 
doručení/odeslání (např. DS, 
elektronické, osobně, doporučeně, 
...), typ dokumentu (např. 106, 
stížnost, výzva, nabídka,...),
- agendu (podle spisového a 
skartačního plánu, ŘSD)
- spisovou značku a skartační režim 
vyplývající z přiděleného 
skartačního znaku, skartační lhůty, 
popřípadě z roku zařazení 
dokumentu do skartačního řízení,
- správce dokumentu (po přidělení 
a převzetí), označení organizační 
součásti, které byl dokument 
přidělen k vyřízení,
- stav (např. k přidělení, přiděleno, 
v řešení, předáno ke schválení, 
schváleno, ....), způsob vyřízení, 
poznámku,
- u přijatého dokumentu čj. 
odesílatele, je-li uvedeno, jeho 
spisový znak, datum odesílatele,

ANO Všechny uvedené údaje jsou systémem 
vedeny.
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- způsob odeslání (DS, poštou, 
elektronicky,...), datum odeslání, 
potvrzení o odeslání - dodejky, 
doručenky,
- odkaz na identifikaci spisu, v němž 
je dokument vložen,
- záznam o provedení výběru 
archiválií, identifikátor dokumentu 
uloženého v digitálním archivu. 
Metadata a číselníky budou 
definovány v dokumentu "Návrh 
řešení projektu eSSL v ŘSD".

ZP_44 eSSL musí u spisů a dokumentů 
automaticky generovat 
jednoznačný identifikátor.

ANO Jednoznačný identifikátor je generován v 
souladu s požadavky legislativy.

ZP_45 eSSL musí umožnit převádění 
špatně zařazených dokumentů 
z jednoho spisu do jiného. Pouze 
do doby definitivního vyřízení. Po 
té může jen uživatel s příslušnou 
rolí.

ANO Dokumenty lze až do uzavření ze spisu 
vyjímat a zařazovat do spisu jiného. Poté 
jenom v rámci specifické role.

ZP_46 eSSL musí umožnit přidělit 
dokumentu číslo jednací bez jeho 
vložení do spisu.

ANO V nastavení může být umožněno 
přidělovaní samostatných čísel jednacích 
(vedení spisu priorací).
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ZP_47 eSSL musí umožnit na základě 
uložených šablon vytvářet nové 
dokumenty, nabídka šablon může 
být svázána s rolí nebo agendou 
ŘSD. eSSL musí umožnit integraci 
v rámci tvorby šablon a na 
šablonách založených dokumentů 
využití metadat eSSL (dynamická 
pole MS Word/MS Excel vyplněná 
hodnotami z metadat dokumentu v 
eSSL), např.:
- jednoznačný identifikátor,
- čj. vlastní,
- čj. přijatého dokumentu - je-li 
uvedena,
- spisovou značku vlastní,
- spisovou značku přijatého 
dokumentu - je-li uvedena,
- datum vlastní,
- datum přijatého dokumentu,
- vyřizuje (správce dokumentu),
- útvar,
- adresát,
- kdo podepisuje (jméno a funkce), 
Vše bude specifikováno v 
jednotlivých šablonách, které 
budou definovány v dokumentu 
"Návrh řešení projektu eSSL v ŘSD".

ANO Šablony lze vytvářet pomocí všech 
metadat dokumentu. Jednoznačný 
identifikátor lze do šablony vložit i ve 
formě QR kódu. Šablony mohou být 
svázány s typem dokumentu, spisovým 
znakem, nebo útvarem. Customizace bude 
provedena na základě Návrhu řešení 
projektu eSSL v ŘSD.

ZP_48 eSSL musí umožnit práci se 
šablonami. Základní sadu šablon 
definovanou ŘSD do eSSL vytvoří 
Dodavatel, tak, aby modifikace a 
úpravy šablon či přidávání nových 
bylo možné jednoduše provádět na 
straně ŘSD. Systém musí umožnit 
správu šablon pro specifické typy 
dokumentů. Šablony budou 
definovány v dokumentu "Návrh 
řešení projektu eSSL v ŘSD".

ANO Standardně je dodávána ukázková sada 
šablon. Budou implementovány šablony 
dle Návrhu řešení projektu eSSL v ŘSD a 
vyškoleni odpovědní pracovníci pro jejich 
další tvorbu či modifikace.

ZP_49 eSSL musí zajistit, aby editace či 
smazání šablon nemělo dopad na 
výstupní dokumenty dle této 
šablony již vytvořené.

ANO Soubory vytvořené dle šablony nemají na 
původní šablonu žádnou vazbu.

ZP_50 eSSL musí umožnit kopírování 
vlastního dokument (hlavní 
dokument, přílohy) do nového čísla 
jednacího v jakémkoliv stavu 
dokumentu.

ANO Jsou k dispozici příslušné funkce a 
dokonce je k dispozici i funkce KOPIE PRO 
SPIS.

ZP_51 eSSL musí umožnit jak individuální, 
tak i hromadnou korespondenci 
(formou rozdělovníku).

ANO Vypravení lze realizovat jak jednotlivě, tak 
hromadně.
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ZP_52 eSSL musí automaticky kontrolovat 
velikosti odesílaných DS do ISDS 
(dle předepsané max. velikosti 
dané ISDS) nejpozději před 
předáním na výpravnu. Pokud 
kontrola zjistí nesoulad, informuje 
o této skutečnosti uživatele. 
Nejpozději při odesílání DZ musí 
eSSL rovněž provádět kontrolu 
nepovolených příloh (upozornění) a 
kontrolu DS příjemce.

ANO Velikost příloh datové zprávy je ověřována 
automaticky již při označení vypravení za 
připravené k odeslání. V případě 
nesouladu s požadavky legislativy na 
datové zprávy a jejich přílohy je 
notifikován uživatel.

ZP_53 eSSL musí být možné nastavit tak, 
aby kontroloval datové formáty 
dokumentů v digitální podobě 
nejpozději před jejich odesláním a 
dovolit odeslat jen povolené 
datové formáty.

ANO Systém kontroluje dle parametrizovaného 
výčtu formátů dokumenty pro digitálního 
vypravení. V rámci analýzy a návrhu řešení 
lze nastavit výchozí výčet formátů.

ZP_54 eSSL musí provádět automaticky 
kontrolu DS příjemce a při zrušení, 
zneplatnění nebo jiné změně DS 
příjemce tuto skutečnost uživateli 
oznámit.

ANO Platnost datové schránky příjemce je 
ověřována automaticky již při označení 
vypravení za připravené k odeslání. V 
případě uvedených příkladů systém 
notifikuje uživatele.

ZP_55 eSSL musí umožnit ověřování ID 
datové schránky v ISDS.

ANO ID datové schránky je ověřováno 
systémem v ISDS. Uživatelé mají možnost 
vyhledávání v adresáři ISDS.

ZP_56 U vlastního dokumentu musí být 
možné označit přílohy, u kterých 
bude vyžadován elektronický 
podpis a časové razítko.

ANO Je umožněno v rámci životního cyklu 
dokumentu a jeho příloh.

ZP_57 U příloh musí být možnost 
jednoduchého převodu do pdf (u 
formátů, kde to bude možné).

ANO Funkce převodu do formátu PDF je k 
dispozici pro všechny typy dokumentů, 
kde je to možné.

ZP_58 eSSL musí u vlastních dokumentů 
odesílaných do DS vždy 
automaticky vyžadovat 
elektronický podpis nebo pečeť a 
časové razítko a převádět je do 
výstupních datových formátů (u 
formátů, kde to bude možné).

ANO Systém u vlastních dokumentů 
odesílaných do DS ověřuje vždy výstupní 
datový formát a certifikační prvky 
(podpisy, pečetě, časová razítka).

ZP_59 eSSL musí vždy při elektronickém 
podpisu/pečetění dokument 
automaticky opatřovat rovněž 
časovým razítkem.

ANO Systém umožňuje elektronické dokumenty 
časovým razítkem buď přímo při 
podepisování a pečetění, případně 
následně automatizovaně. Konkrétní 
nastavení parametrů vždy vyplývá ze 
zvoleného řešení a výběru kvalifikovaného 
poskytovatele služeb vytvářeníjích důvěru. 
Systém umožňuje i automatickou obnovu 
například elektronických pečetí a časových 
razítek před jejich expirací.
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ZP_60 eSSL musí umožní odeslat 
elektronický i analogový dokument 
"do vlastních rukou" automatickou 
změnou v adresních údajích.

ANO Vypravení dokumentu do vlastních rukou 
je umožněno i na základě změny adresních 
údajů.

ZP_61 eSSL musí umožnit hromadné 
nastavení údajů u hromadné 
korespondence, včetně změny z 
individuální na hromadnou a 
naopak.

ANO Možnost hromadného vypravení včetně 
změny individuální / hromadná je součástí 
dodávky

ZP_62 eSSL musí být možné nastavit tak, 
aby umožňoval odeslat (digitální) 
dokument i v jiném než ve 
výstupním datovém formátu.

ANO Technicky je požadované řešení na příkaz 
uživatele možné nastavit, nicméně je v 
rozporu s požadavky legislativy a 
požadavku ZP_58

ZP_63 eSSL musí umožnit tvorbu 
digitálních dokumentů (pomocí 
šablon a nebo vložením 
dokumentu) a jejich odesílání do 
ISDS přímo v prostředí eSSL.

ANO Digitální komponenty lze tvořit dle šablon 
(individuálně pro typy dokumentů, spisové 
znaky a útrary), dále upravovat a odesílat 
do ISDS v rámci dodávaného prostředí.

ZP_64 eSSL musí umožnit tvorbu e­
mailových zpráv (pomocí šablon a 
nebo vložením dokumentu) a jejich 
odesílání přímo v prostředí eSSL.

ANO Emailové zprávy lze tvořit dle šablon 
(individuálně pro typy dokumentů, spisové 
znaky a útrary) a dále upravovat a odesílat 
přímo z dadávaného prostředí

ZP_65 eSSL musí umožnit tvorbu 
analogových dokumentů (pomocí 
šablon a nebo vložením 
dokumentu) a jejich předávání na 
výpravnu k fyzickému odesílání 
přímo v prostředí eSSL.

ANO Analogové komponenty lze digitálně tvořit 
dle šablon a zpracovat uveceným 
způsobem přímo v dodávaném prostředí 
(požadavek ZP_63)

ZP_66 eSSL musí umožnit evidenci údajů o 
odeslání dokumentu v digitální 
podobě, e-mailem přímo z útvaru 
bez účasti výpravny.

ANO Digitální vypravení bez účasti výpravny 
emailem lze nastavit.

ZP_67 Papírový referátník musí být možné 
tisknou přímo z eSSL v 
definovaném formátu včetně 
stručného obsahu, který se bude 
zadávat přímo v eSSL.

ANO Systém umožňuje uvedené, šablonu 
referátníku je možné generovat. Konkrétní 
vzhled je customizován v rámci Návrhu 
řešení.

ZP_68 eSSL musí vést jmenné rejstříky a 
umožňovat vytváření distribučních 
seznamů z jmenných rejstříků. V 
rámci správy rejstříků musí systém 
umožnit vyhledání, vytvoření, 
editaci a skartaci vedených údajů s 
respektováním přístupových práv.

ANO Ve jmenném rejstříku je umožněno 
sestavovat tzv. skupiny adres.

ZP_69 eSSL obsahuje funkcionalitu, jejímž 
smyslem je omezit duplikování 
adres při jejich zadávání do 
jmenného rejstříku.

ANO Po zadání známých údajů o odesílateli v 
podatelně dochází ke ztotožnění ve 
jmeném rejstříku, které možnost duplicit 
eliminuje. Obdobná funkcionalita je i u 
jiných osob než odesílatelích.
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ZP_70 eSSL musí umožnit zadávat 
odesílatele a adresáty k 
dokumentům:
- jednotlivě nebo hromadně z 
rejstříku vedeného v eSSL
- individuálně (pokud není subjekt 
zadán v rejstříku vedeném v eSSL), 
lze jej zadat přímo v dokumentu 
(zadávaná data se automaticky 
kontrolují oproti dostupným 
registrům a automaticky se 
doplňují z dostupných registrů - 
např. AreS). Následně je subjekt 
automaticky vložen do rejstříku 
vedeného v eSSL.
- adresu lze zadat "textem" bez 
kontroly - pro zahraničí a 
nestandardní adresy,
- použitím předdefinovaného 
distribučního seznamu
- výběrem již zadaných adresátů 
(např. aktéři spisu).

ANO Všechny uvedené a požadované typy 
zadání odesílatelů zásilky jsou systémem 
podporovány.

ZP_71 U vlastního dokumentu musí eSSL 
vždy vyžadovat hlavní dokument. 
Buď za použití šablony nebo 
vložením nového dokumentu. 
Nelze poslat jen přílohy.

ANO Označení hlavní komponenty je striktně 
vyžadováno při expedici, nebo zahájení 
schvalování (první označená komponenta 
je automaticky označena jako hlavní), 
nelze u vlastního dokumentu odeslat jen 
přílohy bez hlavní komponenty.

ZP_72 eSSL musí umožnit zadat povinná 
pole k vyplnění (metadata) v 
závislosti na stavu dokumentu.

ANO Pro typy dokumentů lze definovat různá 
povinná pole (nad rámec základních 
povinných údajů dokumentu).

ZP_73 eSSL musí zobrazovat chybové 
hlášky s nápovědou. Definované 
činnosti/kroky s dokumenty, spisy 
budou závislé na povinně 
vyplněných metadatech/úkonech.

ANO Text chybových hlášení reflektuje aktuální 
stav zadání metadat. Chybová hlášení jsou 
koncipována jako uživatelsky pochopitelná 
a mají takový charakter, aby z nich uživatel 
pochopil jejich význam a byl schopen na 
jejich základě činnit další kroky, tj. 
charakteru nápovědy pro uživatele.

ZP_74 V metadatech dokumentu a spisů 
možnost využívat pole „Poznámky", 
které lze editovat z úrovně správce 
dokumentu, vedoucího apod.

ANO Každý dokument má vlastní poznámku, 
kterou mohou editovat všichni uživatelé s 
přístupem k editaci metadat dokumentu, 
vč. správce dokumentu, vedoucího, apod. 
V repository lze nastavovat i individuální 
poznámky dle přístupových práv 
(soukromé, sdílené, razítka).
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ZP_75 Schvalování dokumentů bude 
automaticky nastavováno podle 
schvalovací úrovně a organizační 
struktury. Bude však možné ručně 
dodat jakýkoliv útvar a referenta 
napříč celou organizací a měnit 
pořadí schvalování v referátníku (i 
papírovém). Automaticky se bude 
do schvalování dotahovat vedoucí 
daného útvaru, ale bude možné 
přidat ještě i referenta nebo změnit 
vedoucího útvaru (zadat referenta). 
Vše bude uvedeno i v papírovém 
referátníku.

ANO Modul schvalování, který je součástí 
nabídky, plní vše v požadovaném rozsahu 
uvedeném v popisu ZP_75 a též 
automaticky dohledává schvalovatele. 
Přednastavený schvalovací scénář je 
možné v libovolném okamžiku ztvárnit do 
šablony refertáníku.

ZP_76 eSSL musí umožnit verzování 
dokumentů při jejich úpravách 
v rámci eSSL.

ANO Verzování komponent (souborů) je 
umožněno. Dokument existuje vždy v 
aktuální verzi, jeho historie je sledována v 
transakčním protokolu. V repozitory 
existuje dále pak historie všech verzí 
dokumentů a jejich metadat. V rámci 
nastavení systému lze customizovat 
chování systému pro verzování dle "tříd" 
dokumentů s možnostmi - volně 
upravitelné bez verzí, verzované, zákaz 
verzování dokumentů, případně i pro 
individuální dokument. Tato vlastnost 
systému umožňuje naplnění legislativních 
požadavků pro různé druhy elektronických 
dokumentů (například účetních záznamů, 
daňových dokladů) tak i efektivní práci s 
rozsáhlými elektronickými dokumenty, 
kde by naopak uchovávání veškerých verzí 
nadbytečně zatěžovalo systém (typicky 
velké multimediální soubory, jejichž 
verzování řeší externí aplikace). Velká 
parametrizace je zde výhodou pro 
uchovávání všech typů elektronických 
dokumentů se zohledněním legislativních 
požadavků ale i požadavků na jejich 
efektivní správu.

ZP_77 eSSL musí umožnit tisknout na 
obálky následující údaje: adresu 
adresáta, adresu odesílatele, 
jednoznačný identifikátor zásilky. 
Musí být možnost hromadného 
tisku předdefinovaných obálek 
s danými daty.

ANO Tiskové sestavy obálek jsou definovatelné. 
Požadované údaje lze na obálku 
vytisknout. Obálky je možné tisknout 
hromadně.

ZP_78 eSSL musí umožnit nastavení 
spisového znaku a skartační lhůty u 
každého dokumentu, spisu podle 
zadané agendy (Spisový a skartační

ANO Spisový znak je na všechny dokumenty a 
spisy možné dle předdefinovaného 
číselníku nastavit. Je možné nastavit 
časovou platnost spisových znaků.

13/24



plán ŘSD) z číselníku, který spravuje 
daná role (přidává, zneplatňuje, 
upravuje).

ZP_79 eSSL je možné nastavit tak, aby 
v určitém okamžiku odeslal na 
příslušnou e-mailovou adresu nebo 
e-mailové adresy notifikaci o 
obdržení dokumentu v/z eSSL.
Musí být možné individuální 
nastavení notifikací.

ANO Emailové notifikace o obdržení 
dokumentu lze nastavit.

ZP_80 Systém musí umožnit oprávněným 
uživatelům nastavení 
bezpečnostních kategorií 
dokumentů dle metodiky ŘSD, a to 
prostřednictvím číselníků (číselníky 
budou definovány v dokumentu 
"Návrh řešení projektu eSSL v 
ŘSD").

ANO Bezpečnostní kategorie jsou součástí 
dodávky. Nastavení bude přesněji 
specifikováno v rámci analýzy.

ZP_81 eSSL musí umožnit delegovat/sdílet 
správci, vedoucímu jednotlivě i 
hromadně dokumenty, spisy s 
jinými uživateli a nastavovat 
přístupová práva (např. čtení 
metadat, čtení obsah, úprava 
metadat, úprava obsahu, plná 
práva - tj. předání ke schválení, 
uzavření, předání do spisovny 
apod.) bude definováno 
v dokumentu "Návrh řešení 
projektu eSSL v ŘSD" - možnost 
přidělit práva ke spisům a 
dokumentům hromadně nezávisle 
na org. schématu.

ANO Individuální zpřístupnění dokumentu je 
umožněno - přístupová oprávnění se 
vyhodnocují mj. na základě bezpečností 
kategorie, která je manuálnímu přidělení 
oprávnění nadřízená. Řešení splňuje 
požadavky uvedené a bude nastaveno dle 
výsledného dokumentu "Návrh projektu 
řešení eSSL v ŘSD".

ZP_82 eSSL musí umožnit určeným rolím 
delegovat role/zástup jiným 
uživatelům. Na přesně vymezenou 
dobu (kalendář) nebo na neurčito 
(do odebrání role).

ANO Zástupy je možné delegovat. Je možné 
určit, který rolím je delegování zástupu 
umožněno. Zástupy lze delegovat i s 
omezenou časovou platností.

ZP_83 eSSL uživatel musí mít možnost 
vystupovat ve více rolích. Seznam 
rolí a jejich práv bude definování 
v dokumentu "Návrh řešení 
projektu eSSL v ŘSD".

ANO Jeden uživatel může současně vystupovat 
ve více rolích, každá z přidělených rolí 
může (ale nemusí) být přidělena v 
kontextu jiného útvaru.

ZP_84 eSSL musí vést transakční protokol 
podle platné legislativy.

ANO Transakční protokol je veden dle platné 
legislativy.

ZP_85 eSSL musí zajistit dostupnost dat 
transakčního protokolu tak, aby 
byly na výzvu znázorněny 
uskutečněné operace a všechna 
související data.

ANO Transakční protokol lze uživatelsky 
znázornit popsaným způsobem a obsahuje 
související data.
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ZP_86 eSSL musí obsahovat uživatelsky 
jednoduché funkce umožňující 
oprávněným uživatelům vyhledávat 
informace v transakčním protokolu.

ANO Transakční protokol umožňuje filtrování 
oprávněným uživatelům.

ZP_87 eSSL musí umožnit uživatelům 
vyhledávat v transakčních 
protokolech specifické operace, 
entity, uživatele, skupiny uživatelů, 
role, časové údaje nebo časové 
intervaly.

ANO Transakční protokol umožňuje filtrování 
dle požadovaných kritérií.

ZP_88 eSSL musí umožnit všem 
uživatelům vyhledávat dokumenty, 
spisy podle zadaných kritérií . 
Následné zobrazování metadat a 
dokumentů se řídí jednotlivými 
rolemi a hierarchií podle 
organizační struktury. Speciální 
role (bude definováno v 
dokumentu "Návrh řešení projektu 
eSSL v ŘSD") mohou vyhledávat ve 
všech záznamech o 
dokumentech/spisech napříč 
organizací.

ANO Uživatelé mohou vyhledávat v 
dokumentech dle nastavení jejich 
bezpečnostních kategorií v souladu s 
uvedeným popisem.

ZP_89 eSSL musí umožnit vyhledávat 
záznam o dokumentu na základě:
- příslušnosti entity ke konkrétnímu 
umístění ve struktuře spisového 
plánu,
- fulltextového vyhledávání:
- vyhledávání dle všech 
strukturovaných metadat 
komponenty,
- vyhledávání dle klíčových slov 
komponenty,
- pomocí jednoznačného 
identifikátoru.
Systém musí umožnit vyhledávání 
pomocí zástupných znaků (tzv. 
wildcards) ve všech uvedených 
způsobech vyhledávání.

ANO Požadované způsoby vyhledávání 
dokumentů jsou podporovány. Nabízené 
řešení umožňuje i další operace v rámci 
vyhledávání nad rámec těchto požadavků.

ZP_90 eSSL musí umožnit nahlížet do 
metadat dokumentů a spisů 
v digitální podobě více uživatelům 
současně.

ANO Na každý dokument může současně 
nahlížet více uživatelů. Veškeré nahlížení 
na dokumenty je logováno v souladu s 
legislativou.

ZP_91 eSSL musí umožnit export 
aktuálního pohledu do formátu MS 
Excelu.

ANO Seznamy dat lze exportovat do formátu 
MS Excel.

ZP_92 eSSL musí umožnit vícestupňové 
řazení a filtrování všech základních 
pohledů (funkce řazení umožňuje v 
kombinaci s filtry velice

ANO Všechny filtry a řazení dostupné v rámci 
každého seznamu lze libovolně 
kombinovat v souladu s uvedeným 
popisem.

15/24



jednoduchou práci s větším 
množstvím údajů).

ZP_93 eSSL musí umožnit paralelní práci s 
více dokumenty/spisy.

ANO Paralelní práce s více dokumenty/spisy je 
umožněna a lze jednoduše vyvolat 
pomocí klávesových zkratek.

ZP_94 eSSL musí umožnit nastavit více 
podatelen, výpraven, spisoven. 
Každá samostatná podatelna 
(podatelny mimo GŘ - GŘ) má svůj 
podací deník. Na GŘ budou 
zavedeny "sekundární" podatelny 
(sekretariáty), které budou 
používat podací deník hlavní 
podatelny na GŘ.

ANO Nastvení více podatelen a výpraven je 
umožněno - dle nastavení organizační 
struktury může mít každá svůj, nebo 
sdílený podací deník.

ZP_95 eSSL musí umožnit automatické 
stahování přijatých datových zpráv 
do eSSL.

ANO Automatické stahování přijatých datových 
zpráv je umožněno (vč. možnosti 
nastavení automatického zpracování a 
vyřízení dokumentu i podle §14 odst. 1 
vyhlášky č. 259/2012 Sb. ve znění účinném 
od 1.7.2019).

ZP_96 Pokud jedna datová zpráva 
obsahuje dokument složený z více 
komponent, eSSL musí umožnit 
zaevidovat tyto komponenty jako 
jediný dokument tvořený 
spojenými komponentami.

ANO Z datové zprávy obsahující více 
komponent lze jedním kliknnutím vytvořit 
jeden dokument (výchozí chování 
aplikace).

ZP_97 Pokud jedna datová zpráva 
obsahuje více dokumentů, eSSL 
musí umožnit zaevidovat tyto 
dokumenty samostatně.

ANO Z datové zprávy obsahující více 
komponent lze vytvořit více dokumentů a 
tyto evidovat samostatně (obsluha 
manuálně vybírá, které dokumenty se mají 
do kterého dokumentu zařadit). Vždy je 
však evidován kompletní obsah datové 
zprávy v souladu s legislativou, tj. není 
možné některé dokumenty vůbec 
neevidovat.

ZP_98 eSSL musí automaticky doplnit 
datum doručení a datum dodání do 
metadat dokumentu přijatých do 
eSSL z ISDS.

ANO Datum doručení a datum dodání včetně 
uvedení času u digitálních podání jsou 
automaticky doplněna.

ZP_99 eSSL automaticky opatří dokument 
při změně datového formátu 
doložkou dle platné legislativy 
(ZDF, převod).

ANO Při změně datového formátu je doložka 
automaticky doplněna v souladu s 
legislativou.
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ZP_100 eSSL musí při příjmu datové zprávy 
automaticky vyplnit veškerá 
metadata datové zprávy do 
záznamu o dokumentu (metadat 
dokumentu) v eSSL, např.:
- údaje o počtu příloh dokumentu,
- předmět (věc)
- číslo jednací odesílatele,
- spisovou značku odesílatele
- údaje o odesílateli,
- připojený uznávaný elektronický 
podpis/pečeť a kvalifikované 
časové razítko, a jeho 
platnost/neplatnost
- poskytovatel certifikačních služeb, 
pokud jsou tyto údaje obsaženy
v datové zprávě zprávy. Bude 
definováno v dokumentu "Návrh 
řešení projektu eSSL v ŘSD".

ANO Všechny požadované údaje jsou při příjmu 
datové zprávy automaticky vyplněny dle 
popisu.

ZP_101 eSSL musí být možné napojit na 
elektronické adresy podatelen pro 
příjem a odesílání zpráv 
elektronické pošty (e-mailové 
zprávy). eSSL musí umožnit 
zaevidovat i e-mailovou zprávu 
dodanou na jinou adresu než je 
elektronická adresa podatelny 
(převzetím metadat z e-mailové 
zprávy).

ANO Napojení na elektronické adresy 
podateleny s požadovanou funkcionalitou 
je součástí dodávky. eSSL umožňuje i 
zaevidování emailové zprávy dodané na 
jinou adresu než je elektronická adresa 
podatelny.

ZP_102 eSSL musí poskytovat 
automatickou pomoc při příjmu 
příchozích e-mailových zpráv do 
eSSL včetně jejich příloh, a to jako 
dokumentů s automatickým 
vyjmutím a zápisem všech metadat 
do eSSL, např.:
- datum a čas odeslání a doručení 
e-mailové zprávy,
- adresát (adresáti), případné 
kopie,
- předmět (věc),
- odesílatel e-mailové zprávy,
- připojený uznávaný elektronický 
podpis/pečeť a kvalifikované 
časové razítko,
- poskytovatel certifikačních služeb, 
pokud jsou tyto údaje obsaženy
v hlavičce e-mailové zprávy. Bude 
definováno v dokumentu "Návrh 
řešení projektu eSSL v ŘSD".

ANO Všechny požadované údaje jsou při příjmu 
emailové zprávy automaticky vyplněny.
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ZP_103 eSSL umožní na podatelně 
příslušné roli třídění e-mailových 
zpráv (obchodní sdělení, 
nevyžádaná pošta - obecně 
dokumenty nepodléhající evidenci) 
a následné ukládání takových 
datových zpráv do speciální složky.

ANO Třídění emailových zpráv je příslušným 
rolím umožněno, vytříděné zprávy jsou 
nadále uloženy a označeny příznakem ve 
speciální složce.

ZP_104 Aktuálně je 34 samostatných 
podatelen v různých lokalitách ČR. 
Systém musí vzít v úvahu 
následující pravidla:
- počet podatelen se může měnit,
- každá z podatelen musí být 
schopna zajistit příjem z pošty 
(poštovní zásilky) a evidenci 
analogových dokumentů, e-mailů
- systém musí umožnit předání 
dokumentu z jedné podatelny do 
druhé (v případě zaslání 
dokumentu na špatnou podatelnu),
- systém musí umožnit předání 
dokumentu hierarchicky 
(horizontálně i vertikálně) dle 
struktury organizace, a to i
s možností vrácení.

ANO Systém počítá s možností změny počtu 
podatelen a obsahuje více možností než 
jen požadovaná funkcionalita. Každý 
podatelna může přijímat jak analogová, 
tak digitální podání. Předání podání mezi 
podatelnami je umožněno obdobně, jako 
předání v rámci celé organizační struktury 
organizace. Navíc rozšíření systému eSSL, 
jež je součástí dodávky, navíc umožňuje 
spouštět operativní workflow nad 
dokumenty, u kterých obsluha není 
schopna posoudit, zda-li podléhají 
evidenci eSSL či nikoliv - tj. lze řízeným 
způsobem dokumenty evidované v rámci 
preprocesingu na podatelně nechat 
posoudit kvalifikové osoby a následně na 
základě výsledku posouzení je přijmout do 
evidence v rámci eSSL či nikoliv. Workflow 
v těchto případech lze spouštět jak ad-hoc, 
tak dle předem definovaných 
customizovatelných scénářů, čímž je 
umožněna vysoká flexibilita zpracování 
elektronických dokumentů při příjmu na 
podatelnách. Podatelny mohou mezi 
sebou předávat i dokumenty, které jsou v 
procesu přípravy k zařazení do eSSL a to 
vše v souladu s platnou legislativou.

ZP_105 eSSL musí umožnit vygenerování, 
tisk jedinečného identifikátoru na 
analogově přijímané dokumenty.

ANO Tisk jedinečného identifikátoru je 
realizován v rámci tisku podacího razítka 
formou samolepicích štítků. Podací razítko 
obsahuje QR kód s možností načtení 
pomocí čteček čárových kódů.

ZP_106 U analogových dokumentů, které 
se budou převádět na digitální, 
eSSL musí danému číslu jednacímu 
automaticky přiřadit příslušný 
naskenovaný přijatý dokument a 
automaticky jej rozdělit na hlavní 
(obsah) a přílohy (pokud je 
obsahuje, a to každou přílohu 
zvlášť).
Dokument přijatý a vlastní musí mít 
své jedinečné číslo jednací a

ANO Naskenované obrazy analogových 
dokumentů jsou automaticky zařazovány 
do úložiště příslušného dokumentu. 
Separace jednohlivých komponent 
dokument je realizována pomocí 
samolepících štítků případně lze 
customizovat i jiným způsobem.
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jedinečný identifikátor generovaný 
systémem.

ZP_107 Pokud se k přijatému dokumentu 
obsah nebo přílohy automaticky 
nedotáhnou, musí být možné je 
ručně přiřadit přímo z eSSL.

ANO Pokud se přílohy automaticky 
nedotáhnout, nebo se díky chybnému 
polepení štítkem dotáhnou k jinému 
dokumentu, je možné je manuálně 
přetřídit, nebo opravit polepení a 
skenovat znovu nebo je lze přímo ručně 
přiřadit v rámci eSSL.

ZP_108 Systém musí umožnit integraci 
s technologií pro optické 
rozpoznávání znaků (OCR).

ANO Systém umožňuje i integraci na jiné OCR 
řešení než je součástí nabídky. V rámci 
nabídky řešení již obsahuje plnou integraci 
produktu FineReader od společnosti 
ABBYY a tato OCR technologie bude 
využitelná minimálně na všech 
podatelnách, kde se skenují dokumenty.

ZP_109 V případě, že je soubor zpracován 
pomocí OCR, musí být výstup 
z tohoto procesu evidován 
společně se souborem.

ANO Řešení lze nastavit i tímto způsobem. 
Doporučujeme provést nastavení na 
základě analýzy a detailního návrhu řešení, 
neboť existují postupy, které jsou v 
souladu s legislativou a jsou efektivnější

ZP_110 eSSL musí umožnit nastavit datum 
a čas doručení dokumentu 
v analogové podobě, pokud 
probíhá evidence dokumentu po 
datu, kdy byl dokument doručen.

ANO Datum a čas doručení lze vybraným rolím 
umožnit manuálně upravit.

ZP_111 eSSL musí umožnit příjem a 
zaevidování dokumentu příslušné 
roli na sekundární podatelně, aby 
proběhly veškeré kroky v souladu 
s platnou legislativou a Spisovým 
řádem ŘSD.

ANO Příjem na všech podatelnách podléhá 
jednotným pravidlům, které definuje 
Spisový rád ŘSD. Tímto způsobem lze 
realizovat i zaevidování a příjem na 
sekundární podatelně.

ZP_112 eSSL musí umožnit vrácení 
dokumentu na podatelnu a 
opětovné přidělení útvaru.

ANO Při odmitnutí předání dokumentu z 
podatelny, tj. vrácení na podatelnu, má 
podatelna možnost předat dokument na 
jiný útvar.

ZP_113 eSSL musí automaticky generovat a 
opatřovat dokumenty evidované v 
eSSL jedinečným číslem jednacímu 
podle struktury definované ve 
Spisovém řádu ŘSD ze společné 
číselné řady po sobě jdoucích čísel 
v daném kalendářním roce.

ANO Systém lze nastavit tak, aby opatřoval 
dokumenty číslem jednacím automaticky v 
souladu s požadavkem.

ZP_114 eSSL musí umožnit určeným rolím 
udržovat funkcionalitu eSSL 
v návaznosti na standardy České 
pošty, s.p. (způsoby doručení,

ANO Správcovské role mohou průběžně 
synchronizovat nastavení lokálních 
číselníků s aktuálními číselníky České
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způsoby vypravení a aktualizace 
tiskových sestav obálek a lepících 
etiket s adresou při jejich změně).

pošty. Obdobně je možné upravovat 
tiskové výstupy.

ZP_115 eSSL musí umožnit v souladu 
s platnou legislativou zaevidovat 
přijetí dokumentu různými 
prostředky např. digitální 
dokument doručený na podatelnu 
na přenosném technickém nosiči 
dat, vč. možnosti doplnit 
prostředky doručení dle potřeby 
zadavatele - u dokumentů vzniklých 
zaznamenáním ústního podání 
nebo telefonického hovoru.

ANO Číselník způsobů přijetí je definovatelný, 
lze nastavit všechny požadované způsoby 
přijetí.

ZP_116 eSSL musí umožnit zaevidovat 
neotevřenou zásilku a zaznamenat 
její předání příslušnému útvaru k 
další identifikaci.

ANO Do metadat dokumentu lze v podatelně 
zaznamenat jen přijetí obálky a doplnění 
ostatních údajů přenechat na příslušné 
pracovníky odborného útvaru.

ZP_117 eSSL musí umožnit nastavit datové 
formáty dokumentů obsažených 
v datové zprávě, ve kterých přijímá 
dokumenty v digitální podobě dle 
vyhlášky č. 259/2012 a umožnit 
příjem a předávání e-faktur.

ANO Formáty příjmané z ISDS jsou součástí 
provozního řádu ISDS a na straně eSSL je 
lze upřesnit. Příjem a předání eFaktur je 
umožněno i ve formátech odpovídajících 
novelizovanému §23 vyhlášky č. 259/2012 
Sb.

ZP_118 eSSL umožní vnitřní doručení mezi 
útvary dislokovanými v různých 
lokalitách formou odpovídající 
externímu doručování.

ANO Požadavek je možné systémem realizovat, 
neboť vypravení neomezuje možnost 
předávání mezi dislokovanými útvary.

ZP_119 eSSL musí umožnit zobrazení 
dokumentu v digitální podobě i po 
jeho uzavření nebo po uzavření 
spisu, ve kterém se nalézá.

ANO Po uzavření dokumentu nebo po uzavření 
spisu není možnost nahlížení nijak 
omezena, samozřejmě při respektování 
příslušných přístupovách práv.

ZP_120 eSSL musí umožnit hromadné 
uzavírání spisů/dokumentů (po 
splnění povinností vyplývajících ze 
zpracování dokumentu - např. 
vyplnění metadat, schválení, 
vyřízení, uzavření).

ANO Hromadné uzavírání spisů je umožněno, 
před uzavřením dochází ke kontrole 
zadání všech metadat.

ZP_121 eSSL musí umožnit vést různé typy 
spisů. Dle typu spisu budou moci 
být nastavena požadovaná 
metadata spisu a práce se spisem 
(např. soudní, provozní).

ANO Vedení různých druhů spisů (sběrných 
archů) je umožněno, číselník typů spisů lze 
nastavit.

ZP_122 eSSL musí umožnit použití 
křížových vazeb.

ANO Možnost vytváření křížových odkazů je 
dostupná u každého dokumentu.

ZP_123 Systém musí umožnit 
oprávněnému uživateli vytvořit 
žádost o zapůjčení 
spisu/dokumentu nebo části spisu

ANO Zápůjčky ze spisovny s požadovanou 
funkcionalitou jsou součástí nabízeného 
řešení.
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ze spisovny a schválit nebo 
zamítnout tuto žádost.

ZP_124 Systém musí umožnit 
oprávněnému uživateli nastavení 
data pro automatické ukončení 
zpřístupnění nebo manuální 
ukončení zpřístupnění 
dokumentu/spisu. V případě 
nastavení data ukončení systém 
automaticky k uvedenému datu 
zruší zpřístupnění 
dokumentu/spisu není-li ukončeno 
manuálně.

ANO Manuální ukončení zpřístupnění a 
nastavení data automatického ukončení 
zpřístupnění je umožněno.

ZP_125 eSSL neumožňuje uzavřít prázdný 
spis.

ANO Systém umožňuje nastavení nemožnosti 
uzavření prázdného spisu.

ZP_126 V případech, kdy část spisu je 
v digitální podobě a část v podobě 
analogové, eSSL musí umožnit 
v metadatech dohledat informace 
o místě uložení analogové části.

ANO Informace o místu uložení je možné 
evidovat na každém dokumentu ve spisu a 
tyto informace je možné dohledat v 
metadatech.

ZP_127 eSSL musí umět znázornit celé 
spisy. Spis musí obsahovat soupis 
všech dokumentů, popř. křížovými 
odkazy připojených spisů.

ANO Systém umožňuje znázornit obsah celého 
spisu včetně soupisu dokumentů i vazby 
vytvořené pomocí křížových odkazů.

ZP_128 eSSL musí umožnit uživateli s 
příslušnou rolí převádět 
dokumenty, spisy na jiné uživatele 
v rámci svého útvaru nebo je 
předat na jiný útvar.

ANO Možnost interního předávání dokumentu 
pomocí eSSL lze omezit dle uživatelské 
role (některé role mohou předávat jen v 
rámci vlastního útvaru, nekteré bez 
omezení, tj. i na jiný útvar).

ZP_129 eSSL musí umožnit převést 
metadata dokumentů, spisů, 
dokumenty, spisy na nástupce 
(např. při změně pracovníka a 
pod.).

ANO Systém umožňuje předání dokumentu 
včetně metadat na zástupce.

ZP_130 eSSL musí automaticky generovat a 
opatřovat spisy v eSSL jedinečnou 
spisovou značkou podle struktury 
definované ve Spisovém řádu ŘSD 
a ze společné číselné řady po sobě 
jdoucích čísel v daném kalendářním 
roce.

ANO Systém umí automaticky generovat a 
opatřovat spisy v eSSL jedinečnou 
spisovou značkou, její formát a struktura 
je customizovatelná.
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ZP_131 eSSL musí umožnit vést o spisech 
minimálně následující údaje:
- jednoznačný identifikátor spisu,
- stručný obsah spisu,
- spisová značka spisu,
- datum založení spisu,
- datum uzavření spisu,
- spisový znak spisu,
- skartační režim spisu,
- správce spisu,
- typ spisu,
- stav spisu,
- poznámku ke spisu
- dokumenty založené ve spisu 
včetně příloh, samostatné přílohy 
spisu,
- údaje o uložení spisu, kterými jsou 
počet uložených listů dokumentů
v listinné podobě tvořících spis, 
popřípadě svazků příloh v listinné 
podobě dokumentů tvořících spis,
- informace o tom, zda spis 
obsahuje dokumenty v analogové 
podobě a jejich fyzické umístění,
- informaci o tom, zda byl spis 
zařazen do výběru archiválií a zda 
byl spis vybrán jako archiválie, a 
identifikátor, který spisu 
obsahujícímu dokumenty v digitální 
podobě, který byl vybrán jako 
archiválie, přidělil Národní archiv 
nebo digitální archiv.
Seznam údajů bude uveden v 
dokumentu "Návrh řešení projektu 
eSSL v ŘSD".

ANO Systém umožňuje vedení požadovaných 
údajů.

ZP_132 eSSL musí umožnit před 
potvrzením převzetí spisu 
zkontrolovat, zda přebíraný spis má 
řádně vyplněná "povinná" 
(meta)data jak do spisu, tak do 
vložených (případně křížovými 
odkazy napojených) dokumentů.

ANO Kontrolu metadat lze před převzetím spisu 
provést - uživatel na jehož převzetí spis 
aktuálně čeká může disponovat 
oprávněním ke čtení metadat.

ZP_133 eSSL musí umožnit tiskovou sestavu 
přehledu dokumentů vložených do 
spisu, která obsahuje jednoznačný 
identifikátor spisu.

ANO Tisková sestava Obsah spisu je součástí 
dodávky, obsahuje identifikátor spisu.
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ZP_134 eSSL musí umožnit vyhledávat 
záznam o spisu na základě:
- příslušnosti entity ke konkrétnímu 
umístění ve struktuře spisového 
plánu,
- fulltextového vyhledávání:
- vyhledávání dle všech 
strukturovaných metadat 
komponenty,
- vyhledávání dle klíčových slov 
komponenty,
- pomocí jednoznačného 
identifikátoru.
Systém musí umožnit vyhledávání 
pomocí zástupných znaků (tzv. 
wildcards) ve všech uvedených 
způsobech vyhledávání.

ANO Systém umožňuje požadovanou 
funkcionalitu a vyhladávání splňuje 
uvedené požadavky.

ZP_135 Elektronický systém (eSSL) musí být 
plně integrován s Active Directory 
včetně Single Sign-On.

ANO Integrace s LDAP včetně SSO je součástí 
dodávky.

ZP_136 eSSL musí umožňovat integraci na 
mail server.

ANO Integrace na mail server je součástí 
dodávky (POP3)

ZP_137 eSSL musí umožňovat uložit 
průvodní text datové zprávy a 
příloh v datovém formátu dle § 4, 
resp. přílohy č. 3 vyhlášky č. 
194/2009 Sb., plus BMP.

ANO Systém umožňuje uložení příloh ve 
zmiňovaných datových formátech.

ZP_138 eSSL musí disponovat rozhraním na 
příjem DZ dle NSeSSS.

ANO Komplexní rozhranní pro ISDS dle 
požadavků národního standardu je 
součástí dodávky.

ZP_139 Dodávané řešení musí umožnit 
pravidelné i mimořádné 
automatické zálohování a obnovu 
všech částí aplikačního řešení 
včetně systému databáze v 
konzistentním stavu. K zálohování 
bude využita technologie 
poskytnutá Zadavatelem dle 
technické části ZD. Uchazeč popíše 
zejména proces uvedení 
aplikačního řešení do 
konsistentního stavu před 
provedením zálohy.

ANO Zálohování probíhá pomocí standardních 
technologií Microsoft SQL serveru, díky 
čemuž lze použít pokročilé zálohovací 
nástroje. Konzistentní záloha je vlastnost 
zvoleného řešení ukládání dat.

ZP_140 Systém musí umožnit editaci 
dokumentů vytvořených v 
základních formátech MS Office a 
uložených v eSSL prostřednictvím 
aplikací MS Office přímo v prostředí 
eSSL.

ANO Soubory lze ze spisové služby přímo 
otevřít v asociovaném programu tak, aby 
se provedené změny automaticky uložili 
do úložiště spisové služby.

ZP_141 Systém musí umožnit vytištění 
uživatelem vybraná metadata.

ANO Systém umožňuje ztvárnění a výtisk 
vybraných metadat.
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ZP_142 Každý uživatel systému je vytvořen, 
zrušen, zablokován, nebo jsou mu 
změněny údaje na základě dat 
přebíraných z Active Directory 
provozovaném zadavatelem - 
průběžná synchronizace 
přístupových informací s AD.

ANO Průběžná synchronizace s AD je součástí 
integrační fáze projektu. Podmínka "každý 
uživatel" je platná v případě, že žádní 
uživatelé nebudou přidáváni správcem 
manuálně přímo do systému eSSL.

ZP_143 Řízení přístupových oprávnění - 
každý z uživatelů systému musí v 
rámci systému vystupovat 
prostřednictvím rolí, ze kterých pro 
uživatele plynou přístupová 
oprávnění k funkcionalitám 
systému a datům.

ANO Uživatelé k systému přistupují v kontextu 
role a zařazení v organizační struktuře. 
Počet přiřazení rolí jednomu uživateli není 
nijak omezen.

ZP_144 Uživatelské rozhraní systému musí 
být přístupné v české jazykové 
mutaci.

ANO Uživatelské rozhraní je přístupné v české 
mutaci.

ZP_145 Pokud se do eSSL přistupuje 
prostřednictvím webového klienta, 
musí podporovat přístup alespoň 3 
webových prohlížečů (uchazeč 
vyjmenuje). Jeden z nich musí být 
MS Explorer.

ANO Do eSSL se přistupuje pomocí webového 
klienta, podporuje více než 3 webové 
prohlížeče, jeden z nich je Internet 
Explorer.

ZP_146 V případech, které nejsou pokryty v 
platných legislativních předpisech, 
musí systém používat terminologii 
stanovenou v technické specifikaci 
eSSL.

ANO Pokud by některou terminologii bylo 
žádoucí upravit, lze případné změny 
použité terminologie být předmětem 
integrační fáze projektu

ZP_147 Součástí systému musí být 
uživatelská nápověda v rozsahu 
daném zákonem č. 365/2000 Sb. a 
prováděcích právních předpisů.

ANO Uživatelská nápověda v odpovídajícím 
rozsahu je součástí dodávané 
dokumentace.

......
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