**Příloha č. 3 Smlouvy - Doložka ve smyslu ustanovení § 4 odst. 2 zákona č. 181/2014 sb., o kybernetické bezpečnosti, ve znění pozdějších předpisů**

1. Smluvní strany berou na vědomí, že informační systém **Kupujícího** (též i „**ČHMÚ**“) podléhá zákonu č. 181/2014 Sb., o kybernetické bezpečnosti, v platném znění a s ním související vyhlášky, zejm. vyhláška č. 82/2018 Sb., o bezpečnostních opatřeních, kybernetických bezpečnostních incidentech, reaktivních opatřeních, náležitostech podání v oblasti kybernetické bezpečnosti a likvidaci dat (vyhláška o kybernetické bezpečnosti), dále
2. **Prodávající** je tedy povinen při užívání a čerpáních jakýchkoliv informací, dat, podkladů, zejm. **k veřejné zakázce a jejího plnění**, o informačních systémech, personálním zabezpečení, vnitřní struktuře organizace a o skutečnostech, které se vztahují k bezpečnostním a technickým opatřením a kdy se stává příjemcem a uživatelem těchto informací, jako chráněných informací, ve smyslu ustanovení § 1730 zákona č. 89/2012 Sb., občanský zákoník, dodržovat zákonné předpisy pro oblast kybernetické bezpečnosti, interní předpisy ČHMÚ a počínat si při svém jednání tak, aby nedocházelo k porušování bezpečnostních opatření, nebyla snižována a poškozována bezpečnostní image ČHMÚ a důvěryhodnost těchto zdrojů a nedošlo k neoprávněnému zásahu do sítí a informačních systémů ČHMÚ s následkem jejich poškození, dále
3. **Prodávající** bere na vědomí, že chráněné informace jsou součástí obchodního tajemství ve smyslu ustanovení § 504 zákona č. 89/2012 Sb., občanský zákoník, zejména listinné a elektronické podklady, finanční přehledy a cenové mapy, zdroje a s poskytnutými zdroji je povinen nakládat tak, jako by byly označovány za důvěrné, dále není oprávněn je užívat i zprostředkovaně ke komerčním účelům, modifikovat a zcizovat. S užitím chráněných informací nepřechází ani na třetí osoby vlastnictví k autorským a průmyslovým právům, pokud není stanovené jinak, dále
4. **Prodávající** bere na vědomí, že zákonem určený Úřad, je oprávněn vykonávat kontrolu a dohled nad dodržováním ustanovení v oblasti kybernetické bezpečnosti, a tedy je povinný prokázat součinnost v případě provádění státního dohledu a při provádění auditů procesů, dále
5. v případě porušení zákona v oblasti kybernetické bezpečnosti ze strany **Prodávajícího**, je **Kupující** oprávněn požadovat finanční náhradu škody ve výši správního deliktu za každé porušení, zneužití či nedodržování ustanovení příslušného zákona o kybernetické bezpečnosti, uděleným Úřadem dle odst. 4 a byl způsobem zaviněně **Prodávajícím a** to i v případě, že zanedbaní povinností vzniklo na straně třetích osob jednajících v zastoupení **Prodávajícího.**