Dodatek č. 1 ke smlouvě o dílo

Systémová podpora provozu aplikací Hlásné a předpovědní povodňové služby (HPPS) a hydrologické databáze eStanice v roce 2018 a 2019

číslo zhotovitele :

číslo objednatele : 3100/4/2018 – dodatek č. 1

# uzavřená mezi

**Hydrosoft Veleslavín s.r.o.**

Sídlo : U Sadu 13, Praha 6, 162 00

IČ : 61061557

DIČ : CZ61061557

Bankovní spojení : xxx, č.ú., xxx

Zapsán u Městského soudu v Praze oddíl C, vložka 43062

Statutární zástupce : xxx

Kontaktní osoba pro technické otázky: xxxx

dále jen „*zhotovitel“*

a

**Český hydrometeorologický ústav**

Sídlo: : Na Šabatce 17, 143 06 Praha 4 - Komořany

IČ, DIČ : 00020699, CZ00020699

Bankovní spojení : xxx, č.ú. xxxx

Statutární zástupce : xxxx

Kontaktní osoba ve věcech smluvních: xxx

Kontaktní osoba pro technické otázky provozu databází: xxx

Kontaktní osoba pro technické otázky aplikací: xxxx

dále jen „*objednatel“*

I.

Smluvní strany se dohodly na doplnění bodu o mlčenlivosti, ochrany informací a zákazu jejich zneužití a doložky o kybernetické bezpečnosti. A na základě tohoto Dodatku č. 1 na změně následujícího bodu smlouvy takto:

5. Cena zakázky činí 1. 375 000,- Kč bez DPH (slovy jedenmiliontřistasedmdesátpětsíc Kč). K výše uvedené ceně bude připočtena DPH ve výši platné v den zdanitelného plnění.

DPH 21% činí 288 750,- Kč a celková cena s DPH 21% činí 1 663 750,- Kč (slovy jedenmilionšestsetšedesáttřitisícsedmsetpadesát Kč).

Cena zakázky vychází z předpokládaného objemu prací 1250 hodin a hodinové sazby xxx- Kč/hod bez DPH (DPH 21% činí xxx,- Kč). Hodinová sazba včetně DPH 21% činí xxx,- Kč.

Jednotková cena prací na zabezpečení požadavků objednatele na kybernetickou je xxx,- Kč/hod bez DPH (xxxKč včetně DPH).

Celková cena prací na zabezpečení požadavků objednatele na kybernetickou bezpečnost z požadavků uvedených ve výzvě k podání nabídky na veřejnou zakázku malého rozsahu ev. č. ÚH-MR 02/18 není stanovitelná. Požadavky na zabezpečení požadavků objednatele na kybernetickou bezpečnost nejsou touto smlouvou řešeny.

Cena za dílo je považována za definitivní a nepřekročitelnou.

Výše sazby DPH, výše DPH a celková cena včetně DPH sjednaná v této smlouvě bude upravena v případě změny sazby DPH u zdanitelného plnění nebo přijaté úplaty v souladu s aktuální změnou zákona o dani z přidané hodnoty v platném znění. Při výkonu této činnosti není ČHMÚ osobou povinnou k dani podle § 5 odst. 3, zákona č.235/2004 Sb. O dani z přidané hodnoty.

II.

## Mlčenlivost, ochrana informací a zákaz jejich zneužití

* 1. Žádná se smluvních stran nezpřístupní ani nepoužije žádnou informaci, se kterou se seznámí v souvislosti se spoluprací s druhou smluvní stranou nebo získanou od druhé smluvní strany (dále jen „**Důvěrná informace**“). Důvěrnými informacemi jsou zejména informace obchodní povahy, databáze zákazníků, cenová politika, způsob fungování společnosti, apod.
	2. Povinnost mlčenlivosti platí s výjimkou případů, kdy druhá smluvní strana udělila předchozí písemný souhlas s takovým zpřístupněním nebo použitím Důvěrné informace, právní předpis nebo veřejnoprávní orgán stanoví povinnost zpřístupnit nebo použít Důvěrnou informaci, zpřístupnění nebo použití Důvěrné informace je nezbytné pro realizaci plnění smlouvy dané smluvní strany v souvislosti se spoluprací s druhou smluvní stranou.
	3. Mezi Důvěrné informace nepatří informace, které jsou v době jejich zpřístupnění nebo použití běžně dostupné veřejnosti.
	4. Smluvní strany mají povinnosti všechny osoby, které smluvní strany užívají při spolupráci s druhou smluvní stranou, informovat o povinnosti mlčenlivosti.
	5. Veškeré Důvěrné informace mající charakter Obchodního tajemství ve smyslu zákona č. 89/2012 Sb., občanský zákoník ve znění pozdějších předpisů, které smluvní strana poskytla druhé smluvní straně, se smluvní strany zavazuje přiměřeným způsobem chránit proti zneužití.
	6. Smluvní strany se zavazují po skončení vzájemné spolupráce vrátit druhé smluvní straně všechny písemné materiály, materiály v elektronické podobě obsahující Důvěrné informace i jejich kopie smazat ze všech datových uložišť, které nejsou potřebné k archivaci nebo nejsou dále užívány.
	7. V případě, že dojde k prozrazení nebo ke ztrátě Důvěrných informací zavazuje se daná smluvní strana o této skutečnosti neprodleně informovat druhou smluvní stranu a přijmout veškerá opatření nezbytná k zabránění vzniku škody nebo omezení rozsahu škody již vzniklé a dále k dalšímu šíření Důvěrné informace.
	8. Při ochraně osobních údajů se postupuje podle zákona č. 110/2019 Sb., o zpracování osobních údajů v návaznosti na Nařízení Evropského parlamentu a Rady (EU) 2016/679 ze dne 27. dubna 2016 o ochraně fyzických osob v souvislosti se zpracováním osobních údajů a o volném pohybu těchto údajů a o zrušení směrnice 95/46/ES (obecné nařízení o ochraně osobních údajů - GDPR).
	9. Za účelem ochrany Důvěrných informací je smluvní strana povinna použít při přenosu Důvěrných informací přes prostředky komunikace na dálku (elektronická pošta, úložiště v síti Internet, apod.) šifrování nebo jinou vhodnou ochranu přenosu.
	10. Každá smluvní strana je povinna zabezpečit počítačové systémy ve své správě (včetně úložišť) tak, aby zabránila kybernetickým útokům, napadení počítačovým virem apod.

**III.**

Ostatní ustanovení Smlouvy zůstávají beze změny.

Dodatek č. 1 je nedílnou součástí Smlouvy; je vyhotoven ve 2 stejnopisech s platností originálu, přičemž každá ze smluvních stran obdrží po stejnopise.

Dodatek č. 1 nabývá platnosti dnem podpisu smluvních stran a s účinností, která nastává až uveřejněním v registru smluv na základě zákona č. 340/2015 Sb., zákon o zvláštních podmínkách účinnosti některých smluv a o registru smluv (zákon o registru smluv) způsobem dle ustanovení § 5 zákona o registru smluv.

Smluvní strany prohlašují, že si dodatek č. 1 řádně přečetly, se změnami souhlasí a na důkaz toho připojují své podpisy.

V Praze dne: V Praze dne:

Objednatel: Zhotovitel:

------------------------------ ------------------------------

xxx xxx– jednatel

ředitel ČHMÚ Hydrosoft Veleslavín s.r.o.

**Příloha** - Doložka o kybernetické bezpečnosti

**DOLOŽKA VE SMYSLU USTANOVENÍ § 4 ODST. 2 ZÁKONA Č. 181/2014 SB., O KYBERNETICKÉ BEZPEČNOSTI, VE ZNĚNÍ POZDĚJŠÍCH PŘEDPISŮ**

1. Smluvní strany berou na vědomí, že informační systém objednatele informací ČHMÚ (dále jen „ČHMÚ“) podléhá zákonu č. 181/2014 Sb., o kybernetické bezpečnosti, v platném znění a s ním související vyhlášky, zejm. vyhláška č. 316/2014 Sb., o kybernetické bezpečnosti, který je v předmětném smluvním vztahu jako Objednatel a na základě zákonných důvodů se stává osobou povinnou dle ustanovení § 3 odst. c), dále
2. Zhotovitel je povinen při užívání a čerpáních jakýchkoliv informací, dat, podkladů, zejm. o cílech a smluvním vztahu k veřejné zakázce a jejího plnění, o informačních systémech, personálním zabezpečení, vnitřní struktuře organizace a o skutečnostech, které se vztahují k bezpečnostním a technickým opatřením, kdy se stává příjemcem a uživatelem těchto informací, jako chráněných informací, ve smyslu ustanovení § 1730 zákona č. 89/2012 Sb., občanský zákoník, dodržovat zákonné předpisy pro oblast kybernetické bezpečnosti, interní předpisy ČHMÚ a počínat si při svém jednání tak, aby nedocházelo k porušování bezpečnostních opatření, nebyla snižována a poškozována bezpečnostní image ČHMÚ a důvěryhodnost těchto zdrojů a nedošlo k neoprávněnému zásahu do sítí a informačních systémů ČHMÚ s následkem jejich poškození, dále
3. Zhotovitel bere na vědomí, že chráněné informace jsou součástí obchodního tajemství ve smyslu ustanovení § 504 zákona č. 89/2012 Sb., občanský zákoník, zejm. listinné a elektronické podklady, finanční přehledy a cenové mapy, zdroje a s poskytnutými zdroji je povinen nakládat tak, jako by byly označovány za důvěrné, dále není oprávněn je užívat i zprostředkovaně ke komerčním účelům, modifikovat a zcizovat. S užitím chráněných informací nepřechází ani na třetí osoby vlastnictví k autorským a průmyslovým právům, pokud není stanovené jinak, dále
4. Zhotovitel bere na vědomí, že zákonem určený Úřad, je oprávněn vykonávat kontrolu a dohled nad dodržováním ustanovení v oblasti kybernetické bezpečnosti a smluvní strany jsou povinny být součinné v případě provádění státního dohledu a při provádění auditů procesů, dále
5. V případě porušení zákona v oblasti kybernetické bezpečnosti jednáním ze strany Zhotovitel, je Objednatel oprávněn požadovat finanční náhradu škody ve výši správního deliktu za každé porušení dle zákona o kybernetické bezpečnosti, který bude pravomocně udělen dle příslušného zákona daného Úřadu dle odst. 4 a byl způsobem zaviněně Zhotovitelem, a to i v případě, že třetí osoby jednají v jeho zastoupení.